
Business Critical is Fivetran's most secure data movement solution, unlocking
advanced compliance and privacy features unavailable at other plan levels. For 
 enterprises running on AWS, navigating complex security and compliance
regulations with highly sensitive data to protect, the business critical tier is the end-
to-end protection your data stack needs. 

• 

• 

Highly secure 
connections

End-to-end data encryption
between Fivetran and AWS
via AWS PrivateLink
Option to host on AWS
GovCloud
Local data processing
capabilities  
High-volume, change data
capture database replication
Data lineage integrations for
total audit security 

• 

• 

Customer managed keys for
absolute control over your
data access via AWS KMS
Role and team based user
access permission settings 
Restrict your data to a
specified AWS region -
Virginia, Ohio, Oregon,
London, Frankfurt, Dublin,
Montreal, Sydney, Singapore,
Mumbai or Tokyo  (latest)

Advanced access 
control settings

• 

Ultimate platform
confidence

PCI and DSS level 1
certification for processing
credit card data 
CCPA, GDPR, HIPAA, ISO and  
SOC2 certifications for
regulatory compliance 
Priority support with 1-hour
response time and option for
US-only support 
Data-delivery SLAs
5-minute sync frequency 

Contact sales@fivetran.com for more information on our Business Critical plan

Business Critical data movement for
your AWS Platform
Protect your AWS data infrastructure with the highest level of
security and privacy measures to keep your most sensitive data safe. 

• 

• 

Fivetran Business Critical for Amazon Web Services

• Highly secure connections: Private networking to avoid all exposure to the internet
• Advanced access control: Complete authority over who has access to your data and when
• Ultimate platform confidence: Priority support and the highest level of security  
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• 

• 
• 
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• 

https://fivetran.com/docs/security#fivetrandataresidency

