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Simple and secure provisioning and
authentication with advanced identity controls.

Mural is a powerful visual work platform that helps teams work better together
across the enterprise from anywhere in the world. With ever-increasing demands
on IT admins, it should be easy to scale and manage the use of Mural while
meeting the demands of the most security-conscious enterprises.

Our approach to identity and access management does just that, giving IT
admins the control and ease-of-use they need to deploy Mural with confidence.

The Mural Identity & Access

Management Lifecycle
e SSO (SAML 2.0)
e |P Allowlisting
® |[ntune MAM
e |dP Connectors (Entra ID/Okta)
® Just-In-Time Provisioning (SAML 2.0) Authenticate e Require 2FA (members & guests)
e SCIM API (User & Group Endpoints)
® Groups page [ Mapping API
e |dP Connectors (Entra ID [ Okta)
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Customizable Landing Page

IT Admin
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SCIM API (User & Group Endpoints)
Groups page | Mapping API

|dle Timeout

Custom Logout URL

Deprovision

e SCIM API (User & Group Endpoints)

e Groups page [ Mapping API

e |dP Connectors (Entra ID/Okta) Additional features
e Content Ownership Transfer API include App and

Integration Management
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Security to scale

Mural’s identity & access management solution enables automated user and group
provisioning and deprovisioning, provides secure access to Mural, and supports key
elements of the Mural identity and access management lifecycle to unlock secure
collaboration at scale.

To learn more about how you can unlock secure collaboration at scale
with Mural’s Enterprise plan, contact our sales team today or visit
mural.co/enterprise.




