Co-Elite, Inc. Acceptable Use Policy

Last Updated: January 06, 2026

This Acceptable Use Policy (the "Policy") outlines prohibited uses and acceptable practices
related to the use of Co-Elite Inc. and its affiliates ("Co-Elite", "us", "our") network of internet
properties (including websites and mobile applications), products, materials, and services
(collectively, the "Service") by users who access the Service through registration or other
means (collectively, "You" or "Users"). The Service must be used in a manner consistent with
its intended purpose and in accordance with the applicable agreement with Co-Elite,

including our Terms of Use (the "Terms").

The examples in this Policy are not exhaustive. We may modify this Policy at any time by
posting a revised version on the Service. By using the Service, You consent to be bound by
the latest version of this Policy. Terms not defined herein are defined in our Terms of Use.
Violations of this Policy may result in suspension or termination of your access to the Service
and deletion of your Account.

1. Authorized Use

The Service is designed for sharing content, creating connections and athletic recruiting
assistance. You agree to comply with this Policy, all applicable laws, and use the Service
professionally. When using the Service for recruitment purposes, ensure compliance with all
applicable laws and regulations, including those of sports governing bodies like NCAA,
USPORTS, and CCAA.

2. No lllegal, Harmful, or Offensive User Content or Use

You may not use, or encourage, promote, facilitate, or instruct others to use the Service for
any illegal, harmful, fraudulent, infringing, or offensive purposes. Prohibited activities or
content include:

e lllegal, Harmful, or Fraudulent Activities: Any activities that are illegal, tortious, or
violate the rights of others, including the dissemination of child pornography,
fraudulent goods or services, make-money-fast schemes, phishing, or pharming.

e Infringing Content: Content that infringes or misappropriates the intellectual
property or proprietary rights of others, including unauthorized disclosures of private
information. You agree NOT to resell Co-Elite's products and/or access to the Service
without our written permission.

e Offensive Content: Content that is harmful to minors, defamatory, obscene, abusive,
threatening, discriminatory, harassing, or otherwise objectionable.

e Harmful Content: Content or technology that may damage or interfere with systems,
including viruses or malware.

False Content: Submitting any content that misrepresents your identity or affiliations.
Privacy Respect: Respect the privacy of others by not sharing their personal
information without their explicit consent.



3. Non-Discrimination

Co-Elite does not tolerate discrimination based on race, color, gender, gender identity,
sexual orientation, age, religion, nationality, disability, or any other protected characteristic in
recruitment practices or user interactions. All users must adhere to this principle in their use
of the Service.

4. Professional Conduct

Maintain a professional tone in all communications and interactions on the platform. Users
are expected to engage respectfully with others, avoid profanity, disrespectful language, or
unprofessional behavior that could undermine the integrity of the recruiting process or user
experience.

5. No SPAM or Message Abuse

You will not distribute unsolicited mass emails or messages, including commercial
advertising or promotions ("SPAM"). You will not alter headers to misrepresent the origin of
any message, collect replies to messages sent from another provider, or use Co-Elite's
communication tools to market unrelated businesses.

6. No Security Violations

You may not use the Service to violate the security or integrity of any system. Prohibited
activities include:

e Unauthorized Access: Accessing any system without permission.
e Interception: Monitoring data on a system without permission.
e Falsification of Origin: Forging packet headers or message origins.

7. No Network Abuse

You may not connect to any users or systems without permission. Prohibited activities
include:

e Monitoring or Crawling: Disrupting any system through monitoring or crawling.
e Denial of Service (DoS): Flooding a target with communication requests.
e Intentional Interference: Overloading any system through deliberate attacks.

8. Our Monitoring and Enforcement
We reserve the right to investigate any violations of this Policy. We may review User Content

and take appropriate action, including suspending or terminating accounts. We may
cooperate with law enforcement agencies in the investigation of illegal conduct.

9. Reporting Violations



If you become aware of any violation of this Policy, you must notify us immediately at
support@co-elite.com.

If you experience harassment, discrimination, or inappropriate behavior from another user,
you can report it through the following channels:

e Settings in-app reporting: Navigate to Settings — Report A Problem and submit a
report
Email: Contact support@co-elite.com
Direct in-app reporting: Report the specific content by using the report function
adjacent to the content (users, posts, messages, comments, or Scouting report
entries)

We will investigate all reports promptly and take appropriate action.
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