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Spolek pro ochranu §
osobnich adajd .

Vybrané otazky implementace smérnice 2019/1937 z pohledu pfedpisti o
ochrané osobnich udajt

Tento dokument shrnuje vysledky dvou workshopti pofadanych v lednu 2022 Spolkem pro ochranu
osobnich tdaji a Unii podnikovych pravnik(i na téma nastaveni zpracovani osobnich udajt v rdmci
whistleblowingovych systému. NiZe jsou shrnuty zavéry téchto workshopl a vétsinové nazory
Gcastnikd na Fedeni nékterych otdzek.!

Smeérnici se v dal$im textu rozumi smérnice (EU) 2019/1937, o ochrané osob, které oznamuiji poruseni
prava Unie.

Implementaénim zakonem se rozumi Snémovni tisk 1150/0 (minulé volebni obdobi), Vladni navrh
zdkona o ochrané oznamovateld.

GDPR se rozumi natizeni (EU) 2016/679, obecné nafizeni o ochrané osobnich tdaju

I.  Pravni zaklad zpracovani osobnich udajti v ramci WB systému

Urceni spravného pravniho zakladu zpracovani osobnich Gdajl nezbytného pro whistleblowing systém
(WB) je zakladnim predpokladem pro spravnou aplikaci GDPR. Obecné je podle naseho nazoru pri
uréovani pravniho zakladu mozny dvoji pfistup, pricemz vétsina nazord se kloni k vyuZiti jediného
zadkladu a tim je €l. 6 odst. 1 pism. c) (pInéni pravni povinnosti) pro celé zpracovaniv ramci WB systému.
Diskutovdna byla dvé principidlni feseni:

1. Cely WB systém podiadit pod jediny pravni zaklad zpracovani

V takovém pfipadé by pravnim zakladem zpracovani bylo bud:

a) ustanoveni ¢l. 6 odst. 1 pism. c) GDPR (plnéni zdkonnych povinnosti). Jak je vySe uvedeno,
jednd se o vétsSinovy nazor. Proti tomu bylo namitdno, Ze sice samotny systém je sice
ztizovan povinné, nicméné pouze u evidence oznameni predpoklada Implementacni zakon
dostatecné jednoznacné vymezeni zpracovani, které by mohlo byt povazovano za
dostatecné urcité ve smyslu ¢l. 6 odst. 1 pism. ¢ (pInéni zdkonnych povinnosti) GDPR.

b) ustanoveni ¢l. 6 odst. 1 pism. e) ¢i f) GDPR (vefejny zdjem zaloZeny na Smérnici a
Implementacnim zdkoné ¢i opravnény zdjem spravce).

2. Odlisovat pravni zaklad zpracovani pro jednotlivé soucasti WB systému, tedy typicky:
a. Pofizovani a vedeni zdaznamt o oznamenich (ve smyslu Smérnice a Implementaéniho
zdkona pravni zaklad podle €l. 6 odst. 1 pism. c) GDPR)
b. Pro evidenci naslednych opatfeni (Cl. 6 odst. 1 pism. e), pfipadné ¢l. 6 odst. 1 pism. f)
GDPR)

! Jednd se pouze o pracovni dokument a vyslovné upozorfiujeme, Ze vysledny vyklad dozorovych organti mize
byt odlisny od nize uvedenych nazor(. Taktéz finalni verze Implementacniho zakona muze byt odlisna.


https://www.psp.cz/sqw/historie.sqw?o=8&t=1150

c. Pro archivaci zaznamt a podkladu (¢l. 6 odst. 1 pism. e), pfipadné ¢l. 6 odst. 1 pism. f)
GDPR)
d. Pro archivaci souhrnné zpravy o feSeni WB ptipadu (¢l. 6 odst. 1 pism. f)).

Il. Pravni zaklad zpracovani zvlastnich kategorii osobnich udajti v ramci WB systému

Pro zpracovani zvlastnich kategorii osobnich udajl ve smyslu ¢l. 9 GDPR je tfeba zvolit vhodny pravni
zaklad (vhodnou vyjimku ze zdkazu) podle tohoto ¢lanku. Zde pfipadaji do Uvahy zejména vyjimky
podle ¢l. 9 odst. 2 pism. f) a9 odst. 2 pism. g) GDPR, tedy: zpracovdni nezbytné pro urceni, vykon nebo
obhajobu prdvnich ndroki a dale zpracovdni nezbytné z divodu vyznamného verejného zdjmu na
zdkladé prdva Unie nebo clenského stdtu, které je pfimérené sledovanému cili, dodrZuje podstatu prdva
na ochranu udaju a poskytuje vhodné a konkrétni zaruky pro ochranu zdkladnich prav a zdajmu subjektu
udaju (timto pravnim zakladem by byla Smérnice a Implementacni zakon).

Ve specifickych pripadech Ize ohledné urcitych Gdajli uvaZovat i o zpracovani udajli zjevné
zvefejnénych subjektem Gdajd (¢l. 9 odst. 2 pism. e) GDPR), pfipadné o vyslovném souhlasu (zejména
v pripadé oznamovatele, pokud by jej dobrovolné udélil).

Pokud by byly zpracovavany Udaje o odsouzeni v trestnich vécech ve smyslu ¢l. 10 GDPR (napf.
v pfipadé zhodnoceni divéryhodnosti dotéené osoby z hlediska jejich predchozich odsouzeni), pak by
moznost zpracovani takovych Udaji musela byt nepfimo vyvozovéana ze Smérnice a Implementaéniho
zakona, ptip. § 316 odst. 4 Zakoniku prace (byt jeho text neni zcela pfihodny).

lll. Ochrana totoZnosti jednotlivych osob Géastnych na feseni WB pfipadi
lll. a Ochrana dotéenych osob

Smérnice poskytuje velmi silnou ochranu osobam dotéenym (v Sirokém slova smyslu) Setfenim WB
pripadl. BohuZel je podle naseho nazoru ponékud nejasna zejména ohledné trovné ochrany, ktera
ma byt poskytovana dotéenym (oznamenym) osobam. Naopak je zni zjevné, Ze ochrana
oznamovateli ma byt velmi Siroka a vyjimky z ni velmi omezené. Tato otazka byla ucastniky
workshopu Siroce diskutovana, zejména z toho pohledu, Ze pokud by méla byt poskytnuta dotcenym
osobam (ozndmenym) v principu stejnd ochrana, jako oznamovatelim, znemozZnilo by to povérenym
osobdam radné vysetfit dotéeny pfipad (napf. informovat vedouciho dotéené osoby za ucelem ziskani
dalSich podklad(l). Domnivame se, Ze de facto absolutni ochrana (aZ na vyslovné stanovené vyjimky) je
tak Smérnici poskytovana pouze oznamovatelim samotnym, Groven ochrany poskytované dotcenym
osobdm musi byt vykladana funkéné a neni na stejné drovni jako ochrana oznamovateld.

Rozhodujicimi ustanovenimi Smérnice jsou podle naseho nazoru:

. Rec. 76: Clenské stdty by mély zajistit, aby prisluiné orgdny zavedly ndleZité postupy ochrany pfi
zpracovdvdni ozndmeni a pro ochranu osobnich udaji osob, jichZ se ozndmeni tykd. Tyto
postupy by mély zajistit, aby ve vsech fazich postupu byla chranéna totoZnost kazdé oznamujici
osoby, dotéené osoby a tretich osob uvedenych v oznameni, napriklad svédki nebo kolegd.

. Rec. 82: Zajisténi utajeni totoZnosti oznamujici osoby v priibéhu procesu oznamovadni a Setieni
podniceného ozndmenim je zdsadnim opatfenim ex-ante k zabrdnéni odvetnym opatrenim.

. Rec: 100: Prdva dotcené osoby by méla byt chranéna, aby se zabranilo poskozeni jeji dobré
poveésti Ci jinym nepriznivym disledkiim. V kaZdé fdzi postupu na zdkladé ozndmeni by mélo byt
mimoto pIné respektovdno prdvo dotiené osoby na obhajobu a na pristup k prdvni ochrané v
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souladu s ¢ldnky 47 a 48 Listiny. Clenské stdaty by mély chrdnit utajeni totoZnosti dotéené osoby
a zajistit prdvo na obhajobu, vietné prava na pfistup ke spisu, prdva byt vyslechnut a prava
vyuZit ucinny opravny prostiedek proti rozhodnuti tykajicimu se této osoby podle platnych
postupll stanovenych ve vnitrostdtnim prdvu v ramci vysetfovdni nebo ndslednych soudnich
fizeni.

. Cl. 9 odst. 1 pism a): kandly pro pfijimdni ozndmeni, které jsou navrieny, zavedeny a
provozovdny bezpecnym zpusobem, jenZ zajistuje ochranu utajeni totoZnosti oznamujici osoby
a veskerych tretich osob zminénych v ozndmeni a zabrariuje pristupu neoprdvnénych pracovniki

. Cl. 16 odst. 1: Clenské stdty zajisti, aby totoZnost oznamujici osoby nebyla sdélena bez jejiho
vyslovného souhlasu nikomu kromé oprdvnénych pracovniku pfislusnych k pfijimdni ozndmeni
nebo ndslednych opatreni. TotéZ se vztahuje i na jakékoli dalsi informace, z nichZ by mohla byt
primo &i neprimo vyvozena totoZnost oznamujici osoby.

. Cl. 22 odst. 2 a 3: Pfislusné orgdny v souladu s vnitrostdtnim prdvem zajisti, aby totoZnost
dotcenych osob byla chrdnéna po celou dobu priibéhu setfeni podniceného ozndmenim nebo
zvefejnénim. Pravidla stanovend v éldncich 12, 17 a 18 tykajici se ochrany totoZnosti oznamujici
osoby se vztahuji i na ochranu totoZnosti dotéenych osob.

Z vyse uvedenych ustanoveni podle naseho nazoru vyplyva, Ze by sice méla byt dot¢enym osobam
poskytnuta silnd ochrana, ta by vSak neméla jakkoliv branit samotnému Setfeni WB ptipadu, uplatnéni
odpovidajicich sankénich opatfeni vici dotéenym osobam a to, ani kdyby bylo v pribéhu téchto
¢innosti nutné totoZnost dotcené osoby sdélit jinym osobam; neméla by ani branit pfedani udajd o
dotéené osobé organim verejné spravy v odlvodnénych pripadech (napf. podani trestniho oznameni
apod.).

lll. b Ochrana oznamovatelt v pfipadech, kdy oznameni neni podavano v ramci vécné plisobnosti
Smérnice/Implementaéniho zakona

Rozhodujicimi ustanovenimi Smérnice jsou podle naseho nazoru:
+ €l 6 odst. 1: Oznamujici osoby maji ndrok na ochranu podle této smérnice, jestlize:

a) mély oprdavnéné diivody se domnivat, Ze ozndmené informace o poruseni byly v dobé
oznameni pravdivé a Ze tyto informace spadaly do oblasti plisobnosti této smérnice a

b) podaly oznameni bud'’interné v souladu s ¢ldnkem 7 nebo externé v souladu s ¢lankem 10,
nebo ucinily zverejnéni v souladu s ¢ldnkem 15

* Rec. 36: Zdkladnim ddvodem pro zajisténi ochrany téchto osob je jejich ekonomickad
zranitelnost plynouci ze vztahu k osobé, na niZ jsou fakticky pracovné zdvislé. Neexistuje-li
takovdto nerovnovdha sil v souvislosti s praci, napfiklad v pFipadé béZnych stéZovatelii nebo
nezuéastnénych osob z Fad obcanii, neni ochrana pfed odvetnymi opatfenimi nutnd.

* Rec. 46: Ochrana by se soucasné neméla vztahovat na osoby, které ozndmi informace, které jiz
jsou zcela zpfistupnény verejnosti, nebo na nepodloZené zvésti a zpravy z doslechu.

2 7de povaZujeme za dileZité upozornit na to, Ze toto ustanoveni neodkazuje na ¢&l. 16, ktery je zékladnim
ustanovenim pro zvysenou ochranu oznamovatell a dale na to, Ze adresaty této normy jsou ,prislusné organy”,
nikoliv samotné subjekty, které prijimaji WB oznameni.



* Rec. 82: Ochrana utajeni totoZnosti by se neméla uplatnit, pokud oznamujici osoba umysiné
odhali svou totoZnost v souvislosti se zvefejnénim informaci.

Pokud by ozndmeni bylo podano mimo ramec téchto ustanoveni, nevztahovala by se na oznamovatele
Siroka ochrana podle Smérnice. Bylo by vSak nutné pIlné aplikovat GDPR, tedy zejména dodrZovat
pozadavky na kompatibilitu tuéeld a v pfipadé dalsiho zpracovani na zakladé él. 6 odst. 1 pism. f)
GDPR fadné provést balancni test.

IV. Charakter vyjadieni oznamovatele ve smyslu § 20 odst. 3 ndvrhu Implementacniho zakona

Podle tohoto ustanoveni: Poskytuji-li prislusind osoba nebo povéreny zaméstnanec informaci o
totoZnosti oznamovatele orgdnu vefejné moci podle odstavce 2, jsou povinni o tom pfedem
oznamovatele vyrozumét spolecné s divody, pro které jsou povinni informaci o totoZnosti poskytnout,
a umoZnit oznamovateli, aby se k poskytnuti informace vyjddril.

Podle naseho nazoru toto vyjadreni je institutem sui generis WB prdva a nelze je povazovat za namitku
ve smyslu ¢l. 21 GDPR a to mj. proto, Ze pfi pfedani podle § 20 odst. 3 ndvrhu Implementacniho zdkona
se jednd o plnéni pravni povinnosti (viz text § 20 odst. 2), kde namitka podle GDPR neptichazi pojmové
v Uvahu. Vyjadreni je tak spiSe procesni zarukou; o kombinaci s ndmitkou podle GDPR by se u vyjadreni
vSak mohlo jednat tehdy, pokud by pfislusnd osoba predavala ve smyslu § 20 odst. 2 dalsi, nikoliv
vyslovné stdtnim organem vyzadané udaje. Zde by se pak mohlo jednat o zpracovani ve verejném
zajmu ve smyslu ¢l. 6 odst. 1 pism. e) GDPR, kde by jiz ndmitka pojmové v Uvahu ptichazela.

V. Informacni povinnost podle ¢l. 13 a ¢l. 14 GDPR

U pInéni informacni povinnosti je tfeba dle naseho nazoru rozlisovat tyto skupiny osob:

. Oznamovatele
. Dotcenou osobu (oznameného)
. Svédky

. Ostatni osoby

Zde bylo zejména diskutovano, zda postacuje obecné neadresné pouceni napf. na webovych strankach
pfislusného spravce. Zatimco totiZz u oznamovatele bude obvykle mozné splinit individualné poucovaci
povinnost bez problému, u ostatnich kategorii osob jiz mize narazit splnéni této povinnosti na pravni
Ci faktické prekazky. Napr. u dotéené osoby (oznameného) by brzké splnéni informacni povinnosti
mohlo fakticky zmafit Setfeni i dokonce vést k vyzrazeni totoZnosti oznamovatele.

Diskutovano bylo taktéz mozné vyuziti § 11 zakona ¢. 110/2019 Sb., kde sice |ze WB systémy povazovat
za zpracovani vyhovujici podminkdm § 6 odst. 2 pism. b) a c) tohoto zdkona (pfedchazeni, vyhledavani
nebo odhalovani trestné cinnosti a jiny dualezity cil vefejného zadjmu Evropské unie nebo clenského
statu Evropské unie), a proto by bylo mozné spinitinformacni povinnost pouze v pfimérené upraveném
rozsahu ¢i ji odloZit, nicméné sohledem na absenci jakychkoliv konkrétnich vyjimek v navrhu
Implementacniho zakona je tfeba k aplikaci § 11 pfistupovat obezietné. Bylo by také nutné provést
oznameni UOOU podle § 11 odst. 2 zdkona ¢. 110/2019 Sb.

Pokud se jednd o obecné neadresné pouceni napt. na webovych strankach prislusného spravce, zde
bylo upozornéno na to, Ze dfive zverejnéna doporuceni zahrani¢nich dozorovych organt (DSK, EDPS)
spiSe pozaduji individudlni pouceni (zejména u oznamovatele, dotené osoby a pfipadné vybranych
svédkl). Nelze vsak zcela vyloucit, Ze by i neadresné pouceni dotcené osoby a ostatnich osoby (vyjma
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oznamovatel) postacovalo v pripadé, kdy WB oznameni bylo odloZeno, ¢i naopak byla dotéena osoba
seznamena s Setfenim (aniz by musela byt specificky odkazovana na pouceni). V konkrétnim pfipadé
Ize rovnéz aplikovat vyjimky z informacni povinnosti podle ¢l. 14 odst. 5 GDPR.

Pokud by vsak v dusledku splnéni informacni povinnosti hrozilo odhaleni totoZnosti oznamovatele,
je podle naseho nazoru vidy tfeba upfednostnit jeho ochranu (a tomu pfizplsobit formu a dobu
spInéni informacni povinnosti, pripadné jeji splnéni odlozit). Viz i dale komentar k ¢l. 15 GDPR.

Vidy je ale tfeba zvaZit i splnéni informacni povinnosti ad hoc (napt. pfi predani informaci organu
verejné moci).

VI. Pravo na pfistup podle €l. 15 GDPR

Subjekty udaji maji podle ¢l. 15 GDPR pravo na pfistup k idajlim o zpracovani, které zahrnuje i pravo
ziskat kopii zpracovavanych udaji. Toto pravo tedy nalezi jak oznamovatel(im, tak dot¢enym osobam
(ozndmenym) tak jakymkoliv dalSim osobam v oznameni zminénym c¢i osobam, jejichz osobni udaje
byly shromazdény v souvislosti s internim vysetfovanim WB ptipadu. Pravo na pfistup je ptitom velmi
dllezitym pravem subjektl udajd, které zasadnim zplsobem zvysuje jejich kontrolu nad procesem
zpracovani.

Z pohledu GDPR zahrnuje pravo na pristup moznost ziskat celkové prehledové informace o zpracovani
(€l. 15 odst. 1 a 2) a konkrétni kopii zpracovavanych udaja (¢l. 15 odst. 3). GDPR u celkovych
prehledovych Udajd v principu neumozZnuje poskytnuti této informace odmitnout (aZz na velmi
specifické pripady podle ¢l. 12, ¢i pfipadné vyjimky ve zvlastnich pfedpisech podle ¢l. 23 GDPR). U
poskytnuti kopie Gdajd umozriuje toto pravo omezit v ¢l. 15 odst. 4: Pravem ziskat kopii uvedenou v
odstavci 3 nesméji byt nepriznivé dotcena prdva a svobody jinych osob.

Ustanoveni Smérnice tykajici se ochrany oznamovatele (cl. 16), je vSak tfeba povaZovat za vyjimku
z pravidel GDPR pfijatou ve smyslu ¢l. 23 GDPR, a tedy vuci GDPR lex specialis. Proto v pfipadé, kdy
by splnéni informacni povinnosti vramci prava na pfistup znamenalo vyzrazeni totoZnosti
oznamovatele, je mozné jeji spInéni odepfit.

Na osobu, kterd bude na zadost o pfistup k osobnim Gdajd podle ¢l. 15 GDPR odpovidat, vsak tato
konstrukce klade vysoké naroky a bude vzdy nutné postupovat pfipad od pfipadu podle konkrétnich
skutkovych okolnosti.

Zde je podle naseho nazoru tfeba vychazet z téchto hledisek:

1. Vramci odpovédi na zadost podle ¢l. 15 GDPR nelze uvadét nepravdivé informace (napt. Ze
Udaje nejsou zpracovavany, pokud ve skutecnosti zpracovavany budou)

2. V nékterych pfipadech i samotné sdéleni informace, Ze udaje jsou (za konkrétnim ucelem)
zpracovavany, mohou vést ke ztotoZnéni oznamovatele (ozndmeny bude mit podezieni, Ze
konkrétni zaméstnanec vyuzil WB linku a samotné potvrzeni zahajeni WB Setfeni by toto
potvrzeni potvrdilo). Zde sice stale plati, Ze nelze poskytnout nepravdivou informaci, ovsem
zaroven je nutné ochranit oznamovatele. Jako vhodné feSeni se jevi napt. standardizovana
odpovéd' ,udaje nejsou zpracovdvdny nebo neni mozné tuto informaci poskytnout”, kterd by
byla predavana pfi vSech Zadostech o pristup, kdy bud nedochazi ke zpracovani, nebo
poskytnuti této informace brani zakonné prekazky, pfipadné prosté neposkytnuti informace.
Totéz plati i ve vztahu k dalSim osobam, jejichZ informace jsou zpracovavany (potencialni
svédci apod.).



3. Pokud z néjakého divodu odpadne ochrana oznamovatele (napf. oznamovatel svoji identitu
zverejni), neni nutné ex post poslat dodate¢nou reakci na plvodni Zadost o pristup ze strany
oznameného. Informace mu bude poskytnuta pouze v pfipadé, kdy znovu pozada. | v takovém
pfipadé je vSak tfeba peclivé zvaZzovat, jaké informace budou poskytnuty (napf. obsah
oznameni) a to v ndvaznosti povinnost podle ¢l. 15 odst. 4 GDPR (k tomu i napft. rec. 76 a 84
Smérnice). Zde se nabizi otdzka, zda by nebylo vhodnéjsi, aby Implementacni zakon vyslovné
omezil prdvo na pfistup ve smyslu rec. 84 Smérnice, resp. stanovil vhodné vyjimky a omezeni.

V ramci praktického vyrizovani zadosti povazujeme za pfipustny taktéz takovy postup, kdy osoba
povérenda agendou ochrany osobnich Udaji v pfipadé doruceni Zadosti o pfistup vyridi tuto Zadost co
do své kompetence a pokud se jedna o WB, ptredd tuto Zadost povérené osobé k vyfizeni, pokud jde o
Udaje zpracovavané v ramci WB systému. Pokud povérend osoba zjisti, Ze v rdmci WB systému nejsou
vedeny zadné Udaje nebo pfipadné Ze se uplatni vyjimky z povinnosti poskytnout informaci, takovou
zadost bez dalsiho odloZi, aniz by informovala Zadatele. | v takovém pfipadé by vSak v pouceni ohledné
zpracovani osobnich udaju v rdmci vyfizovani Zadosti o pristup mélo byt alesporn obecné uvedeno, Ze
tento pripad muze nastat. Pokud by osoba povérena agendou ochrany osobnich adajl pfimo vyfizovala
zadost i ohledné udajli zpracovavanych v ramci WB systému, je tfeba zajistit takové nastaveni procest,
které zajisti divérnost totoznosti zejména oznamovatele.

V ramci diskuze o praktickém vyfizovani zadosti byla dale zvazovana moznost, aby sprdvce v rdmci
svych zverejnénych zasad k vykonu prav dle GDPR Zadatele pfedem obecnym zplsobem poucdil, Ze
zada-li pravo na pristup k osobnim Gdajim zpracovavanym v ramci vnitiniho oznamovaciho systému,
je nezbytné, aby tento pozadavek v rdmci prdva na pristup uvedl. | vtomto pfipadé plati, ze je nutné
nasledné pfi odpovédi k takto vyzddanému pravu na pfistup chranit oznamovatele a dalsi osoby, jak
uvedeno v odstavci 2. vySe, a odpovéd vhodné formulovat.

VIl. Doba zpracovani
Diskutovanou otazkou byla taktéZ doba uchovavani zpracovavanych Gdaji v rdmci WB systémd.
Zde se mlze jednat o tyto okruhy dokumentu:

1. Zaznamy o oznamenich
2. Dokumentace tykajici se Setfeni WB pfipadu a naslednych opatieni, kde Ize rozlisit dvé
subvarianty
a. Setfeni potvrdilo podezieni
b. Setfeni toto podezfeni nepotvrdilo
3. Souhrnna zprava o WB pfipadu

Navrh Implementacniho zakona tesi vyslovné pouze dobu uchovdvani oznameni, kde v § 21 odst. 2
stanovi pétiletou retencni dobu.

Domnivame se, Ze tato pétileta doba od zahajeni Setfeni (doruceni ozndmeni) by méla byt aplikovéna
na vSechny dokumenty spojené s WB pfipadem, byt jsme si védomi, Zze nékteré zahrani¢ni dozorové
organy navrhuji pro ptripad, kdy se podezieni nepotvrdi, vyrazné kratsi retencni dobu. Vyjimky vedouci
k prodlouzeni pétileté doby by mély byt pfipustné pouze ve zvlastnich pfipadech (napf. stdle bézici
Setfeni orgdnu verejné spravy nebo soudni spor, nebo je povinnost stanovena jinym pravnim
predpisem — zakon ¢. 499/2004 Sb., o archivnictvi a spisové sluzbé). Po uplynuti retenéni doby mohou
byt uvedené dokumenty uchovavany v zdsadé jen v anonymizované podobé. Domnivdme se vsak, Ze
s ohledem na nutnost prokazovat funkénost WB systému, by mélo byt moZné tuto zpravu uchovavat



v podobé, ktera bude i pouze pseudonymizovana (s ohledem na Siroky koncept identifikovatelnosti
v GDPR), nicméné by takova pseudonymizace méla byt provedena dasledné (napf. spiSe obecné
oznaceni organizacni jednotky, v niZz je dotéena osoba cinnd, neuvadéni ani inicidl dotéenych osob
apod.).

VIII. Specifika zpracovatelské smlouvy s externim dodavatelem WB systému

Cl. 28 GDPR vyzaduje uzavieni smlouvy o zpracovani osobnich Gdaji mezi spravcem a zpracovatelem.
V pfipadé externiho dodavatele WB systému bude obvykle tento dodavatel tzv. zpracovatelem
osobnich Gdajd (ponechidvame zde prozatim stranou otazku sdileni WB systéma podle ¢1.8/6
smérnice).

Ackoliv co do povinnych nélezZitosti takové smlouvy se zpracovatelem — dodavatelem WB systému se
smlouva s nim nebude odliSovat od béZnych smluv o zpracovani osobnich udaj, je presto treba jiz pfi
pfipravé smlouvy mit na paméti specifika takové smlouvy pro takové zpracovatele. Zejména se jedna
o:

e Urceni povérené osoby jako osoby kontaktni tak, aby se omezilo riziko vyzrazeni totoZnosti
oznamovatele.

e 7Zvlastni dpravu audith a kontroly souvisejictho zpracovani osobnich udajl, napf. vedeni
evidence oznameni (zejména pokud by méla byt v jejich ramci kontrolovana ,,ostra“ data).

e Zvysené pozadavky na zabezpeceni a ujednani o mléenlivosti, zejména pokud se tykd pouceni
o miéenlivosti podle Smérnice a Implementacniho zdkona.

e Zvlastni ujednani o stfetu zajmQ, které muZe mit specifické poZadavky (viz napf. rec. 56
Smérnice).

IX. DalSi otazky
Dale jsme se zabyvali nékolika dil¢imi otdzkami s timto vysledkem:

1. Domnivame se, Ze zpracovani tdaju v rdmci WB systému samo o sobé nepodléha povinnosti
provedeni DPIA (posouzeni vlivu na zpracovani osobnich udajd), a to s ohledem na ustanoveni
§ 10 Zakona ¢. 110/2019 Sb. o zpracovani osobnich Udaji (byt je moiné zejména u vétsich
organizaci jeho provedeni zvazit).

2. Domnivame se, Ze povéfenec pro ochranu osobnich udajti mtiZze vykonavat funkci povérené
osoby, je vSak nutné jasné oddélit kandly pro pfijimani ozndmeniv rdmci WB systému a v rdmci
GDPR, aby povérenec vidy védél, v jakém reZimu je povinen ozndmeni zpracovavat. Je rovnéz
nutné doresit pfipad, kdy WB oznameni sméruje do oblasti zpracovani osobnich Udaju, protoze
takové oznameni DPO kvli stfetu zajma prosettit nemdze.

3. Vztah jednotlivych spravcl pfi sdileni zdrojti podle ¢l. 8 odst. 6 Smérnice muzZe byt podle
charakteru spoluprace vztahem samostatnych spravc(, vzajemnych spravcl a zpracovatell a
také vztahem spolecnych spravcl. Vidy bude zaleZet na konkrétnim nastaveni spoluprace.

4. V pripadé data breach (poruseni zabezpeceni osobnich tidaju) je i povéfena osoba povinna
takové poruseni zabezpeceni ohlasit béznymi kanaly uzivanymi v dané organizaci, pripadné
zajistit oznameni subjektlim Gdajd ve smyslu ¢l. 34 GDPR. Domnivame se, Ze v zajmu zachovani
davérnosti by mélo byt dobrou praxi, Ze takové oznameni provede povérena osoba za
pfipadné soucinnosti osoby povérené agendou ochrany osobnich tudaja.



X. Zaveér

Spolek pro ochranu osobnich udaji a Unie podnikovych pravnik( vitaji moznost diskutovat navrh
Implementacéniho zdkona véetné specifickych bodu tykajicich se zpracovani osobnich udaja.

V tomto dokumentu jsou zd(iraznény nékteré nevyjasnéné otazky, které v praxi mohou velmi
realné ztizit radné zavedeni i provoz whistleblowing systému, resp. souvisejici miru ochrany
soukromi dotéenych osob.

Spolek i Unie podnikovych pravnikd proto uvitaji, pokud navrh Implementaéniho zakona bude

predloZen k verejné diskusi, a jsou pripraveny zprostfedkovat poznatky svych ¢lend, ktefi jiz
nejen vySe uvedené otazky v praxi fesi.

Praha, 6.2.2022

Zpracovali: Vladan Ramis, Alice Selby, Jitka PiSl Drabkovd, FrantiSek Nonnemann, Vladimir Valenta



