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WEEK 13 CHECKLIST:
Your next 100 days in office plan: stop as many cyberattacks as possible. Make the life of 
cybercriminals as difficult as possible without killing the I.T. department’s approval rating.

Set up syslog data ingestion 
Configure monitored file paths 
Restrict access to files upon mass file changes
 Note: This may take some testing to reduce false positives 
Disable Windows Recall
Create canary files and alert if they’re accessed 

NOTES:

100 DAYS TO SECURE 
YOUR ENVIRONMENT
Whether you’re starting from zero or organizing an 
inherited environment, this tactical weekly series will  
walk you through how to fully secure your environment 
step by step. 
 
Visit threatlocker.com/100days to view each webinar.
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