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Item 8.01. Other Events

On August §, 2025, Inotiv, Inc. (the “Company”) became aware of a cybersecusity incident affecting certain of its systems and data. The Company’s preliminary investigation determined that a threat actor gained vnauthorized access to. and encrypted certain of, the Company’s systems. Upoa identifying encrypted systems, the Company took steps to

contain, assess, and remediate the cybersecurity incident, including initiating an investigation, engaging external cybersecurity specialists, 2nd resiricting access to cerain of its systems. The Company has also notified law enforcement

The eybessecusity incident has cavsed, and is expected to continue to cause, disruptions to certain business operations of the Company. The incident has temporarily impacted the availability of and access to certain of the Company’s networks and systems, including access to portions of internal data storege and certain internal business applications. The
Company is currently working to bring the impacted portions of its systems back online. In addition, and at the same time, the Company initiated its business continuity strategy and has transitioned certain operations to offline alternatives with the aim of reducing disruption to its business. While the Company is working ditigently to restore affected
functions and systems access, the timeline for a full restoration is not yet known

The Company's investigation of the eybessecurity incident is ongoing, and the full scope, nature and impacts, including operational and financial impacts, of the incident are not yet known. Accordingly, the Company has not yet determined whether the incident is reasonably likely to have a material impact on the Company.
Cautionary Note Regarding Forward-Looking Statements.

This Curreat Report on Form 8-K contains statements that constitute “forward-looking statements” within the meaning of the Private Securities Litigation Reform Act of 1995. Such statements include statements regarding the Company's assessment of the cybersecurity incident, ongoing or potential impacts, and efforts of the Company related to the
incident. Actual results may vary materially from those expressed or implied by forward-looking statements based on a number of factors, including, without limitation: any impairment of the integsity of the Company’s systems or data: delays or difficulties in restoring the Company’s systems and data; the Company’s contiued ability to use alternatives to
its systems, to the extent needed; the Company’s ability to process information it collected while using altematives to its systems and the imegrity of that information; the adequacy of processes during the period of disruption of the Company’s systems; the results of the Company analysis of the scope and details of the data that the threat actor accessed;
selease by the threat actor of any of the Company’s data, including third party data held by the Company, or the use of any such data for any fraudulent purposes: potential adverse impact of the incident on the Company's results of operations, including revenue, operating income and cash flows from operations, and on its financial condition, including
tiquidity; diversion of management’s attention from operations of the Company to addressing the cybersecurity incident; potential litigation related to the cybersecurity incident; potential adverse effects on relationships with customers, suppliers and other third parties as a result of the cy incident risk related to the cy y
incident; regulatory scrutiny of the cybersecurity incident; and other factors described under the heading “Risk Factors™ in Part I, liem 1A of the Company’s Annual Report o Form 10-K for the fiscal year ended September 30, 2024, filed with the Securities and Exchange Commission (the “SEC™) on November 20, 2024 (the “Form 10.K), 2s updated or
supplemented by subsequent seports that the Company has filed or will file with the SEC. Potential investors, shareholders and ofher readers are cautioned not to place undue reliance on these forward-looking statements, which speak only as of the date on which they are made. The Company assumes no obligation to publicly update any forward-locking
statement after it is made, whether as  result of new information, future events or otherwise, except as required by law.
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