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SYNOPSIS 

What role can artificial intelligence (AI) play in building peace? Can AI technology help understand 
and monitor conflict emergence, assist diverse stakeholders’ responses to violence, and help in 

reconciliation and post-conflict reconstruction? While these questions have been part of 
peacebuilding discussions for years, today’s AI capabilities offer unprecedented possibilities.  

Though some applications—particularly in conflict mapping and analysis—are gradually entering 

mainstream practice, most peacebuilding AI initiatives remain in pilot phases. Current 

experimentation spans conflict prediction systems, AI-facilitated public dialogues, enhanced crisis 

response tools, and solutions that improve organizational efficiency—presenting both opportunities 

and challenges for peacebuilding.  

While AI demonstrates valuable capabilities for peacebuilding, it remains fundamentally a dual-use 

technology. The same systems that can better predict conflict hotspots, help facilitate dialogue 
between opposing groups, and process humanitarian data can efficiently spread misinformation, 

amplify division, and deepen societal polarization. The technology’s substantial energy 
requirements and surveillance applications present additional concerns.  

AI tools in conflict zones provide a means for tracking violence, delivering intelligence to security 

actors including peacekeepers, and potentially protecting civilians through more effective 

peacekeeping operations. However, these capabilities can create more harm: fully autonomous 

weapons operating without human oversight; surveillance technologies enabling government 
oppression; and “smart” targeting systems potentially increasing civilian casualties.  

This Technical Paper outlines how AI can aid peacebuilding amid current global challenges including 

violent conflict, inequality, climate change, resource scarcity, and forced migration. It reviews the 
current state of AI and peacebuilding research and practice, and related fields including 

humanitarian action and international development, and offers recommendations to better harness 

AI’s potential for peace.  

Core recommendations for ensuring inclusive and ethical AI development include: (1) prioritizing 

fundamental human rights; (2) increasing funding for applied practices that document effective and 

ineffective strategies; (3) supporting ecosystem organizations to foster cross-sectoral collaboration; 

(4) encouraging the development of smaller language models; and (5) developing strong policy and 

ethical guidance firmly anchored in human rights to promote ethical AI use and mitigate potential 
risks or harms.  
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SECTION 1. INTRODUCTION 

The current widespread digital transformation, often termed the Fourth Industrial Revolution, has 

been reshaping societies over the past decade, bringing unprecedented challenges and 

opportunities. New forms of big data, robotics, the Internet of Things, and growing computational 

power have driven many such transformations. Artificial intelligence (AI) is currently being used to 

address a wide range of development challenges, and both quantum computing and 

nanotechnology may provide additional opportunities in the years ahead [1], [2]. At its core lies 

data—the capacity to collect, analyze, and leverage information built on data to influence decision-

making across sectors. While data may seem neutral, the methods of its collection, the entities 

controlling it, and the purposes driving its use profoundly shape its impact. Data exists within 

complex information environments that influence how it emerges, disseminates, and creates value—

determining who benefits and who faces exclusion in an increasingly data-driven society [3], [4].  

Data is being widely used in the emerging information economy with dual effects: it can contribute 

to positive social development while also fueling polarization, undermining democracy, and 

deepening surveillance. How data is used in a society depends to a significant degree on the wider 

information environment. In more open environments—where there is free media, public access to 

information, strong data governance, effective technology regulation, and high digital literacy—AI 

tools and data may help foster more resilient and peaceful societies. While the weaponization of AI 

tools still occurs in democracies, as evidenced by numerous global examples, these societies may be 

more resistant to such challenges. Conversely, fragile or closed environments are often marked by 

censorship, disinformation, weak institutions, and limited civic spaces. In those environments, the 

same technologies are even more suitable for weaponization, possibly reinforcing control, limiting 

civic engagement, and fueling conflicts [5]. 

What role can AI play in building peace? Can AI technology help understand and monitor conflict 

emergence, assist diverse stakeholders’ responses to violence, and help in reconciliation and post-

conflict reconstruction? AI and peacebuilding cannot be treated as isolated fields; their positive or 
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negative impacts are inherently connected to the larger political, economic, and information 

environments in which they operate [6], [7]. This Technical Paper looks at AI and peacebuilding 

within this larger context with a focus on the information environment. 
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SECTION 2. METHODOLOGY  

The Scientific Panel on AI and Peacebuilding, which is part of the International Panel on the 

Information Environment, produced this Technical Paper. To best understand the state of this 

nascent field, a wide variety of literature was consulted and a broad search for the latest cases was 

conducted. Peer-reviewed articles, policy and research reports by think tanks, civil society, funders, 

academics, and the private sector, as well as news articles and selected podcasts and videos were 

reviewed. 

Over 600 documents were reviewed, categorized, and explored for common themes, case studies, 

ethical and policy recommendations, and future trends using search parameters on a closed corpus. 

Efforts were made to include a wide range of literature from diverse sources, perspectives, and 

geographic locations. The documents were uploaded into Logically AI, an AI-powered research 

platform, and reviewed and classified by thematic focus. A customized closed dataset was then 

created and analyzed using extensive Large Language Model (LLM) prompting. Particular keywords 

and relevant databases were searched intensively (see Annex). 

This Technical Paper is organized into seven main sections: 

1. Development of Artificial Intelligence—Key aspects and the evolution of artificial 

intelligence; 

2. Building Safer AI: Ethics, Power, and Rights—Potential dangers and misuse of AI. 

Importance of integrating human rights into the design of AI to ensure AI serves human needs 

safely; 

3. Overview of AI and Peacebuilding—Overview of the integration of the fields; 

4. Applied Use of AI Tools—Evidence of AI implementation across conflict prevention, 

humanitarian response, civic engagement, operations, and training; 

5. Building a Healthy Information Environment—Characteristics of a healthy information 

environment and AI’s role in supporting this; 
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6. Future Areas of Opportunity—Emerging opportunities and potential challenges at the AI-

peacebuilding intersection; and 

7. Key Recommendations and Conclusion—Practical guidance for responsibly leveraging AI for 

peace while minimizing risks.  
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SECTION 3. THE DEVELOPMENT OF ARTIFICIAL INTELLIGENCE 

Since the concept of modern AI emerged in the 1950s, AI has been envisioned as a futuristic 

technology that would someday be integrated into everyday life and society [8]. That envisioned 

future may now be arriving, with AI embedded in everything from data analysis and digital assistance 

to decision support in finance, education, and governance. 

While AI lacks a universally agreed upon definition, writer Madhumita Murgia provides a useful 

framework for use in this Technical Paper describing AI as “a complex statistical software applied to 

finding patterns in large sets of real-world data” [p.4, 9]. At its core, AI uses algorithms to interpret 

complex data at scales and speeds beyond human capacity [10]. 

Figure 1 offers a visualization of four key components that enable AI functionality, based on several 

valuable assessments from the literature. The figure draws on work by Ramanathan & Fruchterman, 

Abbott & Elliot, and Mansell et al. [11], [12], [13]. 

 

Figure 1. Four Key Components of AI 

 
Source: Drawing upon Ramanathan & Fruchterman, Abbott & Elliot and Mansell et al. 
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Over the past decade, powerful innovations have led to the emergence of generative AI. Early AI 

systems operated on simple rule-based logic with predetermined outputs and confined parameters. 

These basic systems, including decision trees and scripted chatbots, could not learn beyond their 

initial programming [14], [15]. The paradigm shifted with the growth of machine learning, which 

evolved from simple statistical models to sophisticated systems capable of learning patterns from 

the data itself [16]. As Cuéllar et al. note, “it was much harder to program a computer to be clever 

than it was to program a computer to learn to be clever” [p.5, 17]. The true breakthrough came with 

deep learning via neural networks which have radically scaled pattern recognition, classification and 

predictive modelling [16], [18]. 

Foundation models represent a significant advancement in AI technology. Reichstein et al. define a 

foundation model as “a large deep neural network trained in a self-supervised manner on a large 

body of unlabeled data, to subsequently enable its application to many different (downstream) 

tasks” [p.6, 19]. Large language models (LLMs), among the first foundation models, analyze patterns 

across extensive datasets to produce human-like text beyond their original training parameters. 

LLMs belong to the broader category of generative AI— technologies that produce text, images, 

video, and other media using similar algorithmic processes and training methodologies [13], [20]. 

Neural networks, which are computational systems modeled after brain function, drive AI’s 

exponential growth. These networks range from basic architectures to complex, deep neural 

networks with multiple layers. Processing typically follows three stages: data enters the input layer 

for formatting, passes through “hidden layers” where pattern recognition occurs, and reaches the 

output layer to produce results based on training [18].  

This process is outlined below in figure 2, Overview of Neural Networks. The figure draws from work 

from Linardos and Schirch [18]. 1 

 

 

1 Lisa Schirch, “Public Discourse and LLMs,” PowerPoint presentation, personal communication with Craig Zelizer, March 

15, 2025. 
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Prompt engineering is currently the primary method for human–AI interaction. Prompting 

techniques range in complexity from simple questions to “few-shot” prompting that provides 

examples of the type of output the user seeks. In contrast, “chain-of-thought” prompting guides the 

AI system through a reasoning process by providing context and explanation to increase the 

relevance and quality of the output [21], [22]. These approaches differ mainly in how much context 

and guidance is provided to the model, with more detailed prompts typically producing better 

outputs. Learning how to do effective prompting is a skill that can be advanced through better 

understanding how LLMs function and through extensive practice.  

Current AI models employ both supervised and unsupervised learning. Supervised learning uses 

labeled data to help algorithms identify patterns [18], [23], [24]. This work is often conducted by data 

labelers or annotators working under supervision. It is an iterative process involving fine-tuning 

data, algorithms, and testing, and having data that is as reliable and unbiased as possible is critical. 

Unsupervised learning relies on unlabeled datasets analyzed by algorithms to discover patterns and 

Figure 2. Overview of Neural Networks 

 

Source:  Drawing upon Linardos and Schirch.  
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similarities [23], [25]. Machine learning processes powered by algorithms analyze the data to 

discover patterns, grouping, and similarities [25], [26]. It is also possible to combine both approaches 

for semi-supervised learning, training on smaller data sets and then looking for patterns in larger 

amounts of unlabeled data [25], [27].  

An overview of the two approaches is provided in Table 1. The table draws on work by Croicu, Hawke 

et al., and Mueller and Rauh, regarding applied examples of peacebuilding data [16], [28], [29]. 

 

Despite advances, even the best generative AI systems still require significant human involvement in 

data selection, labeling, training, variable weighting, testing, and safety implementation [28], [30], 

[31]. Though AI output may seem magical and human-like, these systems are sophisticated 

prediction machines, not truly intelligent entities. Most data labeling for LLMs is performed by 

workers in low- and middle-income countries who are often working under precarious conditions 

with inadequate compensation [32], [33]. The technical expertise required for building and deploying 

models demands highly skilled engineers and machine learning specialists. Despite improvements in 

training and accuracy, AI outputs still contain inaccuracies and hallucinations that go beyond 

inaccurate to fabricated content, though at decreasing rates [34], [35]. 

Table 1. Training Supervised and Unsupervised Models 

Feature Supervised learning Unsupervised learning 

Training data Labeled data (e.g., news articles 

labeled as indicating conflict or 

peace) 

Unlabeled data (e.g., social media 

posts, news articles, radio 

transcripts) 

Learning goal Predict outcomes (e.g., conflict 

likelihood) based on labeled 

examples 

Discover patterns, structures, and 

relationships in data without 

predefined labels 

Peacebuilding examples Conflict prediction using labeled 

datasets of conflict events and 

indicators; text classification to 

identify hate speech or polarization 

Topic modeling identifies themes in 

discussions about conflicts on social 

media, grouping similar disputes to 

find common issues 

Source: Drawing upon Croicu, Hawke et al., and Mueller and Rauh. 
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The potential emergence of Artificial General Intelligence (AGI) marks a critical threshold beyond 

today’s AI tools.2 Experts disagree on how to define this milestone, though many look for human-

equivalent creativity and cross-domain problem-solving capabilities [36], [37], [38]. Predictions for 

AGI development span from years, to decades, to never. The achievement of AGI will likely 

significantly impact peacebuilding with some important limitations. Though AI may model 

emotional intelligence, it is unlikely to be able to replicate the processes needed to advance human 

trust-building essential to peacemaking. Conflicts emerge from complex identity dynamics and 

systemic inequalities, with resolution requiring relationship transformation rooted in human agency. 

AGI will likely be an invaluable analytical and process tool—mapping conflicts, outlining policy and 

programmatic options, and forecasting potential outcomes—yet authentic trust-building involves 

cultural nuances challenging for algorithms to navigate. While AGI may enhance peacebuilders’ work 

through pattern recognition and process optimization, the human engagement that fosters 

relational transformation for positive peace will likely be hard to substitute with technology [39]. 

  

 

 

2 A popular framework for the emergence of more advanced AI is first artificial narrow intelligence (ANI), followed by 

artificial general intelligence (AGI)—and some futurists then envision a future with artificial superintelligence [36], [37].  
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SECTION 4. BUILDING SAFER AI: ETHICS, POWER, AND RIGHTS 

AI tools offer numerous positive applications in peacebuilding, education, health, economics, and 

governance. However, these same technologies are simultaneously being deployed for harmful 

purposes: increased surveillance, repression, polarization, political manipulation, and information 

distortion [40], [41]. For AI to genuinely benefit peacebuilding efforts, human rights principles such 

as respect for privacy, protection of civil and political rights and liberties, personal freedoms, and 

accountability and safety must be integrated throughout the entire lifecycle of AI systems, from 

design and development to assessment [42], [43]. Even well-intentioned applications can undermine 

human rights and harm vulnerable communities in conflict zones if these considerations are 

overlooked [41], [44]. The United Nations issued a set of principles around the ethical use of AI that 

integrates the core principles outlined above as well as adding others, such as the need for human 

oversight and factoring in sustainability [43]. 

With an ever-growing prevalence of technology across societies, centering ethics has become 

imperative. Many practitioners and scholars increasingly advocate embedding ethical frameworks 

across all AI development and deployment phases [45], [46], [47]. Despite the proliferation of ethical 

guidelines for AI use, including UNESCO’s recommendations on the use of AI, the G20 Principles for 

Responsible Stewardship of Trustworthy AI, the EU AI Act and dozens of others, ethics-washing has 

become a common phenomenon that powerful technology corporations can employ to circumvent 

the legal obligations imposed by existing human rights law [5], [39], [48]. These approaches, whether 

labeled ethical, responsible or compassionate AI, share core principles: do no harm, respect human 

rights, integrate ethical governance, employ informed consent, and ensure meaningful human 

oversight.  

As Tauchnitz has pointed out, applying an “ethics of human rights” approach to AI and 

peacebuilding that is firmly grounded in international human rights norms can serve as a point of 

reference in the increasingly complex ethical and legal landscape surrounding peace and conflict 

[45]. If human rights were strictly applied both online and offline, arguably there would be little need 

for additional guidelines for AI [49]. 
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Centering ethics and human rights in peacebuilding is crucial for several reasons. First, populations 

affected by conflict typically exist in vulnerable economic, cultural and political circumstances that 

may exacerbate their marginalization [50], [51]. In heightened conflict situations, AI tools designed to 

address disinformation and hate speech can paradoxically help facilitate direct violence against 

identity groups, resulting in substantial harm to both people and physical infrastructure [50], [51]. 

Additionally, data privacy becomes vital in these contexts, as data breaches or misuse can lead to 

direct targeting of vulnerable populations—whether through inadvertent exposure or deliberate 

weaponization of these technologies against specific communities [52]. 

Power and money play a key role in shaping AI ethics and safety. Because AI development is largely 

funded by venture capital, governments, and military interests, financial incentives often 

overshadow ethical considerations. Despite rhetoric about AI’s potential to benefit humanity 

through sectors like education and healthcare, investors primarily seek financial returns. Companies 

that publicly champion ethical values frequently prioritize profits for a small group of stakeholders 

[17], [53]. As an AI arms race accelerates globally, there is a risk that data security, ethics, and the 

public good are sacrificed for competitive advantage and the benefits of scale [46], [54], [55]. This 

echoes the Cold War era, when nations competed for military dominance—only now, corporations 

have joined governments in the sprint for technological supremacy [54], [56], [57]. 

Civil society organizations, multilateral bodies, public interest groups, and other stakeholders 

actively shape how AI ethics are conceptualized and implemented through various channels. These 

include public–private partnership groups, research initiatives, international forums, and rights 

advocacy campaigns. Notable examples include the UN Summit for the Future (September 2024), 

which developed guiding principles for our digital future. Similarly, the EU Safety Act, which 

established comprehensive regulatory safeguards, and the African Union’s movement toward a 

continent-wide approach to AI regulation and governance illustrate how coalitions around AI ethics 

have formed [58]. Organizations such as the Distributed AI Research Institute have also contributed 

valuable rights-based perspectives to these discussions. However, it remains crucial to acknowledge 
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that, outside the EU’s robust regulatory framework, significant power imbalances exist between big 

technology companies and these civil society initiatives [59], [60].  

Algorithms and autonomous weapons are increasingly used in targeting and warfare in combat, 

creating new legal challenges and accountability gaps in the case of human or technical errors [61]. 

While humans are the ones making final targeting decisions, this may change in the near future. In 

Ukraine and Gaza, AI has played an important role in targeting decisions, often with horrific 

outcomes for civilians and infrastructure. The Israeli military has deployed several AI models that 

have been critical in targeting recommendations. One system, Gospel, can generate hundreds of 

targeting recommendations within a week—a fraction of the time and human capital previously 

needed [62], [63], [64]. The Israel Defense Forces use a parallel AI system, Lavender, to mark 

individuals linked to Hamas or other militant groups and to make recommendations for targeted 

killing [63], [65], [66]. Ukraine and Russia both use drones widely in attacks, and semiautonomous 

drones are becoming more prominent [67], [68]. 

In addition to the concerns raised around environmental impact, disinformation, and military and 

safety risks, another key challenge is that current LLMs hallucinate and frequently produce 

inaccurate outputs. Research from Vectra AI, an AI cybersecurity firm, shows even the best current 

generation LLMs hallucinate between 0.8% and 5% of the time [35], [69]. These error rates, measured 

in ideal conditions, almost certainly worsen in places with limited information or complex 

situations—exactly the environments where humanitarian work and conflict response occur. While a 

few mistakes might not matter for everyday uses, they become dangerous when lives and critical 

operations depend on accurate information. 

Effective safety and governance frameworks are essential for ethical AI use. Although governments 

and key stakeholders are developing and implementing AI policies, most remain voluntary rather 

than legally binding [58]. The 2024 UN report, Governing AI for Humanity emphasizes that “human 

rights must be at the centre of AI governance, ensuring rights-based accountability across 

jurisdictions” [p.39, 70]. This urgency is reinforced by a recent survey conducted by the International 
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Panel on the Information Environment, which found that 63% of over 400 AI experts predict a 

deterioration of the information environment in the coming year [7]. 
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SECTION 5. OVERVIEW OF AI AND PEACEBUILDING  

A key challenge at the intersection of AI and peacebuilding involves conceptual clarity, as both fields 

suffer from significant terminological ambiguity. There is a distinction between peacebuilding as a 

set of practical tools, policies, and interventions, in contrast with peace and conflict studies as an 

established academic discipline [71]. For this Technical Paper, peacebuilding is defined as 

supporting people in or at risk of conflict to prevent or end direct violence by addressing structural, 

policy, and relational differences while strengthening institutions and spaces that foster peaceful 

relations [71], [72]. This approach would necessarily require evidence generation through research 

for programmatic decision-making, bridging practical applications with the academic realm. Despite 

varying terminology across these domains, significant commonalities emerge in AI applications 

spanning civic participation, public deliberation, democratic dialogue, social cohesion technologies, 

and violence prevention efforts [73], [74]. 

This report adopts the UN’s triple nexus framework, which recognizes the interconnected nature of 

peace, humanitarian, and development efforts [49], [71], [75]. Since the 1990s, this integrated 

approach has gained traction as peacebuilding principles have been increasingly incorporated into 

development and humanitarian programming—reflecting the reality that much of this work occurs in 

conflict-affected contexts requiring coordinated responses [76]. A common operational component 

within this framework is the deployment of peacekeepers, police, and civilian experts. These 

personnel can be deployed during highly complex negotiations between or within states, or after 

agreements when implementing ceasefires, monitoring conditions, and providing security for 

civilian populations [77]. This framework acknowledges peacebuilding both as a standalone practice 

and as an essential component within broader humanitarian and development initiatives, offering 

practical tools for understanding conflict dynamics, analyzing key stakeholders, strengthening 

societal resilience, and facilitating post-conflict reconciliation. 

Central to effective peacebuilding are principles such as “do no harm” and conflict sensitivity, 

developed by Mary Anderson and colleagues at CDA Collaborative Learning Projects. This approach 
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recognizes that even well-intentioned interventions can exacerbate tensions in resource-scarce 

environments by influencing “connectors” that help build peace, and “dividers” that can increase 

polarization [78]. While external actors can support peace processes, sustainable impact ultimately 

depends on centering local knowledge and actors. It is also critical to strengthen local institutions 

and capacity—an approach now essential across humanitarian aid, development, and other sectors 

working in conflict-affected regions. 

The peacebuilding field encompasses diverse stakeholders working at multiple levels: civil society 

organizations, local and international NGOs, government agencies, faith-based groups, educational 

institutions, think tanks, multilateral agencies (including the UN and its specialized bodies), bilateral 

donors, and private sector entities. Thousands of organizations worldwide apply their distinct 

expertise to conflict analysis, violence prevention, crisis response, and community resilience-

building. Supporting these efforts, specialized networking organizations have emerged to facilitate 

knowledge-sharing, policy advocacy, and strategic collaboration. Key examples include the African 

Peacebuilding Network, West Africa Network for Peacebuilding, European Peacebuilding Liaison 

Office, and global platforms such as the Global Partnership for the Prevention of Armed Conflict and 

the Alliance for Peacebuilding. 

Multilateral organizations increasingly use digital tools to strengthen peacebuilding capacity, 

learning and collaboration. A notable example is the African Union, which is leveraging its regional 

expertise to launch a digital Massive Open Online Course (MOOC) in 2025, designed to enhance 

peacebuilding capacity among civil society organizations across Africa.3 

Peacebuilding funding remains modest within the broader international development landscape. 

According to the Organisation for Economic Co-operation and Development’s Development 

 

 

3 Interview with Dr. Gotwam Raj Chintaram, Program Officer, CSO Engagement, Africa Union ECOSOCC, conducted by Dr. 

Fredrick Ogenga, April 26, 2025. For more on the MOOC see https://ecosocc.au.int/en/news/press-releases/2024-12-

18/new-leadership-apsa-and-peace-and-security-cso-database  

https://ecosocc.au.int/en/news/press-releases/2024-12-18/new-leadership-apsa-and-peace-and-security-cso-database
https://ecosocc.au.int/en/news/press-releases/2024-12-18/new-leadership-apsa-and-peace-and-security-cso-database
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Assistance Committee (OECD-DAC), the amount of official development assistance (ODA) given by its 

members to high and extreme fragility contexts totaled just 5.3 billion USD in 2023, with only 1.7 

billion USD specifically allocated to conflict prevention activities [79]. UN Peacekeeping operations, 

an essential part of many peace processes, had a 2024 budget of 5.6 billion USD, while global military 

expenditure reached 2.443 trillion USD [80], [81]. The funding outlook appears increasingly bleak: 

USAID has been devastated by recent budget cuts and total elimination of the agency, alongside 

reductions from at least nine other OECD bilateral donors. Projections indicate international 

development assistance by OECD-DAC members may decline by approximately 25% over the next 

two years compared to 2023 levels [82]. These cuts are a risk to operational innovation and the 

application of new technologies to development and peacebuilding broadly.  

For over two decades before AI’s emergence in peacebuilding, practitioners leveraged diverse 

technologies—drones, satellites, big data, crisis mapping, social media, and online dialogue 

platforms. Importantly, technology integration is not novel to this field. Today’s organizations 

pioneering AI applications build upon established pre-generative AI innovations. This technological 

evolution in peacebuilding will be examined in subsequent sections. 

Mapping to Date 

The literature on AI and peacebuilding remains largely conceptual, focusing on potential 

applications rather than on widespread practical implementation with a proven impact. Although 

documented AI deployments in peacebuilding are increasing, strong evidence of measurable 

outcomes is limited.  

AI tools are increasingly being integrated into peacebuilding work by organizations worldwide. 

Leading this movement is the UN’s International Telecommunication Union (ITU) through its AI for 

Good platform, established in 2017 in collaboration with various UN agencies and stakeholders [83]. 

What began as a conference has grown into a series of online events, an annual summit and a 

growing community [83]. According to the 2023 ITU Report, United Nations Activities on Artificial 

Intelligence, 408 UN projects involving AI connect to one or more Sustainable Development Goals 



 

 

21 

(SDGs), with approximately 32% (135 projects) specifically addressing SDG 16 (Peace, justice and 

strong institutions) [83]. This substantial number reflects growing interest in integrating AI tools into 

development programming and policy. However, the report primarily offers very brief overviews 

rather than in-depth analyses of implementation methods, effectiveness metrics, or challenges 

encountered in the field. 

Connected to the UN are several other key initiatives advancing practice, research, and collaboration 

around technology and peace, including AI and emerging technologies. The UN Innovation Network 

is convening a cross-departmental generative AI working group to foster learning and 

experimentation throughout the institution. Meanwhile, the Innovation Cell in the Department of 

Political and Peacebuilding Affairs has piloted the exploration of AI tools for dialogue and 

engagement in conflict-affected areas [84]. The Economic, Social and Cultural Council (ECOSOCC), 

established in July 2004, serves as an Advisory Organ of the African Union (AU). Composed of various 

social and professional groups from AU Member States, ECOSOCC develops online toolkits focused 

on peace and security issues for civil society organizations, partners, and journalists [85]. The AU is 

also developing comprehensive policies and best practices through its AI, Security and 

Peacebuilding working group to enhance effectiveness across the continent and strengthen 

cooperation with civil society organizations. The Global Peace Tech Hub at the European University 

Institute is another important initiative. It has partnered with The Gov Lab and the Institute of Social 

Ethics at the University of Lucerne to create a database of PeaceTech initiatives and conduct-related 

research [86], [87].  

Other efforts include those of the Council on Technology and Social Cohesion, a multi-stakeholder 

initiative launched in 2023 that brings together diverse actors to explore how technology can foster 

trust rather than drive polarization [88]. Significant international frameworks have also emerged, 

including UNESCO’s Recommendation on the Ethics of Artificial Intelligence, which provides the first 

global standard-setting instrument for ethical AI development [89]. Additionally, the United Nations 

Hub for Human Rights and Digital Technology addresses the human rights implications of digital 

technologies, including AI [46], [56]. In September 2024, the UN adopted the Global Digital Compact 
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at the Summit for the Future—a framework promoting responsible digital technology and AI use 

while addressing potential harms [90].  

For over a decade, Build Up, a non-profit organization, has connected peace and technology 

communities through training, research, and consulting. Since 2014, it has hosted an annual global 

conference and offered fellowship programs supporting pilot work at the intersection of AI and 

peacebuilding [91]. The Alliance for Peacebuilding, in partnership with Search for Common Ground, 

the Toda Peace Institute, and Mercy Corps, has developed a Digital Peacebuilding Community of 

Practice where members explore tools, research strategies and collaboration [92]. 

The next section of this Technical Paper will provide an overview of where AI tools are being used 

and how they can positively contribute to advancing peace and reducing conflict. 
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SECTION 6. APPLIED USE OF AI TOOLS   

Overarching Risks and Limitations in AI Peacebuilding Applications 

Before examining the specific uses of AI connected to peacebuilding, it is valuable to review common 

limitations and risks. The deployment of AI tools in peacebuilding faces several fundamental 

challenges that span different applications. Privacy and security concerns are paramount when 

collecting data from vulnerable populations in conflict zones. Key challenges include data security, 

ethical collection methods, and transparency about how data will be used [93], [94], [95]. The digital 

divide can exacerbate inequities, with more reliable data typically coming from urban areas while 

neglecting remote or digitally marginalized communities [29], [96]. Moreover, AI tools can often be 

used for surveillance, predictive policing or other more nefarious purposes. 

Data collection in conflict zones presents persistent difficulties due to reduced media production, 

access limitations, and potential bias when content comes from limited sources [97], [98], [99]. What 

is perceived as legitimate data often skews toward quantitative approaches from the Global North, 

excluding valuable local information [13]. 

Resource sustainability presents ongoing challenges for AI implementation in peacebuilding. Despite 

decreasing costs, AI systems require substantial resources—particularly larger systems needing 

extensive training data, refined algorithms, computational power, and significant human input and 

analysis [45], [46]. Securing sustainable funding for both human-centered work and AI systems 

remains difficult.  

Moreover, the effectiveness of AI tools depends heavily on human oversight. Proper training in 

verification, interpretation, and ethical application remains essential [100], [101]. There is also risk 

that overreliance on technology could diminish valuable human intelligence networks that provide 

crucial contextual understanding [102], [103]. 

AI systems face inherent limitations in handling uncertainty in both incoming data streams and 

predictions [16]. While these models can forecast risks with some accuracy, they struggle to account 
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for unexpected dynamics and “black swan” events—rare but highly impactful occurrences [104], 

[105]. This challenge is particularly acute in the current era of exponential data growth. Despite the 

increasing abundance of data about peace and conflict trends, more information does not 

automatically translate into improved policy or practice [4], [106]. A fundamental gap persists 

between information and action. 

This implementation gap exists because effective peacebuilding, like any policy action, requires 

navigating complex political and economic realities. Practitioners face critical obstacles: competing 

priorities, risk-averse bureaucracies, and outcome uncertainties. While data and AI can help inform 

decision-making, more data in and of itself cannot bridge the fundamental divide between 

knowledge and action [106], [107]. 

Conflict Prediction and Forecasting 

Potential 

AI tools show promise for conflict prevention work despite current limitations in accuracy and gaps 

in peacebuilding data. These technologies could enhance forecasting of conflict escalation patterns 

and inform more effective response strategies. 

A fundamental assumption in data-driven peacebuilding is that better prediction systems can enable 

interventions before conflicts escalate into mass violence [29], [108]. If policymakers could better 

anticipate where and how violence might escalate, they could deploy targeted diplomatic 

interventions and policies that could potentially save lives, protect infrastructure, and reduce long-

term societal and economic damage. AI-assisted conflict-mapping systems might identify early 

warning signals—such as increasing dehumanizing rhetoric, declining inter-group contact, rising 

tensions, isolated violent incidents, unusual weapons movements, and weakening institutional 

trust—possibly allowing for more timely intervention before conflicts intensify to dangerous levels. 

Several significant conflict prediction models have been developed in recent decades, such as the 

Uppsala Conflict Data Program (UCDP). The most prominent is the UCDP Dataset for tracking armed 

conflict and organized violence. Maintained for over 40 years, this resource serves researchers, 
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policymakers, and media organizations focusing on conflict trends, impacts, and theoretical models 

[16], [109]. Updated annually through various reports, it has primarily functioned as a historical 

analysis tool rather than an effective predictor of future conflicts [16], [97], [110]. 

To strengthen conflict prediction, researchers at Uppsala University created the UCDP Candidate 

Events Dataset, which delivers monthly data updates, in addition to annual ones, enabling analysts 

to better monitor and identify emerging patterns of violence. Scholar Mihai Croicu identifies three 

factors driving improved forecasting: a “revolution in data” with village-level detail in conflict zones, 

advancement beyond “shallow machine learning” to robust models using LLMs and deep neural 

networks, and better integration of data with theoretical frameworks [16], [111]. 

The Violence and Early-Warning System (ViEWS), a collaboration between Uppsala University and the 

Peace Research Institute, Oslo, launched in 2017 and was a significant advancement in this field. 

Building on the Uppsala datasets, on Armed Conflict Location and Event Data (ACLED), and Varieties 

of Democracy (V-Dem), the project initially aimed to generate monthly forecasts for conflicts up to 36 

months in advance [110], [112]. As the field evolved with new datasets and modeling advancements, 

the project expanded to reflect a broader focus on both predicting conflicts and their impacts. While 

these models effectively predict high-intensity violence in known conflict zones like Nigeria and 

Yemen, they still struggle with long-term forecasting and identifying emerging conflicts in 

unexpected regions [106]. 

ACLED has been operating since 2005, collecting information from local media, human rights 

reports, and various sources globally. The organization specializes in tracking specific event types 

(including protests, battles, and violence against civilians) while documenting involved actors, 

violence categories, and fatalities. This data enables ACLED to produce short-term “conflict pulse” 

alerts [113], [114].  

Both the Uppsala Conflict Data Program and ACLED analyze key indicators and metrics to 

understand conflict trends, with ACLED particularly focusing on categorizing event types and 

tracking the actors involved, violence typologies, fatalities, and related factors [114]. ACLED’s 
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Conflict Alert System (CAST) forecasts changes in conflict events up to six months in advance, 

reportedly achieving accuracy rates of up to 95% [106], [113]. 

Uppsala’s models, meanwhile, examine political violence types, conflict history, structural economic 

factors, and news sources [78]. The ViEWS model forecasts expected battle deaths from political 

violence, contributing to a better understanding of conflict and peace drivers [112]. 

One of the trends of AI in 2025 is the growth of AI agents, which can be tasked with doing research, 

completing tasks, and carrying out actions on behalf of an individual or organization. If reliability 

improves in terms of output, these agents could make use of all of these complex and nuanced 

datasets, in addition to social media, news, and other channels to perform real-time semantic 

analysis, even more accurate alerts, and potentially even policy recommendations. 

Risks Specific to Conflict Prediction 

There are several key risks to AI-facilitated conflict prediction. First, forecasts can be misused and 

lead to unintended outcomes. If an AI system predicts a shift in conflict dynamics, parties to the 

conflict might preemptively escalate violence to secure territorial or political advantages before 

these anticipated changes occur [110]. Second, conflict forecasts might trigger external 

interventions, leaving conflicts unresolved without formal peace agreements or reinforcing power 

imbalances between parties [29]. Third, predictions may raise false hopes of external intervention. 

Fourth, because forecast accuracy remains limited, there is a risk of delegating complex political 

decisions to potentially biased AI systems. Finally, security-oriented approaches may label 

legitimate social movements as threats based on AI training biases, leading to persecution. Examples 

include China’s targeting of Uighurs and the USA Government’s use of AI to identify pro-Palestinian 

student protesters [56], [115]. 

Real-Time Mapping of Conflict and Humanitarian Contexts 

Potential 
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Satellite imaging, drone surveillance, and crowd mapping have improved conflict monitoring and 

humanitarian response efforts. These technologies can complement each other when deployed in 

conflict settings. 

• Satellite imagery can help track important developments in hard-to-reach conflict zones, 

including destruction of infrastructure, movement of fighters and weapons and displacement 

trends [116]. 

• Drones can deliver detailed assessments in dangerous or restricted conflict areas. 

• Crowd mapping facilitates widespread civilian participation, helping to create near real-time 

documentation of events such as violence, protests, assessing needs after a human or natural 

disaster [117], [118]. 

These technologies have proven particularly valuable in active conflict zones, where traditional 

monitoring faces severe limitations due to security concerns, access restrictions, and rapidly 

changing conditions. 

The integration of generative AI has dramatically enhanced these conflict-mapping capabilities. 

What once required extensive manual analysis can now be processed much more rapidly, with AI 

systems identifying patterns of destruction, population movement, and military activity from visual 

and geographic data. While human oversight remains essential for accuracy and verification, 

processing speed has increased exponentially. 

Crisis mapping has evolved significantly since its early applications in Kenya (2008) and Haiti (2010) 

[118]. Initially reliant on trained volunteers manually tagging and categorizing data, the field now 

leverages machine learning to analyze inputs from social media, satellites, and drones. 

Organizations like Ushahidi and the Humanitarian OpenStreetMap Team (HOT) have transformed 

grassroots initiatives into operations that partner with local groups, UN agencies, and governments 

worldwide [96], [119]. 
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AI integration in conflict mapping is producing significant improvements. With high-quality training 

data from previous conflicts, AI systems can now identify military assets, damaged infrastructure, 

and population movements with increasing accuracy and speed [120]. The UN and the International 

Criminal Court regularly use satellite imagery enhanced by AI analysis to document human rights 

violations, while drones monitor troop movements in peacekeeping missions [121]. Private 

companies like Planet have expanded capabilities further, launching satellites that capture 

thousands of daily images worldwide, which is proving to be invaluable for documenting war 

damage in Ukraine [122]. Organizations like the United Nations Satellite Centre (UNOSAT) employ 

these technologies to document cultural heritage sites in conflict zones, creating digital archives that 

may aid reconstruction efforts in post-conflict settings and provide evidence of war crimes targeting 

cultural property [123]. 

Advanced systems like Data Insights for Social and Humanitarian Action (DISHA) now integrate 

satellite imagery, drone footage, phone data, and crowdsourced reports for humanitarian response. 

DISHA is led by the UN Global Pulse in partnership with numerous agencies including UNOSAT, the 

International Committee of the Red Cross (ICRC), the World Food Program, and Google.org [124]. The 

system is being tested, and a comparison was conducted across nine natural disasters to examine 

how AI analysis would perform compared to more manual assessments [125]. The early results are 

promising, showing that damage assessments could be potentially reduced by “a time factor of six” 

while also expanding the range of assessments [125]. While this finding is relevant for humanitarian 

relief efforts, DISHA will likely have strong uses and impact in conflict-affected settings. 

The Danish Refugee Council (DRC) has pioneered displacement prediction models that enable more 

accurate forecasting for budgeting and resource allocation [126]. The Data Entry and Exploration 

Platform (DEEP), developed by the DRC, integrates AI and natural language processing to enhance 

collaboration among humanitarian actors through improved resource searches and automated 

reporting [127]. Similarly, the ICRC employs machine learning dashboards to improve staffing and 

resource allocation for field programming. 

Limitations Specific to Mapping 
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Platforms such as DEEP face persistent sustainability issues, including precarious funding streams 

and troubling engagement metrics—with a mere 20% of registered users demonstrating active 

annual participation [128]. Serious questions persist regarding the network’s long-term financial 

viability and operational sustainability, particularly since it was primarily funded by USAID. 

Risks Specific to Mapping 

AI technologies carry serious “dual-use” concerns as they can be used for both humanitarian 

mapping and military targeting and surveillance. When AI systems categorize certain identity groups 

as security threats, members of these groups can face heightened risk of rights violations [94]. Data 

contributors in conflict zones also face security dangers if their identities or locations are 

compromised [94]. 

Digital Inclusion and Citizen Engagement 

Potential 

AI technologies are contributing to peacebuilding efforts by enhancing dialogue and engagement 

around contentious issues. Similar to some online dispute resolution systems, AI-powered 

engagement platforms leverage AI as a process facilitator—helping to identify common ground, 

analyze complex data, map participant interactions, and support community or policy deliberation 

[114], [129], [130], [131], [132]. What makes AI particularly valuable in these contexts is its capacity to 

dramatically scale engagement across diverse groups, reaching across geographic, language, and 

identity divisions that might otherwise limit participation [73], [133]. 

In conflict-affected regions, strategic partnerships between the UN and technology companies such 

as Remesh, have expanded citizen participation in policy development and dialogue initiatives. 

Governments and civil society groups have frequently used another tool, Polis, a civic engagement 

platform that has enabled thousands of participants to contribute to public policy discussions in 

Taiwan and elsewhere. Facilitators can use the algorithms and digital tools to identify areas of 
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consensus among diverse viewpoints and engage participants in constructive explorations of 

divisive issues on a scale that would be impossible through human analysis alone [101], [134]. 

The UN Department of Political and Peacebuilding Affairs (DPPA) has used Remesh in conflict zones 

including Libya, Yemen, and Syria, engaging up to 1,000 participants per initiative. Each digital 

consultation was tailored to address specific regional contexts, conflict dynamics, and demographic 

considerations, enabling broader representation in dialogue, policy and/or peace processes [133], 

[135], [136]. As explained by Irwin et al., “The Libyan Digital Dialogues addressed the impact of the 

civil war and ceasefire, domestic militias and foreign fighters, economic issues—including a fair 

distribution of oil revenues—as well as concerns around human rights and future elections” [p.3, 

127]. Some sessions were moderated by the Acting Special Representative to Libya, sessions that 

generated questions for Government of National Unity candidates, who responded on broadcast 

television and over social media. 

In Yemen, the UN organized public dialogues, with AI support, to create opportunities for citizen 

input on national priorities. A June 2020 dialogue engaged 500 participants over three hours. 

Daanish Masood of DPPA’s Innovation Cell notes the approach “represents a new way of doing 

business that can make ongoing political and peace processes far more inclusive” [p.2, 125]. A more 

recent example is the Alliance for Middle East Peace’s partnership with Remesh. In 2024, they 

organized peacebuilding dialogues both within and between Israeli and Palestinian peacebuilding 

communities [137], [138]. Remesh was used to frame questions, analyze data, and highlight 

commonalities to explore potential opportunities for peacebuilding. Ultimately, organizers hope to 

expand the pool of participants and that the results will inform policy and advocacy work. 

In Sudan, Crisis Management Initiative–Martti Ahtisaari Peace Foundation (CMI) used Remesh to 

engage over 1,000 participants in July 2023, focusing on women’s groups, networks and alliances 

and youth and resistance committees to obtain insights on priorities and representation [139]. CMI 

invested significantly in participant recruitment and consent, sharing its findings with the 

participants and leveraging the outcomes with its partners [139]. 
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Another tool that has been used in numerous settings is Talk to the City which was developed in 2023 

to support large-scale dialogues, leveraging the power of customized LLMs to analyze discussions, 

map out common ground and show areas of overlap and consensus [140]. CMI used WhatsApp chat 

bots with youth in Yemen and then used Talk to the City to map out results for sensemaking.4  

Limitations Specific to Digital Inclusion 

There are several key limitations specific to dialogue and civic engagement work that leverages AI 

tools. In conflict-affected settings in particular, it can be difficult to determine the impact of such 

processes on advancing peace or improving interactions. Almost all the literature is descriptive 

rather than evaluative, and lacks metrics and an assessment of effectiveness. Moreover, unless the 

process is longer term, its impact may be limited. 

Access remains a significant consideration. Despite efforts to accommodate low bandwidth 

environments, connectivity issues can make it challenging to include participants from resource-

poor environments. There is also the issue of the cost for those needing SMS or internet connectivity 

to participate in the processes, as well as the potential costs of running the software for providers. 

While some digital AI software companies may offer their software for free or at a discount for 

specific uses by public or nonprofit organizations, this may not always be the case [134]. 

Pro-Social Engagement through AI 

Potential 

AI can serve as a valuable tool within social media environments. First, it can moderate content and 

mitigate potential harms such as hate speech, echo chambers, and polarization, including detecting 

misinformation or disinformation. Second, it can foster more pro-social engagement and connection 

 

 

4 Michelle Giovanardi, “Information on the CMI project”, personal communication with Craig Zelizer, video call, March 7, 

2025. 
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between users. Despite the initial vision of social media as a great connector, platforms have caused 

and continue to inflict significant harm. As Fredrick Ogenga notes, “Social media is a double-edged 

sword which can be used both for peace and for conflict”[141]. 

Mitigating Harms and Content Moderation 

Prior to the advent of generative AI, machine learning algorithms were widely deployed by social 

media companies primarily to foster greater online engagement. This questionable business practice 

has been extensively evaluated, revealing a troubling pattern across many platforms: content 

triggering outrage and divisiveness consistently generates more engagement and has been 

prioritized to generate more revenue by many leading platforms [142], [143], [144], [145]. 

An increasingly prominent approach in social media involves using machine learning and AI tools to 

track posts across X, TikTok, Facebook, WhatsApp, and other platforms. Though human moderation 

remains essential, algorithmic scraping and analysis can enable the tracking of hate speech and 

extremist and offensive content as well as the identification of disinformation and misinformation. 

Such analysis is very important for monitoring conflict trends, escalation, or peacefulness in specific 

areas. For example, Build Up has developed Phoenix, an open source tool that analyzes public posts 

on social media channels to identify potential areas for peacebuilding engagement [146]. There are 

also efforts to go beyond just using language to detect misinformation or hate speech and to 

leverage AI tools and human analyses to look at behavioral signals, such as friending certain people 

or outlets, engaging in content, spreading content and related items [28], [73], [129]. 

One example that combines old technology and new is the United Wave project, originally deployed 

by UN Global Pulse and now run by the UN Office of Information Technology [147]. The project uses 

AI to collect, transcribe, and analyze radio broadcasts and is being deployed in numerous 

peacekeeping missions and other UN agencies.5 Radio remains a powerful means of communication 

 

 

5   Joseph Aylett-Bullock, “Email About AI”, personal communication, email to Craig Zelizer, May 4, 2025. 
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dissemination in many parts of the world, and the ability to monitor for conflict escalation, trends, 

and disinformation using AI provides near real-time data that is invaluable for planning and 

programming.6 

Fostering Pro-Social Engagement 

Various peaceful activities have been organized through social media to support social movements, 

civic engagement, skills building and advocacy [108], [148], [149]. While social media has contributed 

to the polarization and escalation of violence in Myanmar, Kenya, Colombia, the United States, and 

the Philippines, groups have also leveraged Facebook, WhatsApp, and other platforms to mobilize 

for peace [148], [149], [150]. In Kenya, the Center for Media, Democracy, Peace and Security at Rongo 

University along with other local partners, in collaboration with Build Up created Maskani (or “home 

platform”), a local digital peacebuilding infrastructure that employed WhatsApp and Facebook to 

address ethnic political polarization both online and offline during the 2022 presidential elections 

[148]. While the project didn’t incorporate AI elements, it is a strong example of building positive 

peace digital communities by using new technologies for new channels of engagement.  

A small but growing movement is shifting the focus toward AI projects that prioritize “pro-social” 

interactions rather than merely avoiding harm. Unlike the defensive emphasis on harm mitigation 

and safety in mainstream AI, pro-social technology deliberately fosters meaningful human 

connections and bridge-building across divides [15], [73], [151], [152]. This approach requires 

reimagining the process of building AI tools by integrating ethics and community-building principles 

from the ground up—influencing everything from initial design to deployment and governance. As 

Lisa Schirch observed at the Designing Tech for Social Cohesion conference, “The road to Hell is 

 

 

6 This project is adapted from early radio monitoring work around peacekeeping and health initiatives. For more 

information, see: UN Foundation, “When Old Technology Meets New: How UN Global Pulse is Using Radio and AI to Leave 

No Voice Behind”, https://unfoundation.org/blog/post/when-old-technology-meets-new-how-un-global-pulse-is-using-

radio-and-ai-to-leave-no-voice-behind/ 
 

https://unfoundation.org/blog/post/when-old-technology-meets-new-how-un-global-pulse-is-using-radio-and-ai-to-leave-no-voice-behind/
https://unfoundation.org/blog/post/when-old-technology-meets-new-how-un-global-pulse-is-using-radio-and-ai-to-leave-no-voice-behind/
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paved with code, and if we want to pave a road out of Hell we need to think about how we pave a 

different road with different code” [145]. 

The team behind Perspective API has recently shifted focus toward exploring how to better 

incentivize constructive dialogue across diverse perspectives. Instead of sorting conversations 

chronologically, they reported that using AI to sort conversations into meaningful categories—

reasoning, personal stories, and curiosity—resulted in readers finding these exchanges “not only less 

hostile but also more informative, respectful, trustworthy, and interesting” [151]. 

Limitations Specific to Social Media 

Content moderation systems face significant limitations unique to social media contexts. These 

systems can misclassify content—falsely labeling benign material as harmful or failing to flag 

genuinely problematic speech [153]. They struggle to accurately process linguistic nuances and 

cultural contexts. There is also a move by X and Facebook to incorporate community notes as a 

means of moderation which places the responsibility more on the users and community. Community 

moderation faces several challenges, including increased risk of disinformation spread, moderators’ 

limited expertise and time constraints, tendency toward oversimplified judgments, and various 

other operational issues [154]. The rapid proliferation of AI-generated “slop content”—low-quality 

text riddled with inaccuracies, poor grammar, and fabricated information—presents a mounting 

challenge that current content moderation systems appear ill-equipped to handle [155]. Also 

defining hate speech or toxic content can be inherently subjective and highly context-dependent. 

Although there is significant potential for pro-social engagement tools to have a positive impact, 

their deployment remains relatively limited. Moreover, these types of tools encounter substantial 

challenges regarding sustainable funding models and struggle to develop business approaches that 

can both support ongoing operations and facilitate broader implementation across diverse contexts. 

Risks Specific to Social Media 
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As social media platforms increasingly rely on algorithms to shape user engagement, several 

concerning trends are emerging. First, as AI is assuming a greater role in content generation and 

interaction, human agency is diminishing. Digital spaces risk becoming environments where 

algorithms primarily engage with other algorithms, fundamentally altering what constitutes 

meaningful human connection and pro-social interaction. This is particularly critical where so much 

of peacebuilding work has relied on building pathways to improved relationships and understanding 

between groups in conflict. As Goldberg et al. comment, “As AI technologies evolve, it will be even 

easier for small groups to dominate conversations or create a majority illusion, leveraging ever more 

realistic bots or agentic AI, raising urgent questions about how to preserve the integrity of the public 

square” [p. 27, 73]. 

Second, pro-social or harm mitigation tools may have an artificial bias toward superficial positivity. 

These systems might suppress productive tension or disagreement that, if thoughtfully navigated, 

could foster deeper relationship-building and authentic understanding [74]. 

AI in Mediation and Negotiation Process 

Potential 

Online dispute resolution (ODR) has evolved from making conflict resolution more accessible and 

cost-effective to incorporating sophisticated AI capabilities. Hibah Alessa identifies two promising 

roles for AI in mediation: a support role that enhances process efficiency, and a substitutive role 

where AI directly facilitates or contributes to decision-making in place of a human facilitator [132]. 

AI shows significant potential for streamlining dispute resolution by automating administrative tasks 

like notetaking, intake processes, and case management. More advanced applications offer 

functions such as mapping complex options, analyzing large datasets, facilitating common ground, 

engaging with distributed participants, and generating insights that human mediators might miss. 

Major technology platforms demonstrate AI’s scalability in dispute resolution. By 2019 eBay was 

resolving 60 million cases annually with its AI tools. More recently, Mercado Libre’s Verdi AI platform 
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is handling 10% “of the e-commerce company’s customer service disputes on one of its major sites” 

[156], [157]. Although the use of such systems is a long way off in peacebuilding, these types of 

systems could provide valuable data-related insights and help inform peacebuilding processes in the 

future. 

Recent research suggests that AI may effectively help bridge social divides. A UK study with several 

hundred participants found that LLMs sometimes outperformed human mediators as “caucus 

mediators” when framing shared interests between groups with opposing viewpoints on divisive 

policy issues [158]. These emerging applications show promise for real-world dialogue. 

AI agents working within human-defined parameters can negotiate disputes between parties. For 

instance, in commercial conflicts, opposing sides might delegate negotiation to AI representatives 

programmed with specific conflict-related approaches (collaborative or competitive) to generate 

resolution options. While AI agents are unlikely to replace human negotiators in high-stakes 

international conflicts, they can support scenario planning. The US military has tested various LLMs 

with classified data to simulate potential responses to Indo–Pacific regional conflicts and develop 

strategic forecasts [159], [160]. 

Peacebuilders will likely be able to leverage AI systems to better explore negotiation scenarios and 

outcomes and to test different strategies. Increasingly sophisticated negotiation bots will likely be 

able to provide real-time insights during negotiation processes regarding tactics, strategies, and 

options. Researchers and practitioners are starting to explore how LLMs and AI tools can assist in 

diplomatic negotiations and preparations. For example, the German Foreign Office in partnership 

with the AI company, Omdena, ran a proof of concept to see how integrating trained LLMs would 

impact policy officers [161]. This project sought to aggregate knowledge by gathering data from 

relevant documents, building an LLM interface, training officers on the tool, and exploring the 

results. In particular, the group reported up to 70% time savings in searching for the documents 

needed for negotiation preparation and research [161]. 

Limitations Specific to Mediation & Negotiation 
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Although AI can often effectively handle structured disputes that are common in e-commerce, 

complex peacebuilding processes in conflict zones require nuanced judgments that are difficult to 

automate. AI-first negotiation or mediation works well for addressing routine customer problems, 

where much of the process follows predictable patterns. However, in situations involving threats of 

violence or escalating tensions, deploying AI directly as a third-party mediator could produce 

dangerous outcomes. In complex conflicts, AI tools are best used in an assistive rather than a 

directive capacity—providing relevant data, processing insights, or helping human mediators plan 

strategic interventions. 

Risks Specific to Mediation/Negotiation 

Peacebuilding practitioners are concerned about the potential weakening of human facilitation 

skills. First, as reliance on AI tools for pro-social engagement increases, practitioners may become 

“process lazy”, losing the nuanced interpersonal abilities that are essential for effective 

peacebuilding [131], [162]. Second, they risk developing dependencies that may erode human 

decision-making capacity during crisis responses—particularly dangerous in volatile contexts [120], 

[162]. The uneven distribution of AI capabilities threatens to widen technological disparities between 

well-resourced international organizations and local peacebuilding actors. 
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SECTION 7. BUILDING A HEALTHY INFORMATION ENVIRONMENT 

AI can contribute to peacebuilding research, practice, and policy when ethically deployed. The 

recent history of such dual-use technologies, however, reveals that sophisticated machine learning 

systems can be used for surveillance, spreading disinformation, violating rights, and deepening 

divisions in conflict zones. A healthy information environment is foundational to leveraging AI for 

peacebuilding. Without it, even the most sophisticated AI tools may exacerbate rather than prevent 

conflict. 

The key elements of such an environment include diversity of voices, with media ecosystems 

supporting varied content creation and constructive public policy oversight [7], [136]. Citizen 

engagement is equally important, alongside strong accountability mechanisms [136]. 

Digital literacy is crucial, as citizens must be equipped to find trusted information, identify 

misinformation and disinformation, protect their privacy, and understand AI capabilities and 

limitations [129], [136]. Minimal manipulation by information operations, particularly from domestic 

sources, helps maintain information integrity, while societal prioritization of reliable information 

supports truth-seeking behaviors [13], [163]. 

AI may be especially useful in peacebuilding and making information environments resilient when 

new tools are accompanied by human capacity development and effective policy frameworks. In 

developing new AI applications, information verification tools can detect and flag misinformation in 

conflict contexts. Information accessibility through real-time interpretation and improved citizen 

services can bridge communication divides [5]. AI-assisted content moderation can reduce harmful 

content while preserving diverse perspectives. It is important to note that human oversight is key 

given the hallucinations, inaccuracies and biases that still permeate AI models.  

Human capacity development can encompass comprehensive digital literacy training aimed at 

empowering citizens to critically evaluate information, understand the nuanced implications of AI in 

conflict contexts, and build user proficiency, including practical skills for effective prompting. 
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Customized learning experiences, carefully tailored to address the specific needs and contexts of 

individuals, sectors, and organizations, offer considerable potential to enhance outcomes and 

effectiveness [159]. Furthermore, targeted professional development opportunities for journalists, 

civil society actors and policymakers may become particularly important to information integrity 

and democratic resilience. 

Effective policymaking can be strengthened through meaningful civic participation that can be 

enriched with AI tools. Policymakers can facilitate greater public dialogue, clearly identify shared 

interests, and seek direct citizen input with several of the platforms discussed above. Crucially, 

addressing the challenges posed by AI requires stronger partnerships and collaboration across 

sectors—including government, civil society, academia, peacebuilding organizations, and 

technology companies—to ensure both the responsible development of AI and effective 

accountability measures. 

Future Areas of Opportunity  

As AI advances, it will play an increasingly significant role in peacebuilding. Key applications beyond 

those listed in this Technical Paper include conflict resolution training and upskilling, supporting 

peacebuilding ecosystem learning, knowledge management and effectiveness, skills development, 

and facilitating engagement around mental health [39], [120], [133].  

Peacebuilding Infrastructure and Effectiveness 

A fundamental challenge facing peacebuilding practitioners is identifying and prioritizing 

interventions that yield the greatest impact in conflict-affected regions—something AI may also 

assist with. Given constrained resources and complex contexts, effectively selecting and sequencing 

peacebuilding activities can be difficult and resource-intensive [77], [164]. As evidence about 

peacebuilding effectiveness continues to accumulate, practitioners must navigate trade-offs 

between short-term needs and long-term outcomes, balancing immediate responses against 

sustainable strategies. AI may also help diplomats and negotiators evaluate such trade-offs. 
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Artificial intelligence offers promising tools to help address these complex challenges. AI systems 

could systematically analyze extensive datasets—including programming reports, evaluations, 

stakeholder analyses, and impact assessments—to recommend evidence-based and context-

sensitive interventions. By leveraging advanced modeling, scenario planning, and comparative cost-

effectiveness analyses, these tools may significantly streamline decision-making processes, enabling 

practitioners to identify optimal interventions, efficiently manage limited funding, and strategically 

sequence activities for maximum impact. 

Furthermore, AI platforms have the potential to improve collaboration and knowledge sharing 

among peacebuilding stakeholders. Initiatives such as the DEEP platform illustrate how AI-driven 

collaboration can facilitate exchange of best practices and uncover potential partnerships. AI can 

also strengthen knowledge management by allowing organizations to securely organize and rapidly 

access their internal documentation, evaluations, and technical reports. For example, the Inter-

American Development Bank's recent implementation of Seek AI illustrates AI’s potential for 

enhancing knowledge accessibility and public engagement, as it allows users to interact directly 

with thousands of peer-reviewed resources using generative AI tools [165]. 

While AI holds considerable promise, it should complement rather than replace human expertise and 

local partnerships. Peacebuilding is inherently context-specific, shaped by political, cultural, and 

social dynamics that are often difficult to fully capture as data. Technically sound interventions risk 

failing to gain traction unless combined with human oversight and genuine community engagement. 

Thus, human decision-making and local collaboration need to remain central elements of effective 

peacebuilding, with AI serving as a powerful supportive tool. 

Skills Development 

AI can help individuals, communities, and organizations develop conflict resolution skills through 

personalized training. There is tremendous potential to use AI tools to provide training for 

diplomats, peacebuilders, development workers, and others engaged in negotiation and 

peacebuilding work. Organizations could create customized learning processes for staff working in 
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conflict zones by leveraging both open and proprietary data, reducing development time 

significantly. 

For example, the staff of international organizations who are deployed to conflict-affected regions 

could receive AI-assisted cultural training, be trained to understand conflict contexts, learn how to 

conduct stakeholder analysis, and improve their negotiation skills. Like Khan Academy’s Khanmigo 

platform, AI assistants could provide direct support for peacebuilding education. A promising 

initiative lies in developing smaller, customized LLMs for internal institutional training, prioritizing 

data relevant to the organization's or sector's needs. 

It is now becoming possible to leverage AI to create customized learning programs based on an 

organization or individual’s particular goals. Companies like Arist or Unschooler are helping 

companies and educational institutions build high-quality learning pathways for their communities 

and the potential to do so in the peacebuilding field is enormous [166], [167]. 

Mental Health and Reconciliation  

A key challenge in many conflict-impacted areas is that long-term displacement, violence and 

suffering can also lead to large scale stress, potential post-traumatic stress disorder and other 

mental health challenges. Currently, AI tools are being deployed for wellbeing purposes in numerous 

settings. Several organizations are building trauma-sensitive chatbots to provide support or 

information services to people impacted by domestic violence [168]. In conflict zones, where mental 

health support resources are often severely limited, carefully designed AI interventions could 

potentially fill some gaps in the information environment for those unable to access traditional 

support services. 

It is crucial to highlight the ethical concerns and challenges arising from shifting beyond using AI 

tools as service support to deploying chatbots directly with individuals in conflict-affected settings 

[169]. While these tools risk causing significant harm if misused, recent research shows promising 

preliminary results [170]. Under rigorous ethical guidelines—including transparency about AI 

limitations, cultural sensitivity protocols, human oversight mechanisms, and clear escalation 



 

 

42 

pathways—AI chatbots could provide targeted support to conflict-affected populations when 

properly integrated into existing humanitarian frameworks [39]. Rather than immediately pursuing 

AI-assisted therapy, a more prudent approach might involve AI coaches or resources that 

complement individuals’ existing coping processes [39]. Additionally, AI-enhanced virtual and 

augmented reality applications may offer meaningful contributions to this field [171]. 
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SECTION 8. RECOMMENDATIONS FOR THE USE OF AI IN PEACEBUILDING 

As AI rapidly evolves, numerous opportunities emerge to integrate AI tools into efforts aimed at 

fostering peace and preventing conflict. To maximize AI's potential for positive impact in 

peacebuilding and related fields, the following four key recommendations outline essential 

considerations for safely leveraging AI across sectors. Subsequent recommendations tailored 

specifically to sectoral stakeholders are also provided. 

Recommendations for Design and Application 

Rights-Based, Conflict-Sensitive Design 

Designers and practitioners must apply “do no harm” principles throughout the AI development 

lifecycle for peacebuilding projects and prioritize human rights and consent. They must embed 

ethical frameworks from design through deployment that acknowledge power dynamics in fragile 

contexts and recognize technology's political dimensions. Ultimately, the organizations that use AI in 

peacebuilding should create certification systems that recognize technologies designed primarily for 

constructive social outcomes. 

Inclusive Development and Digital Access 

The parties involved in peacebuilding efforts need to close the digital divide by increasing the 

resources available to Global Majority countries, support AI applications in diverse languages, and 

facilitate regional AI development. New peacebuilding projects must be co-created with affected 

communities from inception, so that diverse perspectives shape technology at the design phase, 

rather than treating inclusion as an afterthought. Smaller LLMs and AI trained on relevant databases 

are more likely to serve local peacebuilding needs.  

Continuous Risk Assessment and Knowledge Sharing 
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Peacebuilding policymakers and researchers should regularly evaluate potential unintended 

consequences with special attention to dual-use risks. They must document both successes and 

failures, making the data accessible to a wider community. 

Capacity Building Beyond Technical Skills 

Civil society, government and the private sector should help expand digital literacy on AI's potential, 

limitations, and risks across different stakeholder groups, particularly when AI is being utilized in 

peacebuilding processes. The donor community should encourage cross-sector collaboration that 

connects peacebuilders with technologists, balancing technical expertise with contextual knowledge 

while avoiding techno-solutionist approaches. 

Sector-Specific Recommendations 

Policymakers and Public Officials  

The people who support peacebuilding initiatives on behalf of government play a critical role in 

establishing inclusive regulations and oversight mechanisms that protect human rights while 

enabling innovation in peace technology. Policymakers can expand funding for AI-enabled initiatives 

aimed at conflict prevention and resolution and ensure that peacebuilding programs and tools are 

developed collaboratively, incorporating meaningful input from communities directly affected by 

conflict. Policymakers can also support research into AI tools that foster citizen engagement and 

pro-social behavior, as well as tools designed to track and mitigate AI-related harms. International 

cooperation on AI governance tailored to the specific needs of fragile states is crucial, as is fostering 

greater collaboration between peace practitioners and technology policymakers through targeted 

funding and fellowship initiatives. 

Private Sector 

Companies have an important responsibility to partner directly with peacebuilding organizations, 

ensuring diverse teams guide product development and create region-specific AI tools appropriate 

for local languages and contexts. Peacebuilding is an important use-case for new AI tools, and the 
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private sector should design for the kinds of applications discussed above. They must commit to fair 

labor practices throughout AI supply chains and reduce environmental impacts. Establishing talent 

exchanges and partnerships with peace-focused organizations can strengthen cross-sector 

cooperation and understanding. Additionally, technology businesses can help educate society about 

risks associated with AI technologies, including misinformation, disinformation, and deepfakes, and 

share approaches to effectively mitigate these challenges.  

Civil Society 

Civil society organizations need staff with technology and peacebuilding expertise, ensuring affected 

communities can actively participate in designing and implementing AI solutions. Broad AI 

governance, and focused implementation guidelines, must be rooted in human rights and 

participatory principles, so that civil society groups apply AI safely in conflict-sensitive 

environments. Encouraging innovative partnerships to address AI harms and offering fellowships 

and support for technologists and peacebuilders to exchange skills can further strengthen capacity. 

Civil society can also involve affected communities in monitoring the real-world impacts of AI and 

leverage existing tools to enhance knowledge management and upskilling. 

Donor and Philanthropic Community 

Funders providing development assistance can increase support for innovation and research 

examining AI’s potential and limitations in peacebuilding contexts. They should actively invest in 

initiatives addressing biases and technology access inequities, especially supporting Global Majority 

organizations developing locally relevant solutions. Longer-term engagements, as opposed to short-

term pilot projects, enable adaptation and sustained impact. Development assistance, whether from 

private philanthropy or government development funds, can also support fellowships and capacity-

building to strengthen expertise at the intersection of AI and peacebuilding, while documenting 

effective practices and learning from diverse contexts. 

Academia 
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Academic institutions can support collaborative research with stakeholders in real-word settings, 

translating all of these principles into practical solutions. Producing curricula that build 

technological proficiency alongside the insights of peace and conflict studies is critical to develop 

the next generation of peacebuilding policymakers, researchers and practitioners. Studying AI 

applications in peacebuilding contexts and creating interdisciplinary research hubs focused on 

ethical technology solutions for conflict transformation are valuable ways forward. Connecting 

students with AI experience and training to peace-focused organizations through fellowships and 

practical opportunities can further enhance real-world relevance and impact.  
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SECTION 9. CONCLUSIONS 

It is clear that as AI becomes increasingly embedded across our social institutions and our civic life, 

its impact will grow substantially. As explored in this Technical Paper, AI is having positive effects in 

peacebuilding, development, and humanitarian sectors through improved conflict analysis and 

mapping, citizen engagement, and logistics. When rooted in ethics, human rights, user concerns, and 

privacy, AI can dramatically accelerate tasks such as crisis mapping and data analysis, enabling rapid 

responses by the peacebuilding community. 

AI is a useful tool in its current capacity. However, it is dangerous to assume that merely gathering 

and analyzing enough data will lead to a more peaceful world. Assuming this overlooks the complex 

nature of the information environment that generates all the data upon which AI is based. Successful 

peacebuilding is usually dependent on political commitment and financial resources invested in 

both the information environment and the peacebuilding processes. Delegating complex decisions 

to machines built within existing systems—without proper ethical frameworks and safeguards—is 

likely to cause substantial harm. As Claire Wilmot notes in her recent article on AI and peace, 

“Political problems can have technical challenges, where AI tools could help. But war is 

fundamentally a problem of power and politics” [172]. 

As emphasized in this Technical Paper, AI itself is merely a tool with the potential for both positive 

and negative applications. It is critical to assess its potential, its current uses, and the existing and 

future risks of using it. Distinguishing AI hype from practical applications requires rigorous research 

and thoughtful policy development. While AI integration into warfare, autonomous weapons, 

disinformation campaigns, and threats to civil liberties raise legitimate concerns, a rights-centered 

framework could advance positive, meaningful applications of AI to peacebuilding efforts. 
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ANNEX 

 

 

  

Table 2. Summary of Data Sources for the Technical Report 

Category Details 

Primary Search Areas AI & Peacebuilding 
Machine Learning for Conflict 

Prevention/Resolution 
AI in Early Warning Systems 
Peace Technology 

Digital Peacebuilding & Mediation 

Predictive Analysis for Conflict  

Key AI applications Conflict Prediction & Monitoring 
Natural Language Processing 
Sentiment & Social Media Analysis 

Violence Prevention 
Digital Peace Infrastructure 

Implementation Contexts Ethical and Responsible AI 
Local & Community Based Peacebuilding  

Post-Conflict Recovery 
Policy & Governance 

Key Data Sources Academic Research 

International Organizations 

Think Tanks and Networks 
Civil Society and NGOs 

Private Sector 
Foundations and Advocacy Groups 

Media Outlets 

 

Source: International Panel on the Information Environment  
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algorithmic manipulation, and disinformation. The IPIE is the only scientific body systematically 

organizing, evaluating, and elevating research with the broad aim of improving the global 

information environment. Hundreds of researchers worldwide contribute to the IPIE's reports. 
 

For more information, please contact the International Panel on the Information Environment (IPIE), 

secretariat@IPIE.info. Seefeldstrasse 123, P.O. Box, 8034 Zurich, Switzerland. 
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