
USE CASE

 Team-based
Security
Content

Solution
Modify default custom content to determine 

when it applies.

Import Team B’s custom content.

Build content actioning rules to implement 
team B’s content on threat models.

Requirements
Team A wants to use the default out

of the box content from IriusRisk.

Team B wants to use the component
library but wants to apply their
own custom content to models.

Use Case
Customer has multiple teams which

need to have a separate content applied
to threat models based on project or

component based conditions.


