
„fortControl enables us to
translate IT language into
business terms, ensuring
clear communication with
all stakeholders.”

Yannick Hirt
Co-CEO & Consu ltant ODCUS

fortControl supports ODCUS as a central

tool for their information and cyber

security.

Case Study

fortControl supports ODCUS as a central tool

because it offers transparency and clarity, as well as

the ability to actively control measures to improve

information security. Thanks to its flexible application

options, fortControl can be tailored to the specific

requirements of organisations, offering more than

just a classic ISMS tool.

S O L U T I O N

Maintaining a comprehensive overview in cyber

security management is difficult. Audits, their results

and the measures derived from them are often

managed in a decentralised manner, for example in

Excel spreadsheets or individual reports. This can

result in priorities being lost, progress not being

made, and the information needed to make informed

management decisions being lacking.

I N I T I A L  S I T U A T I O N

Information about cyber security is available quickly

and centrally.

Less manual work

Comprehensible results and recommendations thanks

to clear presentation of the most important

information and dependencies.

Added value for customers

Cost/effort ratio for customers increases through

simple collaboration in an all-in-one platform.

Efficiency improvement

A D D E D  V A L U E

Digitalisation and

professionalisation

Easier collaboration

Clear stakeholder

communication

Benefits

Lack of transparency

Media discontinuity

Unclear decision-making

basis

Challanges

I N  A  N U T S H E L L

www .odcus .com


