
Medicatieoverdracht en vereenvoudigd gebruik UZI-pas
In de zorg is veilige digitale gegevensuitwisseling essentieel. 
Het delen en toegang verkrijgen tot noodzakelijke medische 
informatie vereist dat zorgprofessionals hun identiteit kunnen 
aantonen en bevestigen. Dit proces, bekend als identificatie en 
authenticatie, maakt het mogelijk om op het juiste moment 
toegang te krijgen tot essentiële medische informatie, met 
respect voor de privacy van patiënten en cliënten. Voor toegang 
tot essentiële medische informatie gebruiken zorgprofessionals 
onder andere UZI (Unieke Zorgverlener Identificatie) middelen. 

De vereenvoudigde UZI is ontwikkeld voor snel en veilig raadplegen van 
medicatiegegevens via het LSP, waardoor zorgprofessionals efficiënter en 
veilig kunnen werken. Dit geavanceerde systeem, gebaseerd op digitale 
‘tokens’, omvat drie kernprincipes: het inschrijftoken, dat bevestigt dat 
een patiënt geregistreerd staat bij een zorgaanbieder; het mandaattoken, 
dat specifieke zorgprofessionals en systemen autoriseert om het LSP te 
bevragen; en het transactietoken, dat de authenticiteit van de communicatie 
en tokens waarborgt. Deze strategie vermindert de noodzaak van een 
fysieke UZI-pas, optimaliseert werkprocessen en versterkt de focus op 
patiëntgerichte zorg.

De vereenvoudige UZI maakt het mogelijk om in het zorgproces automatisch 
te controleren of de patiënt gegevens actueel zijn. Bijvoorbeeld, als een 
patiënt zich bij de polikliniek meldt of de SEH komt gebeurt de opvraging 
automatisch zonder procesonderbreking, waardoor je processen kan 
optimaliseren en patiëntgerichte zorg kan verbeteren.

De UZI-pas zorgt voor een veilige toegang tot patiëntendossiers en 
medicatiegegevens, waardoor zorgprofessionals de juiste informatie 
kunnen inzien, aanvullen en delen. Momenteel wordt dit beproefd in de 
kickstartfase Medicatieoverdracht in de regio Friesland en Rijnmond. Met 
de UZI-pas kunnen zorgprofessionals zichzelf en hun systemen betrouwbaar 
identificeren en authenticeren. Dit zorgt voor een veilige toegang tot 
patiëntendossiers en medicatiegegevens, waardoor zorgprofessionals de 
juiste informatie kunnen inzien, aanvullen en delen.

Er zijn echter situaties waarbij het gebruik van een fysieke UZI-pas niet 
haalbaar is, zoals bij het gebruik van mobiele apparaten of wanneer 
zorgprofessionals op meerdere locaties werken. Deze beperkingen kunnen 
een uitdaging vormen voor de efficiëntie en flexibiliteit van zorgprofessionals 
in hun dagelijkse praktijk. Het is daarom van belang dat er alternatieve 
oplossingen zijn die zowel de veiligheid waarborgen als de operationele 
behoeften van zorgprofessionals ondersteunen. 
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De toekomstige ontwikkelingen Identificatie

Authenticatie

Met de goedkeuring van de Wet elektronische gegevensuitwisseling in de 
zorg (Wegiz) erkent de Eerste Kamer het belang van een snelle en efficiënte 
gegevensuitwisseling voor cruciale zorgprocessen zoals medicatieoverdracht. 
Een sleutelfactor hierin is de betrouwbare identificatie en authenticatie van 
zorgprofessionals. Het Ministerie van Volksgezondheid, Welzijn en Sport 
(VWS) zet in op een toekomstbestendig inlogstelsel voor zorgprofessionals in 
Nederland, waarbij zij kunnen kiezen voor een inlogmethode die aansluit bij 
hun specifieke behoeften en werkprocessen.

In dit vernieuwde systeem blijft het UZI-register van fundamenteel belang. 
Zorgprofessionals kunnen hier hun burgerservicenummer (BSN) omzetten 
in een unieke zorgidentiteit. Een belangrijke innovatie in dit systeem is de 
introductie van digitale wallets als inlogmiddel. Door in te loggen via een 
ontkoppelpunt, kunnen zorgprofessionals een digitale verklaring van hun 
zorgidentiteit verkrijgen en opslaan in hun wallet voor later gebruik. Dit 
biedt een flexibele, veilige manier om identiteit te beheren. Het is geschikt 
voor brede toepassing in de zorgsector en voldoet aan wet- en regelgeving 
en de hoogste veiligheids- en privacy standaarden.

Identificatie gaat simpelweg om het kenbaar maken 
van ‘wie je bent’. Dit is het proces waarbij een 
gebruiker zijn of haar identiteit aangeeft, bijvoorbeeld 
door het opgeven van een naam, gebruikersnaam, 
UZI-nummer of andere unieke identificatiecode. 

Authenticatie is de stap die volgt op identificatie. Het is het verificatieproces 
waarbij wordt gecontroleerd of de gebruiker daadwerkelijk is wie hij of zij 
beweert te zijn. Dit gebeurt vaak door het invoeren van een wachtwoord, 
het scannen van een vingerafdruk, of het gebruik van een smartcard zoals 
de UZI-pas. Authenticatie zorgt ervoor dat de persoon die toegang probeert 
te krijgen tot een systeem of informatie, ook echt de geautoriseerde 
gebruiker is.
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Scan de QR-code voor meer informatie 
over de UZI-pas en ZORG-ID Smart.


