
Some conversation
starters for home:

There is personal
information about
ourselves that we
shouldn’t share online.
This includes our full
name, address, school,
photos and passwords.

Some people online will
use tricks or lies to take
something from you, like
your money or personal
information. This is
called an online scam. 

Not everyone online is
who they say they are,
and not all interactions
are safe.  Some red flags
to look out for include:

Sending links or asking
to change apps
Asking lots of questions
Giving you lots of
compliments
Tells you to keep a
secret
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What information should you keep private online?
Why is this important?

Discuss and share examples of “scams” you’ve
both come across online.

Check your child’s profile together on their
favourite game/app- are there any changes you
could implement to make their experience safer?
Is there any information that should be made
private?

Here’s
what we
covered:


