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Nowy wymiar kontroli dostepu w erze CER i NIS2

SABOTAZ, CHAOS | DANE - NOWA
TRIADA ZAGROZEN DLA FIRM

Jacek Grzechowiak - RiskResponse

Dziedzictwo przesziosci a wspotczesne
postawy wobec bezpieczenstwa.

Wspotczesna sytuacja w kraju, cho¢ z pozoru spokojna,
jest naznaczona przez zjawisko VUCA/BANI, ktore
podkresla niestabilnos¢, niepewnos$é, ztozonos$c i
niejednoznacznosc¢ otoczenia biznesowego. Czynniki te
majg swoje korzenie w przesztosci, gdzie niski poziom
poszanowania cudzego mienia oraz psychologiczne
mechanizmy usprawiedliwiania czyndw zabronionych byty
szczeqgolnie  widoczne. Spoteczna akceptacja dla
przestepczosci oraz ograniczona skutecznos¢ organdw
prawa w prewencji i karaniu sprawcéw dodatkowo
komplikowaty sytuacje. Przyktadem kradziez telewizorow z
fabryk Sharp i Orion w kysomicach, co uwidocznito
problem zorganizowanej przestepczosci.
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VEMCO SUMMIT 2025 ZA NAMI!

To byt dzien peten inspiracji, wiedzy i rozméw o tym, jak
budowa¢ odpornos¢ organizacji w erze CER i NIS2.
Otrzymalismy wiele pozytywnych opinii - uczestnicy
docenili merytoryczng wartos¢ wystapien, doskonatg
organizacje i praktyczne podejscie do tematu
bezpieczenstwa.

Dziekujemy za obecnosc¢ i za energie, ktora sprawia, ze
juz dzis myslimy o kolejnej edycji.

A teraz - zapraszamy do krotkiego podsumowania
najwazniejszych wystapien i wnioskow z konferenciji.

To Vemco Summit 2025 w piguice.

Ponadto, zagrozenia takie jak sabotaz, cho¢ wydaja sie
by¢ reliktem przesztosci, nadal stanowig wyzwanie. W
obliczu tych wszystkich czynnikow, kluczowe staje sie
zwiekszenie
efektywnosc¢ dziatan prewencyjnych. Przyktadem moze
by¢ incydent w firmie EADS, gdzie w jednym z

swiadomosci  bezpieczenstwa oraz

montowanych samolotow znaleziono przeciete kable.
Przypadki sabotazu
rownolegle lub nastepczo z napieciami w relacjach

pracowniczych. Dzi$ jednak w tej materii jest inaczej.

wystepowaty najczesciej

Sytuacja zmienita sie diametralnie wraz z rozpoczeciem

petnoekranowej inwazji Rosji na Ukraine.
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Hybrydowe zagrozenia i koniecznos¢ adaptacji
strategii ochrony.

W obliczu ewoluujgcych zagrozen bezpieczenstwa,
tradycyjne podejscie do ochrony osob i infrastruktury
okazuje sie niewystarczajgce. Wspotczesne ataki
dywersyjno-sabotazowe, zarowno w Polsce, jak i w catej
Europie, wskazujg na potrzebe adaptacji strategii ochrony.
Hybrydowa natura obecnych konfliktow, w ktdrej granice
miedzy stanem wojny a pokoju sg zatarte, wymusza na
managerach przyjecie bardziej
elastycznego i przewidujgcego podejscia. Oznacza to

bezpieczenstwa

konieczno$¢ inwestowania w zaawansowang analityke
danych i technologie predykcyjne - ktore mogg pomoc w
identyfikacji ~ potencjalnych  zagrozehn  zanim  sie
zmaterializujg - i fgczenie ich z wysoko kwalifikowanymi
pracownikami ochrony. Przykfady atakow na pozornie
nieistotne cele, takie jak mate firmy logistyczne (Wielka
Brytania) czy wiejskie sklepy (Estonia), pokazujg, ze
sprawcy kierujg sie wtasnymi, czesto nieprzewidywalnymi
kryteriami wyboru celow. Zrozumienie tej dynamiki jest
kluczowe dla skutecznego zarzgdzania bezpieczenstwem

w dzisiejszym ztozonym Swiecie zagrozen.

Ewolucja podejscia do infrastruktury
krytycznej i odpornosci organizacyjnej.

Ostatnie pozary, ktére mialy miejsce w naszym kraju,
stanowig nie tylko powazne zagrozenie dla lokalnych
spotecznosci i srodowiska, ale rowniez wskazujg na
konieczno$¢ zmiany sposobu, w jaki postrzegamy
bezpieczenstwo i odpornos¢ infrastruktury. Tradycyjnie,
infrastruktura krytyczna byta uwazana za kluczowy
element w zapewnianiu bezpieczenstwa narodowego i
gospodarczego. Jednak w obliczu rosngcych zagrozen,
konieczne jest przyjecie bardziej holistycznego podejscia.
Przyktad ostrzezenia National Counterintelligence and
Security Center (NCSC) do amerykanskich firm w Europie
podkresla, ze zagrozenia mogg przybierac rozne formy i
nie ograniczajag sie jedynie do fizycznych atakow na
obiekty IK,
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a firmy musza by¢ przygotowane na szerokg game ryzyk,
co jest nieodzowne dla budowania dtugoterminowej
odpornosci i bezpieczenstwa zaréwno na poziomie
panstwowym, jak i korporacyjnym. Poglady takie
odzwierciedlajg takze publikacje takich szanowanych
europejskich instytucji, jak: NPSA (Wielka Brytania) czy
SAPO (Szwecja). Réwniez z naszego RCB ptyng réznego
rodzaju ostrzezenia.

Nowe priorytety w zarzadzaniu
bezpieczenstwem organizacji.

Wspétczesne zagrozenia w biznesie zyskaty wiec nowy
wymiar, ktéry wymaga od zarzgdzajgcych
bezpieczenstwem gruntownej rewizji podejscia do
ochrony organizacji. W obliczu rosnacej roli dziatan na
zlecenie obcych stuzb specjalnych, kluczowe staje sie nie
tylko zrozumienie zmiennych motywacji i metod dziatania
przestepcow, ale takze adaptacja witasnych strategii
ochronnych. Oznacza to, ze organizacje muszg doktadnie
analizowa¢ swoje stabe punkty, aby przewidzie¢ i
przeciwdziata¢ potencjalnym atakom. W tym kontekscie
szczegoOlnego znaczenia nabiera edukacja pracownikow,
rozwoj zaawansowanych technologii ochronnych oraz
wspotpraca z ekspertami ds. bezpieczenstwa, ktérzy
mogg dostarczy¢ niezbednego know-how. Tylko w ten
sposob mozna efektywnie wzmacnia¢ odpornos¢ na
zagrozenia i minimalizowa¢ ryzyko zwigzane z
dziatalnoscig przestepcza na zlecenie.
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BEZPIECZENSTWO TO NIE SPRINT,
TYLKO STRATEGIA.

Wywiad z Marcinem Cylkowskim - Liderem
Zespotu Rozwoju Produktow i Wiceprezesem
Vemco - o odpornosci organizacji, NIS2,
zdrowym rozsadku w bezpieczenstwie oraz o
tym, dlaczego technologia musi wynika¢ z
potrzeb biznesu, a nie odwrotnie.

Rozmawia Agnieszka Zalewska.

Firmy czesto traktujg wdrazanie CER i NIS2 jak
wyscig z czasem. Co jest najwiekszym btedem
w takim podejsciu?

Najwiekszy problem zaczyna sie wtedy, gdy organizacja
prébuje zrobi¢ wszystko naraz - bez planu, bez analizy,
bez zrozumienia, co naprawde jest wazne. Dyrektywy nie
wymagajg od nas budowania fortecy, tylko racjonalnosci.
Zgodnos¢ nie polega na tym, by w kazdym miegjscu
zamontowa¢ czytnik biometryczny czy atestowane
zabezpieczenia mechaniczne, ale by wiedzie¢, ktére
aktywa sa dla nas najwazniejsze, jakie ryzyka
rzeczywiscie im zagrazaja i jakimi konsekwencjami grozi
ich materializacja w kontekscie incydentow mogacych
skutkowa¢ zaburzenie ciggtosci dziatania organizacji.
Inaczej przepalamy budzet i energie zespotu, a
bezpieczenstwo pozostaje tylko na papierze.

Czesto podkreslasz, ze technologia ma
wspiera¢, a nie dominowa¢ nad biznesem. Co
to oznacza w praktyce?

To proste: $rodki i
bezpieczenstwo muszg byc¢ proporcjonalne do wartosci

rozwigzania gwarantujgce
chronionego zasobu, adekwatne do poziomu ryzyka i
potencjalnych skutkow wystapienia incydentu. Jezeli
proces jest kluczowy - inwestujmy w jego ochrone. Jezeli
nie ma duzego znaczenia - zaakceptujmy ryzyko i nie
komplikujmy zycia. Takie podejscie porzgdkuje priorytety,
daje argumenty dla zarzadu i sprawia, ze dziatania majg
sens.
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Zespot Vemeo: Zdzistaw Mendyk, Harcin Cylkow
Maciej Boguniecki, Jakub Bortkiewicz

CER i NIS2 - kontrola dostepu jako proces.

oderwane od

Bezpieczenstwo nie moze byc¢
rzeczywistosci firmy - to jej integralna czes¢, nie osobny
projekt IT.

Zdarza sie jednak, ze dostawcy oferuja
gotowe ,pakiety zgodnosci z CER czy NIS2".
Brzmi kuszaco...

Kuszgco, ale ztudnie. Zgodnos¢ to nie produkt, ktéry
mozna kupi¢. CER i NIS2 to ramy, ktére wskazujg cele - a
nie gotowa recepte. Nie da sie ich ,zainstalowac”. Dlatego
kiedy stysze, ze dostawca oferuje produkt posiadajgcy
certyfikat zgodnosci z NIS2, zapala mi sie czerwona
lampka. Zgodnos$¢ to nie cecha jednego czy drugiego
produktu / rozwigzania a cecha efektu jego implementac;ji
w konkretnym S$rodowisku Klienta. W zwigzku z
powyzszym na ten moment, przyktadem realnego
certyfikatu do uzyskania lub utrzymania do ktérego moga
dazyc¢ organizacje to np. certyfikat ISO 27001 - dowdd, ze
organizacja ma dziatajacy
bezpieczenstwem informacji, nie ze kupita konkretny
sprzet czy oprogramowanie. Dyrektywy wymagajg

system  zarzgdzania

myslenia, a nie odtwodrczej implementacji gotowych
rozwigzan, nawet takich, ktére w innych warunkach sie
sprawdzity i przyniosty zamierzony efekt.
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Skoro nie checklisty i gotowe systemy, to od
czego zaczgc¢?

Od uczciwej diagnozy - tzw. analizy AS-IS. Trzeba
zobaczy¢, jak naprawde wyglada nasza organizacja: jakie
procesy i aktywa sa kluczowe, na jakie ryzyka sa
narazone, jak wygladajg aktualne $rodki zabezpieczen je
chronigce i ktore z nich faktycznie dziatajg, a ktdre nie.
Dopiero potem planujemy stan docelowy, czyli TO-BE - z
rozwigzaniami, ktore maja sens, bedg uzywane i ktore
bedg wspiera¢, a nie przeszkadza¢. Nie chodzi o to, by
mie¢ najwiecej funkcjonalnosci, tylko by systemy
wspieraty procesy, a nie je paralizowaty.

Czy w tym kontekscie kontrola dostepu to
wciaz tylko ,czytniki i szlabany”?

Caty czas niestety obserwujemy, ze z perspektywy wielu
organizacji ciggle jeszcze tak, natomiast z perspektywy
Vemco, jako odpowiedzialnego dostawcy, zdecydowanie
nie. Jednym z waznych elementow misji, jaka sobie
definiujemy w Vemco jest proba zmiany paradygmatu
takiego mys$lenia w organizacjach. Zalezy nam na tym, aby
organizacje zrozumiaty, ze przystowiowy ,czytnik® czy
.Szlaban” sam z siebie nie bedzie dobrze wspierat
bezpieczenstwa, jezeli jego typ, miejsce zainstalowania
oraz sposob dziatania nie beda wynikaty z kontekstu
funkcjonowanie catej organizacji i procesow, ktére sie w
niej dziejg. Wydaje mi sie, ze kluczem do sukcesu jest po
prostu zmiana mys$lenia o kontroli dostepu z modelu
funkcjonalno-ilosciowego na procesowo-kontekstowy.
Takie podejscie jest podkreslane przez unijnego
ustawodawce w dyrektywach i takie podejscie bedziemy
starali sie propagowa¢ jako szanse na wzrost
bezpieczenstwa i odpornosci polskich firm i organizacji.

Czy o rozwigzaniach kontroli dostepu nalezy
mysle¢ jedynie w kontekscie bezpieczenstwa
fizycznego?

Absolutnie nie. Kontrola dostepu to narzedzie - straznik,
ktéry sam wymaga ochrony. Z jednej strony broni
organizacje fizycznie, z drugiej strony stanowi cyber-
aktywo, ktére musi by¢ odporne na cyberzagrozenia.
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Oczywiscie rowniez jak w poprzednich przypadkach,
zgodnie z zasadg adekwatnosci i proporcjonalnosci do
zidentyfikowanych ryzyk. To przyktad, jak przenikajg sie
Swiat fizyczny i cyfrowy. | to wtasnie takie myslenie - z
dwoch perspektyw - odroznia organizacje naprawde
bezpieczne od tych, ktore tylko wygladajg na bezpieczne.

| wiasnie o tych naprawde bezpiecznych
firmach moéwi sie, ze sg ,odporne”. Co
wiasciwie oznacza ,odpornos¢ organizacji”?

Odpornosc to zdolnos¢ firmy do przetrwania incydentu i
powrotu do dziatania w zatozonym czasie. To co$ wiecej
niz same procedury - to spos6b myslenia. Nie da sie
catkowicie wykluczy¢ incydentow - btedow ludzkich,
aktow sabotazu czy prob cyberatakéw - chodzi o to, by
potrafi¢ szybko zareagowa¢, minimalizowa¢ skutki i
wycigga¢ wnioski na przysztos¢. Dlatego odpornosc
wymaga kultury bezpieczenstwa, swiadomosci i ciggtego
doskonalenia - a nie jednorazowego wdrozenia. Bez tego
nawet najlepsze technologie nie wystarczg.

Na koniec: jedno zdanie, ktore chciatbys, zeby
zapamietali menedzerowie.

Nie da sie kupi¢ bezpieczehnstwa. Mozna je tylko budowac
i pielegnowac - krok po kroku, z gtowa i w zgodzie z tym,
jak naprawde dziata Twoja firma. W Vemco witasnie tak
wspieramy naszych klientow: pomagamy utozy¢ plan,
priorytetyzujemy dziatania i przeprowadzamy przez ten
proces w tempie dostosowanym do budzetu, procesdéw i

mozliwosci organizacji.

secorun
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MOBILNE POSWIADCZENIA
- NOWA ERA KONTROLI DOSTEPU

Kamil Targalski - HID

Rynek  systemdéw  kontroli  dostepu  przechodzi
dynamiczng transformacje napedzang cyfryzacjg,
mobilnoscig i rosngcymi wymaganiami w zakresie

bezpieczenstwa. Jeszcze niedawno standardem byty
plastikowe karty zblizeniowe, dzis coraz czesciej
zastepowane przez poswiadczenia mobilne - cyfrowe
identyfikatory przechowywane w smartfonach lub
smartwatchach. Na tempo tej zmiany znaczaco wptywa
popularyzacja ptatnosci zblizeniowych, takich jak Apple
Pay i Google Pay.

Mobilne poswiadczenia tgczg wygode, bezpieczenstwo i
elastycznosc¢. Uzytkownik nie potrzebuje fizycznej karty -
wystarczy urzgdzenie, ktére ma zawsze przy sobie.
Dostep odbywa sie bezdotykowo, poprzez technologie
NFC lub Bluetooth Low Energy (BLE), co zapewnia szybkie
i bezpieczne uwierzytelnianie. Takie rozwigzania sag
szczegolnie atrakcyjne w srodowiskach korporacyjnych,
na uczelniach i w budynkach uzytecznosci publicznej,
gdzie ptynne, intuicyjne doswiadczenie uzytkownika staje
sie wyznacznikiem innowacyjnosci oraz atrakcyjnosci
miejsca pracy lub samego budynku.

Migracja z tradycyjnych kart do rozwigzan mobilnych to
naturalny krok w kierunku integracji i cyfryzacji procesow
bezpieczenstwa. Mobilny dostep nie tylko podnosi
komfort uzytkownikéw, ale takze znaczgco utatwia
zarzadzanie cyklem zycia poswiadczen - ich wydawanie,
cofanie czy modyfikacje mozna realizowac¢ zdalnie, bez
drukowania i dystrybucji kart. To nie tylko oszczednosc¢
czasu i kosztow, lecz réwniez ograniczenie zuzycia
plastiku i odpadow. Odchodzg réwniez koszty zwigzane z
personalizacjg kart takie jak zakup, utrzymanie oraz
serwis drukarek i materiatow eksploatacyjnych.

Kolejnym atutem poswiadczen mobilnych jest ich wyzszy
poziom bezpieczenstwa. W przeciwienstwie do kart
zblizeniowych opartych na starszych technologiach,
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(np. 125 kHz) Iub kart 13.56 MHz z przestarzatymi
metodami szyfrowania, ktore tatwo sklonowac - cyfrowe
identyfikatory korzystajg z zaawansowanego szyfrowania
oraz pozwalaja wymusi¢ na uzytkowniku dodatkowe
uwierzytelnienie w postaci PIN'u, odcisku palca lub
rozpoznawania twarzy. Uzyskujemy wtedy system kontroli
dostepu w modelu Multi-Factor-Authentication by
default przy wykorzystaniu prostszych oraz tanszych
czytkniow bez klawiatury Ilub biometryki. Urzadzenie
mobilne moze przechowywac¢ wiele poswiadczen
rownolegle - nie tylko do drzwi, lecz takze do
komputerdw, drukarek czy aplikacji firmowych.

Nowym etapem rozwoju s poswiadczenia
przechowywane w Apple Wallet i Google Wallet. Dane
uzytkownika zabezpieczone sg w sprzetowo izolowanym
module Secure Element, tym samym, ktéry chroni karty
ptatnicze. Kazda interakcja jest szyfrowana i chroniona
biometrig. Dostep realizowany jest natychmiast -
wystarczy zblizy¢ telefon do czytnika NFC, bez
koniecznosci otwierania aplikacji czy aktywowania
potgczenia Bluetooth. W porownaniu z rozwigzaniami
BLE, ktore czesto wymagajg uruchomienia aplikacji i
nawigzania

potgczenia, Wallet zapewnia wieksza

niezawodnosc¢ i prostote obstugi.

Wdrazanie mobilnych rozwigzan wigze sie jednak z
koniecznoscig ~modernizacji infrastruktury. Czytniki
musza obstugiwaé protokoty NFC lub BLE, na szczescie
wiekszos¢ czytnikow HID sprzedanych na przestrzeni lat
2018-2025 wspiera jeden lub oba z nich.
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W przypadku koniecznosci modernizacji systemu oraz
wymiany czytnikow, organizacje coraz czesciej wybieraja
otwarte standardy komunikacyjne takie jak OSDP (Open
Supervised Device Protocol rekomendowany w normie
systemédw alarmowych ENG60839), ktére zapewniajg
kompatybilnos¢ z réznymi dostawcami i umozliwiajg
dalszy rozwdj technologiczny bez uzaleznienia od jednego
producenta.

Rosngce znaczenie majg takze aspekty zrownowazonego
rozwoju. Rezygnacja z plastikowych kart i centralne
sie do
zmniejszenia sladu weglowego, co wpisuje sie w polityke

zarzadzanie poswiadczeniami przyczyniajg

ESG coraz wiekszej liczby firm. W tym kontekscie
technologia mobilna staje sie nie tylko bardziej
nowoczesna, ale rowniez bardziej odpowiedzialna.

Transformacja w kierunku mobilnych poswiadczen jest
wiec nieunikniona. Cho¢ wiele organizacji wcigz
wykorzystuje tradycyjne karty, coraz wiecej z nich
przygotowuje sie do petnej cyfryzacji dostepu. Trend ten
wspierany jest przez rozw0j infrastruktury mobilnej,
popularyzacji ptatnosci zblizeniowych Apple Pay oraz
Google Pay, wzrost swiadomosci bezpieczenstwa oraz
potrzebe tworzenia bardziej inteligentnych i elastycznych
srodowisk pracy. W rezultacie smartfon - dotychczas
narzedzie komunikacji - staje sie rowniez kluczem do

budynku, biura czy przestrzeni wspotdzielonej.
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SECORUN xHID - END TO END
SECURITY W PRAKTYCE

Maciej Boguniecki - Vemco

Bezpieczenstwo systemow kontroli dostepu wymaga dzis
nie tylko sprawnej integracji technologicznej, lecz takze
miedzy
elementami systemu - od poswiadczenia uzytkownika po
warstwe serwerowa.

Rozwigzanie SECORUN w potgczeniu z kontrolerami HID
Aero zostato zaprojektowane w architekturze End-to-End
Security, ktorej celem jest ochrona catego tancucha
autoryzaciji.

petnej spojnosci  komunikacji wszystkimi

Bezpieczenstwo jako integralna architektura

System pracuje w oparciu o petne szyfrowanie
komunikacji na kazdym etapie wymiany danych.

Poswiadczenia uzytkownika chronione sg juz w
momencie ich uzycia - miedzy kartg lub Mobile ID a
czytnikiem -  dzieki  technologii HID  Seos®,
wykorzystujgcej unikalne klucze kryptograficzne dla

kazdej sesji.
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Inteligenty Modut Czytnik kontroli
kontroler walwy dostgpu

| _r _—
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END TO END SECURITY SEOS®
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Serwer
SECORUN KD

E+HID @E

Poswiadczenia

Dalej, komunikacja pomiedzy czytnikiem a modutami I/0
odbywa sie poprzez OSDP (Open Supervised Device
Protocol) w wersji 2.2, co uniemozliwia ingerencje w
przewody transmisyjne czy proby przechwycenia sygnatu.
Dane przesytane z portéw 1/0 do kontrolera HID Aero
szyfrowane sg w standardzie AES-256, a transmisja
miedzy kontrolerem a oprogramowaniem SECORUN KD
wykorzystuje protokot TLS 1.3 w srodowisku zgodnym z
FIPS 140-2.

Takie podejscie eliminuje typowe punkty podatnosci - np.
niezabezpieczone linie danych lub brak integralnosci
sygnatu - i gwarantuje, ze zaden z elementow
infrastruktury nie moze zostac¢ uzyty jako wektor ataku.

Zasada spojnego tancucha autoryzacji

W architekturze End-to-End Security kazdy etap

komunikacji w systemie stanowi czes¢ kontrolowanego,

kryptograficznie zabezpieczonego procesu:

* Poswiadczenie = Czytnik: autoryzacja i szyfrowanie
HID Seos®.

e Czytnik — Kontroler: komunikacja szyfrowanym
protokotem OSDP v2.

e Kontroler — Host: szyfrowanie danych AES-256 i
uwierzytelnianie TLS/FIPS.

Taka struktura pozwala zachowaé integralnosé systemu

nawet w przypadku fizycznego naruszenia pojedynczego

elementu.
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SECORUN MOBILE ID
- DOSTEP W PORTFELU,
BEZPIECZENSTWO W
ARCHITEKTURZE

Maciej Boguniecki - Vemco

Nowym SECORUN  jest
rozwigzanie SECORUN Mobile ID, ktore umozliwia
przechowywanie cyfrowych poswiadczen dostepowych w
portfelach mobilnych Apple Wallet i Google Wallet.

To rozszerzenie architektury bezpieczenstwa o warstwe
mobilng, zachowujgce petng zgodnos¢ z zasadami End-
to-End Security.

Rezultatem jest potaczenie systemu SECORUN z
globalnymi ekosystemami mobilnych portfeli.

elementem  ekosystemu

Jak to dziata?

Integracja SECORUN z platformg HID Mobile Access
umozliwia wydawanie i zarzadzanie poswiadczeniami
wirtualnymi bez potrzeby stosowania kart fizycznych.
System pozwala administratorom zdalnie przydzielaé,
modyfikowaé i odbiera¢ cyfrowe karty dostepu w czasie
rzeczywistym - bez koniecznosci  kontaktu <z
uzytkownikiem.

Nowe poswiadczenia sg aktywowane w urzgdzeniu
mobilnym, a ich cofniecie skutkuje natychmiastowym
zablokowaniem dostepu.



https://www.secorun.pl/

VEMCO SUMMIT 2025

E secorun

Identyfikatory Mobile ID przechowywane sg w Secure
Element urzadzenia mobilnego - wydzielonym uktadzie
kryptograficznym, do ktérego nie ma dostepu ani system
operacyjny, ani inne aplikacje. Proces autoryzacji odbywa
sie z wykorzystaniem biometrii (Face ID / Touch ID) oraz
lokalnej weryfikacji klucza prywatnego przypisanego do
tozsamosci uzytkownika.

W praktyce oznacza to, ze nawet w przypadku utraty
telefonu poswiadczenie nie moze zosta¢ skopiowane,
wyeksportowane ani uzyte bez zgody wtasciciela.

To poziom bezpieczenstwa i elastycznosci zarzgdzania,
ktorego zadne fizyczne karty nie sg w stanie zapewnic.

Twoje konto pracown

Aplikacia jako identyfikator pracownika
Dane pracownicze, asabowe, wirerunek

EiHrianikscs E procownhikiem

Vemco Summit 2025 dobiegt konca,
ale rozmowa o bezpieczenstwie trwa dalej.

Dziekujemy za zaufanie, inspirujgce dyskusje i otwartosc¢,
ktora napedza nas do dziatania.

Zapraszamy do kontaktu, wspotpracy i wspdlnego
budowania ekosystemu bezpieczenstwa - madrego,
spojnego i gotowego na przysztosc.

www.secorun.pl

Mobilny dostep z rozszerzong funkcjonalnoscia

Aplikacja SECORUN Mobile ID zostata zaprojektowana nie
tylko jako klucz dostepu, ale rowniez jako narzedzie
zarzadzania i komunikacji w organizacji.

Pozwala na:

o bezpieczne logowanie uzytkownikow i autoryzacje
wejse,

e zarzadzanie kartami Mobile ID bezposrednio z poziomu
systemu SECORUN Kontrola Dostepu,

e wysytanie komunikatéw  alarmowych, ogtoszen
pracowniczych oraz powiadomieh systemowych do

wybranych grup uzytkownikow.

Dzieki temu bezpieczenstwo staje sie aktywnym kanatem
interakcji pomiedzy uzytkownikiem a organizacjg, a nie
odrebnym modutem IT.

Aplikacja SECORUN Mobile ID jest dostepna w sklepach App
Store i Google Play, co pozwala uzytkownikom szybko i
bezpiecznie aktywowacé cyfrowe poswiadczenia dostepu w
globalnymi standardami

srodowisku  zgodnym z

bezpieczenstwa.

# Download on the

@& App Store

GETIT ON
” Google Play
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