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FXI WiFi Network /Communication Requirements

The FXI Device provides critical data as to a fire extinguisher’s readiness for use. The FXI Device communicates this 
information over the customer’s WiFi network, 2.4 GHz (802.11 b/g/n). An FXI Device uses minimal bandwidth 
(approximately 350 bytes) due to the small telemetry size and communication rate of 23 hours, typical. Note the 
remaining time, the FXI is asleep, hence no WiFi connection. 

Security/ Data Flow 
• FXI Device initiates communication to Cloud application, and may receive response traffic 
• All FXI data is secure and encrypted by TLS 1.2 
• FXI pushes data to Cloud application per configuration, typically once every 23 hours 

Network Requirements 
• WiFi protocol – 2.4 GHz (802.11 b/g/n) compatible 
• FXI Devices utilize WPA2  
• FXI Devices are configured Network Name (SSID)/Password that is specified on the dedicated customer server 
• FXI Devices are DHCP clients
 
Firewall Requirements 
• Device uses outbound TCP ports 8883, 443 
• iPhone/Android application (if connected to your WiFi) utilizes port 8000 
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