Singulr Browser Extension
Deployment using Google
Admin

C‘ Singulr Al

Before proceeding with this documentation, ensure that you have
configured your SSO. Refer to provided SSO documentation (Okta /
Entra). In case you have not received SSO configuration
documentation please contact support@singulr.ai.

Copy Extension ID and URL from Singulr Dashboard

Goto Manage >> Settings >> Browser Extension Settings >> Browser Agent
Config tab as show in the below image and copy and
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Push the Extension using Google Admin dashboard

Visit Chrome Browser >> Apps and Extensions >> Users & Browsers and Click
the yellow + button on bottom right corner.
Select add Chrome app or Extension by ID option.
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Change the option to from Custom URL
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Add Chrome app or extension by ID

Chrome apps and extensions can also be added by specifying the ID. If it is outside the
Chrome Web Store, you must also specify the URL where the extension is hosted.

Extension ID

From the Chrome Web Store

From a custom URL

CANCEL SAVE

Paste the Extension ID and Upgrade URL copied previously and click on Save
button.

Add Chrome app or extension by ID

Chrome apps and extensions can also be added by specifying the ID. If it is outside the
Chrome Web Store, you must also specify the URL where the extension is hosted.

Extension ID

From the Chrome Web Store

From a custom URL

CANCEL SAVE

Click on extension with ID iclgihmimngndiaaakmhfomefhbbhdog , @ settings bar should
open on right side. In the installation policy select Force install . Save these
changes by clicking save button on Top right.
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Post Extension Deployment

In Manage >> Browser Extensions tab you should start seeing the users on
whom the extension is installed and SSO complete.
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