
Cybersecurity Awareness Day
Interactive team training for 3 – 12 people

Cybersecurity starts with awareness. 
In this one-day workshop, your team will identify key cyber risks, learn 
how to respond appropriately and together lay the groundwork for a 
strong security culture.

FortIT combines technical expertise with a holistic approach to 
information security. Our experts translate complex topics into practical, 
current, and easy-to-understand guidance, focused on what really 
matters.

Guided, hands-on hacking workshop for all 
skill levels, using a modern, cloud-based lab 
infrastructure.

Be a hacker workshop

“How secure is 2FA?”. Live demonstrations 
on social engineering, phishing, man-in-
the-middle attacks and more.

Phishing demos

2 – 3 talks on security topics like post-
quantum cryptography, followed by 
open discussion.

Expert talks

Interactive case study on security 
management. Group session to identify 
your organisation’s most valuable and 

vulnerable assets.

Security Management

Sample agenda – Content will be tailored to the specific target audience



Security through understanding

Our expertise and experience help you succeed

In-depth knowledge of current cyber threats, human vulnerabilities
and organisational protective measures.

Extensive expertise in delivering practical training and awareness-raising programs, with 
content tailored to your company.

A holistic approach that brings together technology, processes and people.
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Our Awareness Day builds tangible cybersecurity awareness, fosters  
understanding of the work done by security professionals and 
strengthens your team’s ability to recognize risks and respond 
effectively.

We guide your team from
awareness to action.
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Recognize
What dangers exist 

in everyday work?

Understand
Why does my 

behaviour matter?

Experience
What happens 

during an attack?

Act
What specific 

actions can I 
take?

How do we build this understanding? 
Through four concrete steps:
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