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The key concept of our Unified Security Platform (USP) is to allow for the centralised management of your Security
Awareness Training (SAT) and simulated phishing campaigns for all your clients.

It's critical for Managed Service Providers (MSPs) to be able to control, monitor, and report on all aspects of this
important part of the information security stack in a “single-pane-of-glass”.

We know the resource challenges faced by MSPs with respect to managing clients on an individual basis, so we have
re-thought the way MSPs can deliver Security Awareness Training, allowing you to create and report on all aspects of
phishing and training campaigns with ease and efficiency.

Al of the data from our USP is also accessible using our industry-standard and secure REST API, supported by full
end-point documentation, including examples.
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Features

All the following features are available from a single location, without having to log into each account for either
configuration or reporting.
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Creating and managing simulated
phishing email templates.

Monitoring and reporting of simulated
phishing campaigns.

Managing out-of-the-box training and
simulated phishing with automatic
enrolment for new joiners.

Microsoft 365 and Google Workspace
recipient synchronisation.

Graphical design of campaigns and
courses allowing for dynamic decision
trees based on user-behaviour (Coming
soon).

Microsoft 365 and Google Workspace
direct simulated email delivery, no need
for complicated whitelisting.

Portal language localisation for global
multilingual use.

Easy-to-read global calendar showing all

training and phishing campaigns across all

customers.
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Centralised management of our Security,
Orchestration, Automation and Response
(S.0.AR) service (Coming soon).

Configuration of customer white labelling,
including custom URLSs.

Monitoring and reporting on training
courses.

Seat license management for billing
purposes.

Drag-and-drop editing for the creation of
white labelled sales collateral (Coming
soon).

Delegated Role Based Access Control for
balancing clients across multiple account
managers.



