FORTRESS®

SERVICE BRIEF

Fortified Intelligence.
Insurable Outcomes.

Fortress CyberlQ is a data-driven cybersecurity diagnostics platform that delivers timely and actionable
intelligence to assess, benchmark, and strengthen an organization's cyber resilience. It fuses technical posture
with business impact—enabling leaders to secure operations, reduce cyber risk, and align with cyber insurance

underwriting standards to attain preferred policies and rates.
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Much like an MRI provides a detailed view of the human body, Fortress CyberlQ
delivers precise insights into an organization’s technology and security
environment. It analyzes external defenses, domain infrastructure, critical assets,
and network systems to identify vulnerabilities, security gaps, and areas of
resilience. Powered by a proprietary Al driven risk assessment platform,

Fortress CyberlQ generates a validated risk score and insurability report.

The insurability report includes an analysis of controls in vulnerable areas,
quantifying their impact on risk scores and premium pricing. It provides
actionable remediation priorities, allowing organizations to address vulnerabilities
independently or leverage Fortress Security Risk Management’s expert guidance
and technical support for effective risk mitigation, enhanced cybersecurity, and
optimized insurance outcomes.

This report enables insurers to craft tailored cyber insurance proposals with
optimized premiums and enhanced coverage aligned to each organization’s
unique risk profile.

Fortress CyberlQ helps organizations optimize IT and security investments, fortify
defenses against cyber threats, and access preferred insurance policies with
competitive premiums—effectively delivering enhanced resilience and financial
protection.
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== Fortify

Recommends prioritized
remediation steps and prepares
organizations for streamlined
cyber insurance reviews.

KEY DELIVERABLES

Assessments
. External Security Posture
« Domain Security
. Critical Asset Vulnerability
« Network Discovery

Available Add-ons
« Deep/Dark Web Monitoring
- Email Security

° Assessment Reports
. Executive Summary
. Detailed Technical Reports

@ Validated Risk Score &
Insurability Report
. Remediation prioritization
- Actionable insights for
improvement

O Customized Cyber
Insurance Policy
- Enhanced coverage &
optimized savings
tailored to risk profiles
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HOW IT WORKS:

. Client consents to participate and executes an NDA, either directly or under attorney-client privilege.

. Client is sent a small device with detailed installation instructions for seamless integration into their network.
After a one-to-two-day deployment, they return the device using a pre-paid shipping label.

. Client is contacted by an insurance representative and is asked a short series of Yes/No questions to ascertain
their level of insurance controls achievement.

. Fortress conducts technical assessments and populates the risk assessment platform with the data.

. After preparing the findings, a Fortress SRM Chief Security Information Officer (CISO) connects with the client,
delivering clear insights on the technical details, insurability report, and remediation prioritization.

. Client may engage Fortress SRM for remediation efforts, do it themselves, or contract a different security
provider.

. Client submits their insurability report to a partnering insurer for a tailored cyber insurance quote. The quote will
be reviewed with key Client stakeholders by a licensed insurance broker. Please note: There is no obligation to
purchase cyber insurance.

The Fortress CyberlQ assessment, typically a $15,000 client investment, is being offered
at no cost to provide your organization with valuable insights into its cyber resilience. This
includes identifying actionable opportunities for IT and security modernization and cost
savings. Additionally, your CFO may find this particularly appealing as it enhances your
firm’s insurability, granting access to preferred policies and premiums.
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