NIS-2-ANFORDERUNGEN

heartland

SOLUTIONS

PARALLELEN
ISO 27001

HEARTLAND OPERATING MODEL

RISIKOMANAGEMENT-RICHTLINIEN
Ihr Plan zum Schutz digitaler
Vermégenswerte und Malinahmen bei
Sicherheitsvorféllen.

PLANE FUR VORFALL-MANAGEMENT
Wie Ihr Unternehmen auf
Sicherheitsvorfélle oder Cyberangriffe
reagiert und diese handhabt.

BETRIEBSKONTINUITAT UND
KRISENMANAGEMENT

Strategien, um Ihr Unternehmen wéhrend
und nach einer Katastrophe am Laufen zu
halten.

SICHERHEIT IM PERSONALWESEN
UND ZUGANGSKONTROLLE
Gewéhrung und Entziehung des Zugangs
zu Informationen.

WIRKSAMKEIT VON CYBER-
SICHERHEITSMARNAHMEN
RegelméaBige Uberpriifungen der Cyber-
SicherheitsmalRnahmen.

CYBER-SICHERHEITSSCHULUNGEN
Schulung Ihres Teams zu digitalen
Sicherheitspraktiken.

LIEFERKETTEN-SICHERHEIT
Sicherstellen, dass Zulieferer oder
Dienstleister ebenfalls sensible Daten
schiitzen.

MELDEPFLICHT BEI VORFALLEN
Meldung ernsthafter Sicherheitsvorfélle
an die Behédrden.
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Tiefer als
ISO 27001

Tiefer als
ISO 27001

Asset- und Risikomanagement-Prozesse zur
Durchfihrung von Schutzbedarfsanalysen
und Mitigationsplanung.

Richtlinien-, Asset- und Risikomanagement
inkl. Intelligenter Vorlagen und
automatisiertem Aufgabenmanagement.

Richtlinien-, Asset- und Risikomanagement
inkl. Intelligenter Vorlagen und
automatisiertem Aufgabenmanagement.

Richtlinien-, Asset- und Risikomanagement
inkl. Intelligenter Vorlagen und
automatisiertem Aufgabenmanagement.

Automatisiertes Aufgabenmanagement
sowie Audit-Feature inkl. Vorlagen zur
regelmafigen Auditierung.

Informationssicherheits- und Datenschutz-
Trainings Uber unseren Trainingsmanager

Vendor-Management: Erfassung der
Lieferketten. Vertragsmanagement: Prifung
der Auftragsverarbeitungsvertrage (AVVs).

Incident-Management Feature inklusive
automatisierter Risikobewertung und
Handlungsempfehlung.



