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Scope of This Privacy Policy
Reach Security Inc. (“Reach”, “we”, “us” or “our”) understands you care how information about you is collected and used. Reach is committed to 
protecting the privacy of individuals who interact with us. This Privacy Policy (“Privacy Policy”) describes our privacy practices for information we 
collect through our websites, including https://www.reach.security and any other websites that link to this Privacy Policy (the “Website”).

This page informs you of our policies regarding the collection, use, and disclosure of personal information when you use our Website and the choices 
you have associated with that information.

By using the Website, you agree to the collection and use of information in accordance with this Privacy Policy. Unless otherwise defined in this 
Privacy Policy, terms used in this Privacy Policy have the same meanings as in our Terms and Conditions, accessible from https://www.Reach.security.

Please read this Privacy Policy carefully to understand our policies and practices regarding your information and how we will treat it. If you do not 
agree with our policies and practices, do not use our Website. By accessing or using this Website, you agree to this Privacy Policy. This Privacy Policy 
may change from time to time (see Changes to This Privacy Policy). Your continued use of this Website after we make changes is deemed to be 
acceptance of those changes. You are encouraged to review the Privacy Policy periodically for updates.

Information Collection and Use
Information You Provide to Us
We collect several different types of information for various purposes to provide and improve our Website

 Request a Demonstration. When you request a demonstration of our product, we ask you to provide your name, email address, and company name.

Tracking Technologies
We use the following cookies on our Website

 Required Cookies: Required cookies are necessary to enable the basic features of our Website to function. Because required cookies are essential 
to operate our Website, there is no option to opt out of these cookies.

Links to Other Sites
We provide links to other sites that are not operated by us, including social networking sites or applications that enable you to share information with 
your social networks and to interact with us on platforms that we do not control. These third-party sites may collect or share information about you, 
but this Privacy Policy does not apply to their privacy practices. We encourage you to review the privacy policies and settings on the sites with which 
you interact to make sure you understand the information that may be collected, used, and shared when you leave our Website.

Information Security and Storage
We implement reasonable administrative, technical, and physical security controls designed to protect your personal information from loss, misuse, 
unauthorized access, disclosure, alteration, or destruction. However, no security controls are impenetrable, and we cannot ensure or warrant the 
security of your personal information.

We will retain your personal information for as long as necessary to provide you with the Website, as needed to comply with our legal obligations and 
legal rights including to prevent fraud or enforce our agreements, and for our internal business reasons.

Children’s Privacy
Our Website is not directed to or intended for children under the age of 13. We do not knowingly collect personal information from children under the 
age of 13 without obtaining parental consent. If you believe we have obtained information from or about a child under 13 without parental consent, 
please contact us at contact@reach.security so that we can remove the child’s personal information.

Your Privacy
Please read Privacy Policy

Notice to EEA Users
Legal Basis for Processing
We collect and process personal information about you with your consent, as part of a contractual agreement with you, and as necessary to provide 
our Website to you, operate our business, meet our contractual and legal obligations, protect the security of our Website, and fulfill our other legitimate 
interests.

Global Data Transfers
Reach is based in the United States and information we collect from you will be processed in the United States. The United States has not received a 
finding of “adequacy” from the European Union under Article 45 of the GDPR. We rely on derogations for specific situations set forth in Article 49 of 
the GDPR in order to transfer your personal information across international borders. In particular, we collect and transfer personal information outside 
of the EU only: (i) with your consent; (ii) to perform a contract with you; or (iii) to fulfill other compelling legitimate interests in a manner that does not 
outweigh your rights and freedoms.

Your Rights
To the extent required by applicable law, we provide you with: (i) reasonable access to your personal information collected through our Website, and 
(ii) the ability to correct, export, delete, withdraw consent, object to the processing of, or suspend processing of your personal information. You can 
contact us at contact@reach.security to submit a request.

You have the right to lodge a complaint with a supervisory authority if you believe we have processed your personal information in a manner 
inconsistent with your privacy rights. We kindly request that you contact us first so that we may address your concern.

Changes to This Privacy Policy
We may update our Privacy Policy from time to time. We will post any revised Privacy Policy on this Website. Where changes to this Privacy Policy are 
material, we will notify you in accordance with applicable law.

Contact Us
If you have any questions about this Privacy Policy, please contact us by email at contact@reach.security.
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