
Threat Modeling 
Input

Jira

Confluence

Architecture Diagrams

SAST/DAST Reports

Audio Recording Partial

Source Code

Spreadsheets

Servicenow

Microsoft Teams

Github

Google Docs

Slack

Screenshots Partial

SharePoint

Deployment Options

On-premise

Private Cloud

SaaS Single-tenant only

Human-in-the-Loop
Review and edit by human

at each step possible
Mostly automated workflow

AI Capabilities

Context-aware threat generation

Maps risks to controls

Recursive expert-like logic

Explainability

Every risk insight is backed by
traceable logic and data

Opaque/black-box outputs

Compliance 
Coverage

PCI DSS

HIPAA

FDA

DORA

SOC 2

ISO 27001

OWASP

NIST

GDPR

Contextual Intelligence

Pulls security guidance directly
from official vendor docs

Maps threats using real product
behavior

Updates knowledge base
automatically as vendor docs

change

Audit Support Audit trail per control

Document Parsing &
Integration

Multi-source context stitching

Customization & Control

Exclude specific threats 
your team already handles

Suppress controls that 
don’t apply to your environment

Customize threat model scope 
for each project/team

VS
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