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Cookie Policy v2.0

COOKIES

Our website (the Site) uses cookies to distinguish You from other users. This helps us to provide You
with a good experience when You browse the Site and also allows us to improve the Site.

A cookie is a small file of letters and numbers that We store on Your browser or the hard drive of Your
computer if You agree. Cookies contain information that is transferred to Your computer’s hard drive.

We use the following cookies:

(a) Strictly necessary cookies. These are cookies that are required for the operation of the Site.
They include, for example, cookies that enable You to log into secure areas of the Site.

(b) Analytical or performance cookies. These allow us to recognise and count the number of
visitors and to see how visitors move around the Site when they are using it. This helps us to
improve the way our website works, for example, by ensuring that users are finding what they
are looking for easily.

We do not use the following cookies:

(a) Functionality cookies. These are used to recognise You when you return to the Site. This
enables us to personalise our content for You, greet You by name and remember Your
preferences.

(b) Target cookies. These cookies record Your visit to the Site, the pages You have visited and
the links You have followed. We will use this information to make the Site more relevant to Your
interests.

You can find more information about the individual cookies We use and the purposes for which We use
them in the table below.

You can block cookies by activating the setting on Your browser that allows You to refuse the setting of
all or some cookies. However, if You use Your browser settings to block all cookies (including essential
cookies) You may not be able to access all or parts of the Site.

Name

Type

Purpose & More Information

mfa_token

Strictly Necessary

Used to authenticate MFA devices with user accounts.

access_token

Strictly Necessary

Used to authenticate users with the application.

fu3e_session

Strictly Necessary

Used to persist user state between page requests on the application.

remember_otp

Strictly Necessary

Used to remember MFA tokens for 30 days.

XSRF-TOKEN Strictly Necessary Used to prevent CSRF attacks.

_ga Analytical Used to optimise and improve the users experience on the
application.

_ga_P6K7PKCLMV Analytical Used to optimise and improve the users experience on the

application.

authO

Strictly Necessary

Used to manage user sessions across different applications.

auth0_compat

Strictly Necessary

Backup cookie for single sign-on when browser settings are more
restrictive.

did

Strictly Necessary

Identifies devices to prevent security threats.




did_compat

Strictly Necessary

Backup cookie for device detection when browser settings are more
restrictive.

1.7 Except for essential cookies, all cookies will expire after 13 months.




