Philippe PROIX
« Manager de transition-RSSI-DSI »

> Expérience

Janvier 2001-Actuellement
Manager de transition e RSSI e Talking Cybersecurity

Consultant Expert en Cybersécurité — 27 ans d’expérience

Dirigeant d’un cabinet de conseil indépendant, j'accompagne depuis pres
de 27 ans des entreprises dans la sécurisation de leurs systémes
d’information. Manager de transition depuis 15 ans en tant que RSSI,
j'interviens sur des projets stratégiques, la gestion de crise et le
renforcement de la gouvernance. Coach pour RSSI depuis 2023, je
partage mon expertise et mon expérience aupres des nouvelles
générations.

Fort d’une expérience internationale (Canada, Etats-Unis, Europe,
Afrique du Nord) et bilingue anglais, je suis reconnu pour ma capacité a
m’adapter a des environnements multiculturels et relever des défis
complexes.

Voici la liste des clients que j'ai pu accompagner :

Industrie : LEM (Life Energy Motion), Alsthom

Banque : BNP, Société Générale, Socram, Crédit Agricole
Assurance : Macif, Generali France, Ethias, Matmut
Défense Navale : Naval Group

Transport maritime : Brittany Ferries
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Transport aérien : HOP

> Compétences clés

Communication : Depuis 2019, j’anime des sessions de sensibilisation a
la cybersécurité et, depuis 2023, je coache des RSSI dans leur pratique
guotidienne.

Leadership : JJaccompagne de nombreux clients de mon cabinet en tant
que RSSI de transition ou en tant que manager d’équipes cyber et
pratiqgue un management bienveillant et positif, en transmettant
volontiers mon expérience aux jeunes générations.



> Résultats

Exemple de résultats : Résultats obtenus :

1. Certification TISAX 2024 obtenue en moins de 6 mois pour I'un
des clients du cabinet permettant a celui-ci la reconnaissance
des constructeurs allemands au sujet de la conformité de la
cybersécurité du groupe.

2. Rétablissement des activités critiques IT en moins de 72 heures,
pour un client bancaire inclus dans un plan de résilience cyber
réduisant les pertes financieres potentielles.

3. Réduction du risque de récidive d’utilisation des vulnérabilités
grace a des correctifs immédiats et une sécurisation renforcée
des systémes d’information.

4. Mise en ceuvre d’un plan d’amélioration continue incluant des
audits réguliers, des politiques de sécurité révisées, et des
sessions de sensibilisation pour les employés et les dirigeants.

5. Renforcement de la confiance des dirigeants et des partenaires
technologiques grace a une gouvernance de a sécurité de
I'information et d’une gestion de crise efficace et transparente.

> Formation

1981- CNED- BTS Informatique de gestion
1997- VAE- Ingénieur en informatique

» Contacts

philippeproix@taIking—cvbersecu ritv.comhttps://www.taIking—cybersecurity.com
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