


World’'s Easiest
and Most Secure MFA

Instantly integrates with all apps

Users self-enroll in minutes

Users authenticate in seconds;
no codes to enter
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Flexible Authentication Ry
Options for Users &

Mobile Push - U2F - Wearables

Soft Token - HW Token

Phone Call - SMS

Biometrics




Verify Trust for Any Device

Limit Access to Compliant Devices

|dentify corporate-owned & BYO
devices

Unified Device Visibility for
laptops, desktops and mobile

Supports all platforms Windows,
MacOS, iOS, & Android

Your device's security score
is perfect!

iOS is up to date

Duo Mobile app is up to date

Face ID is enabled

Screen Lock is enabled

This device is not jailbroken

Security Checkup will never access personal
information on your device.




Easily Enforce
Compliance
with Adaptive Policies

- Customizable security policies

» Global, App & Group Level
controls

« Establishes a level of trust based
on users, networks and devices

Dashboard




Key Driver: Meet Compliance Requirements

Every security best practices guide and regulation

asks for MFA and device visibility

Meet MFA Helps meet NIST Meet DEA’s EPCS Aligned with Meet FFIEC Get visibilit
requirements 800-63 and requirements GDPR data requirements for into erson;/l
outlined in 800-171 access when approving protection laws financial P
. - . C devices used
PCI-DSS 3.2 security e-prescriptions in Europe applications
. : to access PHI
Section 8.3 requirements

COMPLIANCE

N2 APAA




