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1. Introduction

We at East West Manufacturing (“East West,” “we,” “our,” and “us”) are committed to protecting your
privacy and keeping your information safe. This Privacy Notice (“Notice”) describes how East West
handles and protects your Personal Information, our purposes for collecting Personal Information and
the rights you have over it. If you have questions about this Notice or our practices, feel free to contact
us at privacy@ewmfg.com.

2. Scope

This Notice applies to the website www.ewmfg.com, including all subdomains that link to this Notice
(“site”); or any time you interact with us or use our services online or in-person. We refer to all of the
above as our “Services.” For the purpose of this Notice, "Personal Information" means any information
that identifies, relates to or can reasonably be linked to an identified or identifiable individual, as
defined by applicable legislation. By using our Sites or otherwise using our Services, you acknowledge
this Notice and agree to our Terms and Conditions (“Terms”).

3. What Information We Collect

Information That You Provide to Us

East West only collects Personal Information that is relevant and reasonably necessary for us to provide
our Services to you. As you interact with our Site or Services, we collect Personal Information that you
share directly with us. This includes any information you provide via webforms, uploads to our Site, and
through telephone calls, text messages, letters, emails and other communications with you. In the
previous 12 months, we have collected the following Personal Information:

Customers (Prospective, Current and Past)

e Contact information such as your first and last name, email address, company, title, business
address, telephone numbers, mobile numbers.

e Financial information such as your business credit card or debit card number, bank account
information and your payment, service and purchase history.

Website Visitors

e Contact information such as your first and last name, email address, company, title, business
address, telephone numbers, mobile numbers.

Information Collected Automatically

Like many businesses, we and our service providers automatically collect information about how and
when you interact with our Site or Services (“Usage Information”), including via cookies and other
tracking technologies (see Use of Cookies and Other Tracking Technologies section below). This Usage
Information may be stored on and/or accessed from your device whenever you visit or interact with our
Site. Usage Information includes:

e Your IP address, IDFA, Android/Google Advertising ID, IMEI, or another unique identifier;

e Your Device functionality (including browser, browser language, settings and behavior,
operating system, hardware, mobile network information);

e Referring and exit web pages and URLs;
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e The areas within the Site that you visit and your activities there, including remembering you and
your preferences;

e Your Device location or other location information, including the zip code, state or country from
which you accessed the Services;

e Your Device characteristics (such as device type (computer vs. mobile) and ID, operating system,
hardware);

e (Certain other Device data, including the time of day you visit our Site or other information used
to provide analytics or other usage information;

e Information about your engagement with our emails; and

e Statistical information about how both unregistered and registered users, collectively, use the
Site and Services.

e Location information, where you are using location-based services and have enabled location
features on your device.

Information Collected from Third Parties

We collect information from partners, vendors and other third parties. For example, we might obtain
information about your use of our Site and Services, information about your use of other Sites, or
information that can help us better communicate our products and services to you.

4. Cookies And Other Tracking Technologies

We use cookies, pixels and other tracking technologies (“Tracking Technologies”) to recognize your
browser or device, learn more about your interests and deliver our Site and Services to you. Tracking
Technologies may set, change or modify settings or configurations on your device.

We may use the following types of cookies:

e Strictly necessary cookies. These cookies are essential for you to browse the Sites and use its
features, such as accessing secure areas of the site.

e Functionality cookies. Also known as “preference cookies,” these cookies allow the Sites to
remember choices you have made in the past, like what language you prefer, or what your
username and password are so you can automatically log in.

e Analytics cookies. Also known as “performance cookies,” these cookies collect information about
how you use a website, like which pages you visited and which links you clicked on. Their purpose
is to improve website functions. This includes cookies from third-party analytics services if the
cookies are for the exclusive use of the owner of the website visited.

e Advertising cookies. These cookies track your online activity to help advertisers deliver more
relevant advertising or to limit how many times you see an ad. These cookies can share that
information with other organizations or advertisers. These are persistent cookies and almost
always of third-party provenance.

The Site may contain links to other websites. East West is not responsible for the privacy practices of
such other websites. None of the links on the Site should be deemed to imply that East West endorses
or has any affiliation with the links. To learn about the ways these other sites handle your Personal
Information read their respective privacy notices.

Controlling Cookies

You can opt out of non-essential cookies by enabling an opt-out preference signal (like Global Privacy
Control) on your browser or opting out of cookies in our Sites’ cookie preference centers.


https://globalprivacycontrol.org/
https://globalprivacycontrol.org/

You can control the use of cookies on most web browsers, use the links below to modify your web
browser’s settings on the most popular browsers:

e Apple Safari
e Google Chrome

e  Microsoft Edge
e Mozilla Firefox

You can opt out of Google Ad Remarketing here.

You can opt out of Facebook Pixel tracking here.

You can opt out of LinkedIn Ads here.

You can block Google Analytics from accessing your online activity with a browser add-on here.

Learn more about cookies and similar technologies and how to opt out of targeted advertising cookies
here. More resources are also available from the Digital Advertising Alliance or the Network Advertising
Initiative. We do not control these opt-out links or whether any organization chooses to participate in
these opt-out programs.

Note that if you turn cookies off, you may not be able to benefit from the full functionality of our Sites.
Please note that even if you exercise the opt-out choices above, you may continue to receive
advertisements, for example, ads based on the website you are viewing (e.g., contextually based ads), or
ads that are not targeted at you and may be less relevant. Also, if your browser (like some Safari
browsers) is configured to reject opt-out cookies when you opt out on the DAA or NAI websites, your
opt-out may not be effective.

5. Our Purposes And Legal Bases For Collecting Information

Business Purposes for Processing Personal Information

East West only collects Personal Information where we have identified a business purpose for the
collection and we only collect information that is proportionate, relevant and necessary for that
purpose. We collect Personal Information in order to:

e Provide our services, process purchases, provide loyalty programs, create and maintain user
accounts.

e Communicate with you, respond to inquiries, engage with comments on our Site or App, send
you information on our products, promotions, and events.

e Improve our Site or Services, analyze the use of our Site to improve user experience, collect
information about our Services and your satisfaction with them.

e To create profiles that help us provide you with advertisements relevant to your interests.

e To detect, prevent and investigate illegal activity, security vulnerabilities and fraud.

e To comply with applicable laws and regulations

e To enforce our terms, agreements or policies

e Any other purpose with your consent

Legal Bases for Processing Personal Information

We rely on the following legal bases for processing your Personal Information:
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Contract: To conclude or perform a contract with you; for example:

o To manage and fulfill orders, facilitate delivery, and to provide other Services;

o To manage our accounts and records;

o To handle your inquiries and requests;
Legitimate Interests: We process your Personal Information for our legitimate interests, where
they do not override your rights and freedoms. You have the right to object to processing that is
based on our legitimate interests, as described in the “Your Privacy Rights” section of this
Notice. Examples of legitimate interests include:

o To respond to your customer service inquiries and requests for information;

o To maintain, improve, and analyze our Site and Services we offer;

o To conduct marketing activities;

o To detect, prevent, or investigate security breaches or fraud; and

o To facilitate the functionality of our Site;
Legal Compliance: To comply with our legal obligations; for example:

o To maintain appropriate records for internal administrative purposes and as required by

applicable law, and

o To provide important product safety information and notice of product recalls.
Consent: We process your Personal Information where you have given us permission to do so.
For example, we will only send you information on sales and promotions where you have opted
in to receiving those communications. Whenever processing is based on consent, you may
withdraw your consent at any time.

6. Disclosures Of Personal Information

In the previous 12-month period we have disclosed Personal Information such contact information and
financial information to service providers such as marketing and analytics providers and payment
processors.

We may also share Personal Information in the following circumstances:

As part of any reorganization, merger, sale, joint venture, assignment, transfer or other
disposition of all or any portion of our business, assets or stock (including in bankruptcy or similar
proceedings).

Where required to do so by law or in the good faith belief that such action is appropriate: (a)
under applicable law, including laws outside your country of residence; (b) to comply with legal
process; (c) to respond to requests from public and government authorities, including public and
government authorities outside your country of residence; (d) to enforce our terms and
conditions; (e) to protect our operations or those of any of our affiliates; (f) to protect our rights,
privacy, safety or property, and/or that of our affiliates, you or others; and (g) to allow us to
pursue available remedies or limit the damages that we may sustain.

For any other purpose with your permission or as directed by you.

Where the information is aggregate information that does not identify or otherwise relate to an
individual, unless we are prohibited from doing so under applicable law.



7. Retention Of Personal Information

East West will retain your Personal Information only for as long as is necessary for the purposes it was
collected as explained in this Notice or as legally obligated.

We utilize the following criteria to determine the length of time for which we retain Personal
Information:

e The nature and length of our relationship with you;

e The business purposes for which the information was collected;

e Legal obligations or contractual commitments;

e As necessary to defend against potential legal claims;

e As necessary to detect or prevent potential illegal activity, secure our systems and online
environment, or protect health and safety;

e The privacy impact on individuals of ongoing retention; and

e The manner in which information is maintained and flows through our systems, and how best to
manage the lifecycle of information in light of the volume and complexity of the systems in our
infrastructure.

8. Children’s Privacy

Our Site is not intended for use by children under the age of 16. We do not request, or knowingly
collect, any Personal Information from children under the age of 16. If you are the parent or guardian of
a child under 16 who you believe has provided her or his information to us, please contact us using the
information in the Contact Us section below to request the deletion of that information.

9. Visitors To The Site Outside Of The United States

Our Site is not intended for visitors outside of the United States and we do not direct our activities at
users outside of the United States. If you are visiting the Site from a location outside of the U.S., your
Personal Information will be maintained on web servers and systems located within the U.S. The data
protection laws in the United States may differ from those of the country in which you are located, and
your information may be subject to access requests from governments, courts, or law enforcement in
the United States according to laws of the United States.

10.Security

We incorporate commercially reasonable safeguards to help protect and secure your Personal
Information. However, no data transmission over the Internet, mobile networks, wireless transmission,
or electronic storage of information can be guaranteed 100% secure. As a result, we cannot guarantee
or warrant the security of any information you transmit to or from the Site, and you provide us with
your information at your own risk.

11.Your Privacy Rights

Certain regions provide data subject rights (“Privacy Rights”) to individuals resident in them; for
example, the EU, Canada, the U.K., and certain U.S. states. Depending on where you reside, you may
have the following rights:

e To know whether we process your Personal Information;

e To know the categories of Personal Information we collect about you, the purposes for the
collection, how long we retain your Personal Information, and whether that information is sold
or shared or disclosed and to whom;



e To request access to your Personal Information, request a copy of your Personal Information or
have your Personal information transferred to another controller;

e To request deletion of your Personal Information;

e To request rectification of your Personal Information;

e To opt out of the sale or sharing of your Personal Information;

e To limit the use of your Sensitive Personal Information;

o To opt out of some types of Automated Decision-Making (ADM), including profiling, or to
request human intervention or information about how ADM is conducted,;

e Not to be discriminated against for exercising your Privacy Rights; and

e To withhold or withdraw consent for the processing your Personal Information

Right to access and portability

You may have the right to request access to your Personal Information, know how it’s being used and
disclosed to third parties and to obtain a copy of your Personal Information. In some cases, you may
have the right to have your Personal Information transferred to another organization.

Right to deletion

You may have the right to request that we delete some or all of the information that we hold about you.
Depending on the applicable laws, the type of information and the method of collection, there are
exceptions to the right to deletion. For example, we may have a legal obligation to retain your Personal
Information for tax or other reasons.

Right to rectification

You may have the right to request that we correct the information we hold about you (rectification). We
encourage you to regularly review your information, as we aspire to have only accurate, relevant and
up-to-date information. If you feel that the Personal Information, we hold about you is inaccurate or
incomplete you may change it by logging into your account or submitting a request using the methods
below.

Right to opt out of sale, sharing, targeted advertising and other processing

You may have the right to opt out of certain uses of your Personal Information, for example, selling,
sharing, direct marketing or targeted advertising. You can see what information we sell or share in the
section on “Disclosures of Personal Information” above.

We do not sell Personal Information, but we recognize that some privacy laws define “Personal
Information” in such a way that making available identifiers linked to you for a benefit may be
considered a “sale.” To opt-out of this, please click on this link.

Right to Limit Use of Sensitive Personal Information

You may have the right to limit the use of Sensitive Personal Information. Currently, we do not provide
your Sensitive Personal Information to any third parties other than those service providers that are
necessary for us to provide our Services to you.

Right Not to Be Discriminated Against

We will not discriminate against you for exercising any of your Privacy Rights. For example, unless the
difference is reasonably related to the value of your Personal Information to East West, we will not

e Deny you goods or services.



e Charge you different prices or rates for goods or services, including through granting discounts
or other benefits, or imposing penalties.

e Provide you a different level or quality of goods or services.

e Suggest that you may receive a different price or rate for goods or services or a different level or
quality of goods or services.

12.Exercising Your Privacy Rights

You or your authorized agent may make a request to exercise your rights over your Personal Information
by contacting us as follows:

e By email: privacy@ewmfg.com
e By phone number: 404-252-9441
e By mail: 4170 Ashford Dunwoody Rd NE, Suite 560, Atlanta, GA 30319

You may use an authorized agent to submit your Privacy Rights request; however, we are obligated to
ensure you have properly authorized the agent to act on your behalf and we may require proof of the
written authorization.

In order to honor your rights requests, we may require you to confirm your identity and your residency
or location. If we are unable to verify your identity, we may not honor your request. Where we deny a
Privacy Rights request, we will notify you of the reason for the denial.

If you disagree with our decision not to honor your Privacy Rights request, you may appeal the decision
using the contact information provided below or submit a complaint to your local privacy or data
protection regulator.

13.Your California Privacy Rights

This section of the Notice applies solely to California residents. We adopt this Section to comply with the
California Consumer Privacy Act (“CCPA”) as amended by the California Privacy Rights Act (“CPRA”). Any
terms defined in the CCPA or CPRA have the same meaning when used in this Section.

California residents have the following rights:

e Toknow the categories of Personal Information being collected about you, the purposes for which
the categories of Personal Information are collected or used, and whether that information is sold
or shared;

e To know the length of time we intend to retain each category of Personal Information;

e To know whether your Personal Information is sold or disclosed and to whom;

e To access your Personal Information;

e To delete the Personal Information you have provided to us, with certain exceptions.

e To correct your Personal Information;

e To opt out of the sale of Personal Information;

e To know if Sensitive Personal Information (“SPI”) is being collected about you, the categories of
SPI being collected, the purposes for which the categories of SPI are collected or used, and
whether the SPI is sold or shared;

e To limit the use of your SPI if it is used for cross-contextual behavioral advertising or for the
purposes of inferring characteristics about you; and

e Not to be discriminated against, even if you exercise your privacy rights.
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Request for Information, Correction, or Deletion

California residents have the right to request, under certain circumstances, that a business that collects
Personal Information about them disclose the information listed below for the preceding 12 months:

o The categories of Personal Information collected about you;

o The categories of sources from which the Personal Information is collected;

e The business or commercial purpose for collecting, selling or sharing Personal Information;

o The categories of third parties to whom the business discloses Personal Information; and

e The specific pieces of Personal Information collected about you.
Please note that if we collected information about you for a single one-time transaction and do not keep
that information in the ordinary course of business, that information will not be retained for purposes of
a request under this section. In addition, if we have de-identified or anonymized data about you, we are
not required to re-identify or otherwise link your identity to that data if it is not otherwise maintained
that way in our records.

You can also request that we correct or delete your Personal Information. There may be certain exceptions
to our obligation to correct or delete your information such as if you have an existing account or
transaction with us or if we have a legitimate business reason to keep your information.

Personal Information Collected

We have collected the following categories of Personal Information from consumers within the last twelve
(12) months:

Category of Personal Examples of this Sources of Personal Business Purpose for
Information Category Information Collection
Identifiers Real name, alias, postal You To provide, improve and

address, unique . market our products and
) o Automatically )

personal identifier, Services

online identifier, Third Parties

To provide information you
Internal Protocol

. requested
address, email address,
account name, social To identify potential
security number, customers

driver’s license number,
passport number or
other similar identifiers. To prevent fraud

To comply with law

To verify identity

Personal information Name, signature, social You To provide, improve and
described in California security number, . market our products and
. . oo Automatically )
Civ. Code § 1798.80(e) physical characteristics Services
or description, address, Third Parties
telephone number,
passport number,
driver’s license or state
identification card

To provide information you
requested



Category of Personal
Information

Characteristics of
protected classifications
under California or
federal law

Commercial information

Sources of Personal
Information

Examples of this
Category

number, insurance
policy number,
education, employment,
employment history,
bank account number,
credit card number,
debit card number, or
any other financial
information, medical
information, or health
insurance information.

Age (40 years or older), You
race, color, national
origin, citizenship,
marital status, medical
condition (AIDS/HIV
status, cancer), physical
or mental disability, sex
(including gender,
gender identity, gender
expression, pregnancy
or childbirth and related
medical conditions),
sexual orientation,
veteran or military
status, familial status,
source of income status.

Third Parties

Records of personal You
property, products or
services purchased,
obtained, or considered,
or other purchasing or
consuming histories or

tendencies.

Automatically

Business Purpose for
Collection

To identify potential
customers

To verify identity
To prevent fraud

To comply with law

To provide, improve and
market our products and
Services

To provide information you
requested

To identify potential
customers

To verify identity
To prevent fraud

To comply with law

To provide, improve and
market our products and
Services

To provide information you
requested

To identify potential
customers

To verify identity
To prevent fraud

To comply with law



Category of Personal
Information

Biometric information

Internet or other
electronic network
activity information

Geolocation data

Examples of this
Category Information
An individual’s genetic, You
physiological, biological
or behavioral
characteristics, including
information pertaining
to an individual’s
deoxyribonucleic acid
(DNA) or activity
patterns that can be
used to establish
individual identity,
including images of the
iris, retina, fingerprint,
face, hand, palm, vein
patterns.

Automatically

Browsing history, search Automatically
history, and information

regarding a consumer’s

interaction with an

Internet Web site,

application, or

advertisement.

Physical location and/or You

movements. Automatically

Third Parties

Sources of Personal

Business Purpose for
Collection

To provide, improve and
market our products and
Services

To provide information you
requested

To identify potential
customers

To verify identity
To prevent fraud

To comply with law

To provide, improve and
market our products and
Services

To provide information you
requested

To identify potential
customers

To verify identity
To prevent fraud

To comply with law

To provide, improve and
market our products and
Services

To provide information you
requested

To identify potential
customers

To verify identity
To prevent fraud

To comply with law



Category of Personal
Information

Sensory data

Professional or
employment related
information

Non-public education
information (per the

Sources of Personal
Information

Examples of this
Category

Audio, electronic, visual, You
thermal, olfactory, or

S . Automatically
similar information.

Current or past job You
history or performance
evaluations

Education records You

directly related to a Third Parties

Family Educational Rights student maintained by

and Privacy Act - 20
U.S.C. § 1232g, 34 CFR
Part 99)

an educational
institution or party
acting on its behalf, such
as grades, transcripts,
class lists, student
schedules, student
identification codes,
student financial
information, or student
disciplinary records.

Business Purpose for
Collection

To provide, improve and
market our products and
Services

To provide information you
requested

To identify potential
customers

To verify identity
To prevent fraud

To comply with law

To provide, improve and
market our products and
Services

To provide information you
requested

To identify potential
customers

To verify identity
To prevent fraud

To comply with law

To provide, improve and
market our products and
Services

To provide information you
requested

To identify potential
customers

To verify identity
To prevent fraud

To comply with law



Category of Personal
Information

Inferences drawn from
other Personal
Information

Sensitive Personal
Information

Sources of Personal
Information

Examples of this
Category
Information used to You
create a profile about a
consumer reflecting the
consumer’s preferences, Third Parties
characteristics,

psychological trends,

predispositions,

behavior, attitudes,

intelligence, abilities,

and aptitudes.

Automatically

Social security number, You
driver’s license number,
account log-in, debit, or
credit card number in
combination with
password or PIN, precise
geolocation (less than
1850 sf radius),
racial/ethnic origins,
religious or
philosophical beliefs,
union membership,
contents of e-mails or
texts to others,
genetic/biometric data,
health information, sex
life/sexual orientation
data

Business Purpose for
Collection

To provide, improve and
market our products and
Services

To provide information you
requested

To identify potential
customers

To verify identity
To prevent fraud

To comply with law

To provide, improve and
market our products and
Services

To provide information you
requested

To identify potential
customers

To verify identity
To prevent fraud

To comply with law

Information related to how long we retain each category of Personal Information is included in the
Retention Of Personal Information section above.

Personal Information Sold or Shared

We have sold or shared (as those terms are defined in the CCPA) to third parties the following Categories
of Personal Information in the last twelve (12) months:



Category of Personal Information Recipient Categories Purpose for Sale/Sharing

Identifiers Advertising, marketing, and Marketing and analytics
analytics providers

Internet or other electronic Advertising, marketing, and Marketing and analytics
network activity information analytics providers

We do not have actual knowledge that we sell or share the Personal Information of consumers under 16
years of age.
Personal Information Disclosed for Business Purposes

We have disclosed the following categories of Personal Information for business purposes in the last
twelve (12) months:

Category of Personal Recipient Business Purpose for Disclosure

Information Categories

Identifiers Service Helping to ensure the security and integrity of Personal
Providers Information

Debugging to identify and repair errors
Performing services on behalf of the business

Internal research for technological development and
demonstration

Activities to verify or maintain the quality of, improve,
upgrade, and/or enhance of our services

Personal information Service Helping to ensure the security and integrity of Personal
described in California Providers Information

Civ. Code § 1798.80(e) Debugging to identify and repair errors
Performing services on behalf of the business

Internal research for technological development and
demonstration

Activities to verify or maintain the quality of, improve,
upgrade, and/or enhance of our services

Characteristics of Service Helping to ensure the security and integrity of Personal
protected classifications Providers Information
under California or

Debugging to identify and repair errors
federal law

Performing services on behalf of the business



Category of Personal
Information

Recipient

Commercial information Service

Providers
Internet or other Service
electronic network Providers
activity information
Sensory data Service

Providers
Professional or Service
employment-related Providers

information

Categories

Business Purpose for Disclosure

Internal research for technological development and
demonstration

Activities to verify or maintain the quality of, improve,
upgrade, and/or enhance of our services

Helping to ensure the security and integrity of Personal
Information

Debugging to identify and repair errors
Performing services on behalf of the business

Internal research for technological development and
demonstration

Activities to verify or maintain the quality of, improve,
upgrade, and/or enhance of our services

Helping to ensure the security and integrity of Personal
Information

Debugging to identify and repair errors
Performing services on behalf of the business

Internal research for technological development and
demonstration

Activities to verify or maintain the quality of, improve,
upgrade, and/or enhance of our services

Helping to ensure the security and integrity of Personal
Information

Debugging to identify and repair errors
Performing services on behalf of the business

Internal research for technological development and
demonstration

Activities to verify or maintain the quality of, improve,
upgrade, and/or enhance of our services

Helping to ensure the security and integrity of Personal
Information

Debugging to identify and repair errors
Performing services on behalf of the business

Internal research for technological development and
demonstration



Category of Personal Recipient Business Purpose for Disclosure

Information Categories
Activities to verify or maintain the quality of, improve,
upgrade, and/or enhance of our services
Sensitive Personal Service Helping to ensure the security and integrity of Personal
Information Providers Information

Debugging to identify and repair errors
Performing services on behalf of the business

Internal research for technological development and
demonstration

Activities to verify or maintain the quality of, improve,
upgrade, and/or enhance of our services

Do Not Sell My Personal Information

As a California resident, you also have the right, at any time, to tell us not to sell Personal Information —
this is called the “right to opt-out” of the sale of Personal Information. We do not sell Personal
Information, but we recognize that some privacy laws define “Personal Information” in such a way that
making available identifiers linked to you for a benefit may be considered a “sale.” To opt-out of this,
please click on this link.

Right to Limit Use of Sensitive Personal Information

California residents have the right to limit the use of each type of Sensitive Personal Information for each
purpose with each type of third-party partner. Currently, we do not collect Sensitive Personal
Information.

Right Not to Be Discriminated Against

We will not discriminate against you for exercising any of your rights under the CCPA. Unless permitted
by California law, we will not:

e Deny you goods or services.

e Charge you different prices or rates for goods or services, including through granting discounts or
other benefits, or imposing penalties.

e Provide you a different level or quality of goods or services.

e Suggest that you may receive a different price or rate for goods or services or a different level or
quality of goods or services.

Third Party Marketing

California Civil Code Section 1798.83 permits our users who are California residents to request and obtain
from us a list of what Personal Information (if any) we disclosed to third parties for their own direct
marketing purposes in the preceding calendar year and the names and addresses of those third parties.
We do not currently disclose Personal Information protected under this section to third parties for their
own direct marketing purposes.



Exercising Your California Privacy Rights

You or your authorized agent may make a request to access, correct, delete, opt-out of the sale of your
Personal Information, or limit the use of your Sensitive Personal Information by contacting using the
information in the Contact Us section below.

If you use an authorized agent to submit your request, we may require proof of the written authorization
you have given. We also may require you to confirm your identity and your residency to obtain the
information, and you are only entitled to make this request twice in a 12-month period. For emails, please
include “California Privacy Rights” as the subject line. You must include your full name, email address, and
attest to the fact that you are a California resident. We will acknowledge your request within 10 days and
respond to your request within 45 days or let you know if we need additional time. If you make this request
by telephone, we may also ask you to provide the request in writing so that we may verify your identity.
If we are unable to honor your request for any reason, we will notify you of the reason within the request
time period.

14.Changes To This Privacy Notice

We may change this Privacy Notice at any time. We will post all changes to this Notice on this page and
will indicate at the top of the page the modified Notice’s effective date. We encourage you to refer to
this page on an ongoing basis so that you are aware of our current privacy practices. If required by the
applicable law, we will notify you of the changes.

15.Contact Us

If you have any questions or suggestions regarding this Notice, please contact us as follows:

East West Manufacturing
4170 Ashford Dunwoody Road
Suite 560

Atlanta, GA, USA 30319

Phone: 404.252.9441

Email: privacy@ewmfg.com
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