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Politicade PLD/FTP

Esta politica define as regras internas e os protocolos necessarios para mitigar a ocorréncia de
atividades criminosas como Lavagem de Dinheiro (LD), Financiamento do Terrorismo e a Proliferacio

de Armas de Destruicdo em Massa (FTP), de acordo com a legislacdo vigente no Brasil.

A Alta Administracdo da BRP PAY se compromete com a efetividade e a melhoria continua da politica
de PLD/FTP, aprovando-a e assegurando seu cumprimento pela firma na Politica de Governanca e
Comprometimento da Alta Administracdo com a PLD/FTP (PGCA), que faz parte do nosso Programa de

Compliance.

1. ESTRUTURA DE PLD/FTP E AUDITORIAS

Nossa area de PLD/FTP supervisiona, monitora e relata atividades suspeitas identificadas, como
também, contratamos especialistas para realizar auditorias independentes dos processos de Prevencao
a Lavagem de Dinheiro, Combate ao Financiamento do Terrorismo e a Proliferacdo de Armas de
Destruicdo em Massa, assegurando conformidade regulatéria e a melhoria constante das praticas

implementadas.

1.1. GOVERNANGA DA AVALIACAO INTERNA DE RISCO

O processo de avaliacdo interna de riscos é fundamental, deve ser aprovada e registrada
oficialmente pelo Diretor responsavel pela Politica PLD/FTP, em seguida encaminhada a ciéncia do
Comité de Gerenciamento de Riscos e do Conselho Administrativo (Alta Administracio), bem como
revisada a cada dois anos ou sempre que ocorrerem mudancas substanciais nos perfis de risco

identificados.

2. CONCEITOSE LEGISLACAO

Centralizamos as referéncias legais e normativas no nosso Programa de Compliance que norteia os
principais Conceitos, Definicoes, Disposicoes, Normas disciplinadoras, Portarias, Instrucoes e

Normativos de qualquer érgao regulador e disciplinador da legislacao brasileira do mercado financeiro
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e de meios eletronicos de pagamentos brasileiro, que deve ser consultada para a continuidade da leitura

deste documento. Algumas delas, especialmente no contexto desta Politica de PLD/FTP, sao:

Banco Central do Brasil - BCB:
o Circularn®3.978/2020 e n° 4.005/2020.
o Resolucdes: n°119/2021; n°282/2022 e n° 344/2023.
o Carta Circular: 4.001/2020.
As Leis n® 9.613/98; n° 12.850/13; n® 12.864/13, n° 13.260/2016 e n° 13.810/2019.
Conselho de Controle de Atividades Financeiras (COAF).
Resolucoes CMN.
Recomendacdes do Grupo de Acdo Financeira Internacional (GAFI/FATF), FCPA e UK Bribery Act.

Estratégia nacional de combate a corrupcdo e a lavagem de dinheiro (ENCCLA).

APLICABILIDADE E ESCOPO

Esta politica se aplica a:

Todos os ECs (clientes finais);
A prépria BRP PAY e sua governanca;
Todas as operacoes, transacoes, produtos e servicos oferecidos;

Funciondrios, parceiros e prestadores de servicos terceirizados.

ATRIBUICOES E RESPONSABILIDADES

4.1. GESTORDE PLD/FTP

Conforme exigido pelo BACEN, indicamos formalmente um gestor responsavel por PLD/FTP, cujas

atribuicoes incluem:

I.  Supervisionar a avaliacdo interna de riscos de lavagem de dinheiro;
Il.  Assegurar a implementacdo de controles internos eficazes para deteccido de atividades
suspeitas;
IIl.  Aprovar relatérios de efetividade da politica e auditorias internas.

IV.  Supervisionar a comunicacao de operacoes suspeitas ao COAF;
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VII.
VIII.

XI.
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Assegurar que todas as transacoes sejam devidamente analisadas e reportadas, quando
necessario.

Assegurar que todos os funciondrios recebam treinamento periédico sobre PLD/FTP;
Promover cultura de prevencao e conformidade.

Monitorar listas restritivas de sancoes nacionais e internacionais;

Supervisionar as ferramentas utilizadas para triagem de clientes, fornecedores e parceiros
comerciais.

Definir, aprovar e revisar periodicamente a Politica de PLD/FTP;

Representar a Empresa junto ao Banco Central e demais 6rgaos reguladores;

Assegurar que os procedimentos de prevencdo a lavagem de dinheiro estejam em

conformidade com normativas do BACEN, COAF e padrdes internacionais (GAFI).

. DIRETORIA

Revisar e aprovar as diretrizes aplicaveis as questdes de PLD e CFT, bem como todas as
Politicas de KYC, KYE, KYP, KYS, dentre outras, bem como avalia as solicitacbes de
autorizacdo excepcionais ou de mais elevado privilégio decisorio;

Zelar e supervisionar o cumprimento e aderéncias das praticas com o auxilio do Compliance
e das demais areas abrangidas neste documento;

Disponibilizar e viabilizar recursos para que toda a organizacdo possa alcancar seus

objetivos;

. RECURSOS HUMANOS (RH)

Viabilizar programas de treinamento perioddicos garantindo que todos os Colaboradores
estejam treinados, constantemente, quanto as suas responsabilidades de acordo com as
diretrizes deste documento, alertando-os em relacdo as sancbes aplicaveis em caso de
violacdo dessas politicas, juntamente com o Compliance;

Selecionar e recrutar os Colaboradores em consonancia com as definicoes do KYE;

4.4. GESTORES
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acompanhar o desempenho e conduta dos colaboradores, participar dos treinamentos e

assegurar que todos se empenhem para cumprir as diretrizes aqui definidas.

4.5. COMPLIANCE

Ajuda na criacao, revisao, aprovacao das diretrizes aplicaveis de todas as Politicas relativas
ao tema, validando as atualizagbes da legislacdo vigente aplicavel, assegurando a
conformidade;

Divulga e conscientiza aos Colaboradores e Parceiros sobre as disposicoes deste
documento e suas atualizacoes;

Informa a UIF - Unidade de Inteligéncia Financeira os casos considerados suspeitos, apos ter
passado pelo Comité de Compliance.

Participa da verificacdo das pessoas fisicas envolvidas com as atividades da BRP PAY,
constam nas listas restritivas, PEP, Blacklist interna, Midia Negativa, COAF, dentre outras,
mediante solicitacdo, bem como revisa periodicamente, podendo reprova-la, bem como
deliberar sobre o desligamento de suas atividades relacionadas.

Garante o funcionamento do Canal de Denuncias de forma confidencial e segura para o

denunciante, para relatar possiveis violacoes desta Politica.

4.6. AUDITORIAINTERNA

Realiza

auditorias regulares, sempre que necessério, gerando relatérios de conformidade com

sugestoes de melhorias e acoes praticas.

4.7. COMITE DE PLD/FTP, COMPLIANCE E CONTROLES INTERNOS

E de responsabilidade do Comité de PLD/FTP, Compliance e Controles Internos:

Deliberar em face da proposta de comunicacdo ao Conselho de Controles de Atividades
Financeiras (COAF), relativo as operacdes realizadas ou servicos prestados que possam

configurar a existéncia de indicios de lavagem de dinheiro e financiamento ao terrorismo.
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Il.  Promover a adequacao das atividades operacionais com as exigéncias legais e
regulamentares, assim como aplicar as melhores praticas na andlise das transacbes e nos
procedimentos de comunicacao aos érgaos competentes.

Ill.  Validar as manutencoes das normas pertinentes a essa politica e assegurar o envolvimento

de todas as areas para conformidade dos termos aqui definidos e sua aplicabilidade.

O Comitéde PLD/FTP, Compliance e Controles Internos sera composto de no minimo 3 (trés) e sem
ndimero maximo de membros, sendo obrigatéria a presenca do Gerente de PLD/FTP, Compliance e
Controles Internos, bem como do Diretor Executivo responsavel pelo cumprimento das obrigacoes

previstas na Circular 3.978/20 do Banco Central do Brasil.

4.8. OPERACOES

I.  Analisar os Clientes, Fornecedores, Parceiros e Colaboradores, mitigando o risco aplicando
as Politicas de KYC, KYP, KYS e KYE, solicitando ao Compliance a aplicacdo das suas
responsabilidades quanto aos procedimentos de validacdo, recebendo resposta positiva ou
negativa quanto a sua avaliacio.

Il.  Manter o sistema atualizado com todas as informacdes e documentos da operacao;
Ill.  Monitorar e controlar o risco analisando as transacdes dos clientes e reportando ao
Compliance caso seja identificada alguma atipicidade, validando a quantidade, frequéncia e

perfil comportamental do(s) chargeback por Cliente;

4.9. TECNOLOGIA DA INFORMACAO

Adreade Tl deve:
I.  Garantirasegurancadossistemas e dainformacao, protegendo os dados de toda a operacao,
monitorando e respondendo a qualquer incidente de seguranca;
Il.  Implementar controles de acesso aos dados dos sistemas e atualizacdes de seguranca;

Ill.  Participar de treinamentos para se atualizar constantemente sobre novas tecnologias e as
melhores praticas de seguranca dainformacio;

IV.  Garantir aconformidade com as normas de seguranca da informacao, em especial quanto ao
PCI DSS.
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4.10. TODOS OS FUNCIONARIOS

Todos os funcionarios devem cumprir esta politica e reportar atividades suspeitas ao setor de

Compliance.

5. PESSOAS POLITICAMENTE EXPOSTAS (PEP)

Para os fins deste documento, conforme exposto na Circular n° 3.978/20, consideramos Pessoas

Expostas Politicamente (PEPs) como:

“I - familiar, os parentes, na linha reta ou colateral, até o segundo grau, o conjuge,
o companheiro, a companheira, o enteado e a enteada; e
Il - estreito colaborador:
a) pessoa natural conhecida por ter qualquer tipo de estreita relacdo com pessoa
exposta politicamente, inclusive por:
1. ter participacdo conjunta em pessoa juridica de direito privado;
2. figurar como mandatdria, ainda que por instrumento particular da pessoa mencionada no
item 1; ou
3. ter participacdo conjunta em arranjos sem personalidade juridica; e
b) pessoa natural que tem o controle de pessoas juridicas ou de arranjos sem personalidade juridica,
conhecidos por terem sido criados para o beneficio de pessoa exposta politicamente.”
Bem como o disposto no Art. 27 “Da Qualificacdo como Pessoa Exposta Politicamente” da

mesma circular.

A BRP PAY deve adotar controles reforcados para clientes classificados como Pessoas Expostas
Politicamente (PEPs), incluindo: (i) Verificacdo em listas de sancdes internacionais; (ii) Monitoramento
de suas transacoes; (iii) Solicitar a aprovacio da Diretoria e do Compliance para se estabelecer negdcios
com PEPs e reavaliacdo periddica desta relacdo comercial; e (iv) Identificar a origem dos recursos
envolvidos nas transacoes dos clientes, avaliando a compatibilidade das operacées com o patriménio,

caso seja conhecido.
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6. AMAZENAMENTO DE REGISTROS

Todos os registros de identificacao, verificacdo e transagoes dos clientes, bem como dos fornecedores,
parceiros e prestadores de servicos (e os contratos com eles), dentre outras informacoes transacionais,
devem ser armazenados por no minimo 5 anos, podendo ser estendidos para 10 anos conforme a
relevancia e o risco associado as transacoes. Essa exigéncia segue o disposto na Circular 3.978/2020 e

outras regulamentacdes aplicaveis.

7. ANALISE PREVIA DE NOVOS PRODUTOS, SERVICOS E TECNOLOGIAS

Ocorrerd uma analise de novos produtos e tecnologias antes de introduzi-los no mercado, com a

finalidade de reduzir os riscos relacionados ao tema desta politica. Essas avaliacdes levam em conta:

a) Prévia:
. Como o novo produto/servico pode influenciar oriscode LD e FT;
Il. O perfil dos clientes que visados e o risco potencial associado a eles;
Ill.  Aprovacaodo setor de Compliance sobreoriscoda BRP PAY sobre o novo produto / servico;
b) Posterior a implementacdo: Avaliacdo continua para verificar se estd funcionando

adequadamente.

O cumprimento das normas regulamentares e das melhores praticas do mercado.

8. PERFIS DE LIMITES DE RISCO

A definicdo dos limites de risco para os EC é uma segmentacao dindmica, ndo sendo um valor Gnico para
todos, mas baseada na analise de risco, na avaliacdo do perfil comportamental padrao do segmento de

atuacao, no tempo e modelo de operacao, dentre outros fatores.

Todas as transacoes atipicas geram alertas ao time de risco, que dependendo da operacdo, age

imediatamente ou em D+1 a transacao, sempre antes da liquidacao dos recursos ao EC.

O sistema de monitoramento transacional possui um motor de regras para classificar automaticamente
as transacoes atipicas, sempre que processadas as transacoes realizadas, baseado em alguns fatores e

caracteristicas, e estdo definidas no Manual de MSAC.
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9. PROCESSOS E PROCEDIMENTOS

9.1. MSAC - MONITORAMENTO, SELECAO, ANALISE E COMUNICACAO

Os procedimentos internos de MSAC de transacoes e situacdes suspeitas objetivando a prevencao
de LD e o FT, conforme a regulacdo do BCB, estao definidos no “Manual de MSAC”, que é parte

integrante de toda a nossa politica antifraude e anticorrupcao.

9.2. INDISPONIBILIZAGAO DE BENS E ATIVOS

Em conformidade legislacao brasileira, caso hajaidentificacdo de vinculo de clientes, colaboradores,
parceiros ou qualquer terceiro, com o terrorismo, procederemos com a indisponibilidade de bens e

ativos, que pudermos executar.

9.3. CLASSIFICACAO DOS RISCOS

Os riscos identificados sdo examinados considerando tanto as chances de acontecer quanto o
tamanho de suas consequéncias nos dmbitos financeiro, juridico, de reputacao e socioambiental. As

categorias derisco sao:

e Risco Alto: Necessita de medidas de seguranca adicionais e vigilancia minuciosa;
e RiscoModerado: Acompanhamento regular e avaliacdes adicionais conforme necessario;
e Risco Reduzido: Implementacdo de controles simplificados em conformidade com as normas

regulamentares.

Poderemos usar como apoio para essa analise os relatérios e pesquisas de entidades publicas do
Brasil, sempre que estiverem disponiveis, tais como Banco Central do Brasil e COAF e organismos

internacionais.

9.4. QUALIFICACAO E AVALIACAO BASEADA EM RISCO - ABR

Periodicamente realizamos uma avaliacdo de riscos interna, a fim de identificar e qualificar as
ameacas relacionadas aos crimes de lavagem de dinheiro e ao financiamento do terrorismo. Esse

processo considera os seguintes perfis:
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Clientes (ECs) A BRP PAY Operacoes, transacoes, Funcionérios,
produtos e servicos parceiros e terceiros
incluindo segmento de considerando seu abrangendo modelos de levando em conta seu
atuacao, perfil das modelo de negécio e negdcios, segmentos envolvimento em

transacbes e histérico 4area geografica de operacionais, natureza, processos criticos para

financeiro e atuacéo; volume e frequéncia das asegurancafinanceira
comportamental (possivel transacoes, portifélio,

envolvimento em canais de distribuicdo e a

atividades suspeitas ou utilizacdo de novas

presenca em listas de tecnologias

sancoes);

As principais fases, suas as andlises e acoes sao:
l. IDENTIFICACAO: Riscos inerentes, Tecnoldgicos e de Fraude;
[I.  ANALISE: Grau de relevancia, Probabilidade e Impacto;
I1. RESPOSTA: Aceitar, Compartilhar e Evitar;
IV.  CONTINGENCIA: Plano de Contingéncia.

9.5. DILIGENCIA CONTINUA E COOPERATIVA

O monitoramento constante dos Clientes Finais (ECs), e suas transacoes, fazem parte de um
processo continuo de avaliacdo de riscos, onde identifica-se mudancas de perfil, sejam no cadastro
(endereco, sécios, beneficiarios finais etc.) e no comportamento de uso e consumo dos nossos
produtos e servicos (transacional), onde constantemente analisamos o perfil de risco, visando a
prevencao a fraudes, especialmente os indicios sobre a possivel atividade de lavagem de dinheiro

ou financiamento ao terrorismo.

Nesse processo, descrito por esta politica e suas partes integrantes, todas as transacoes analisadas
e identificadas como suspeitas, as identificadas como ilicitos de alto impacto, identificadas como
indicios de fraude, lavagem de dinheiro ou financiamento ao terrorismo, as diligenciadas para
comunicacao ao COAF, e outras que sejam elencadas ao bloqueio preventivo de valores, visando
indisponibilizar os ativos, serdo comunicadas ao Credenciador / Adquirente para deliberacio
conjunta das acdes a serem tomadas, que podem até ensejar o encerramento do relacionamento

comercial com o EC (conta, contrato etc.).
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9.6. CHARGEBACK

As diretrizes estabelecidas na Politica de Gestao de Chargebacks (PGC), da Politica de Gestao de
Riscos (PGROL), que incluem os riscos financeiros e operacionais, em conjunto com as definicoes
aqui especificadas, visam orientar o gerenciamento das ocorréncias e prevencao de possiveis riscos

financeiros, garantindo o cumprimento regulatério vigente.

9.7. FLUXO DE VERIFICAGAO DAS LISTAS RESTRITIVAS

Utilizamos a plataforma ZABIT PLD para o Screening e a consulta nas listas de sancbes e o
Background Check é feito com base no Nome, Razao Social, CPF e/ou CNPJ. As principais listas

consultadas s3o:

i. OFAC;

ii. EU;

iii. GOVUK;

iv. FBI;

V. INTERPOL,;

Vi. UNSC (CSNU);

vii. Canada Sanctions;

viii. Directorate of Defense Trade Controls (DDTC);
iX. CVM - Alerta Suspensio;

X. CVM - Penalidade Temporaria;

Xi. CVM - Termo Compromisso;

Xii. CEAF;

xiii. CNEP;

Xiv. MTE (Trabalho Escravo);

XV. CEPIM;

XVi. CEIS;

xvii.  Listas do Banco Central do Brasil

xviii. Embargos do Ibama;

XiX. Inidéneos TCU (Tribunal de Contas da Unido);
XX. Acordos de Leniéncia (Controladoria-Geral da Unido);
XXi. Processo Administrativo Disciplinar (BSM Supervisdo);
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Impedidos de Licitar e Contratar Banco;
Tribunal de Contas do Estado de Sao Paulo;
SEAPE-DF;

Conselho Nacional de Justica;

COAF,

Durante o monitoramento diario, semanal ou mensal, conforme as regras configuradas,

monitoramos as seguintes listas:

Listas Padroes:

l.
I.
1.
V.

CSNU - Sancoes impostas pelo Conselho de Seguranca das Nacdes Unidas (Internacional);
OFAC - Sancoes impostas pelo governo dos Estados Unidos (Internacional);
Regides Fronteiricas: CEPs de regides de fronteira do Brasil (IBGE);

PEP - Pessoa politicamente exposta - arquivo enviado pelo cliente;

Listas Extras:

l.

I.
1.
V.
V.
VI.
VII.

HM Treasury - Sancbes impostas pelo governo do Reino Unido (Internacional);
EU - Sancdes impostas pela Unido Europeia (Internacional);

CEIS - Cadastro nacional de Empresas Inidéneas e Suspensas;

CEPIM - Cadastro de Entidades Privadas sem fins lucrativos Impedidas;
CNEP: Cadastro Nacional de Empresas Punidas;

CEAF - Cadastro de Expulsoes da Administracao Federal;

Trabalho escravo;

O processo ocorre em 3 fases:

1. Extracdo: onde diariamente sao atualizadas as listas das fontes.

2. Match: comparamos o arquivo cadastral e de movimentacdo do EC com as bases das listas,

seja por CNPJ ou CPF do EC, e da contraparte, caso tivermos os dados. A analise das regioes
fronteiricas é feita pelo CEP. O cédigo da profissao é usado para identificar as atividades de
risco. Passamos nas listas internacionais e faz-se o batimento por Match do Nome e do AKA
por aproximacao de similaridade. Os nomes utilizados sdo os enviados no Arquivo Cadastral
(Titular) ou Arquivos de Movimentacoes (Contraparte).

Alerta / Apontamento: para evitar duplicidade de informacdes, aplica-se a seguinte légica na

geracdo de apontamentos:
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e Titulares: Quandoum titular é identificado em uma determinada lista e um apontamento
é gerado, novos apontamentos ndo sdo emitidos caso ele volte aaparecer namesmallista.
No entanto, se o mesmo titular for identificado em uma lista diferente, um novo
apontamento é devidamente gerado.

e Contrapartes: As contrapartes seguem a mesma légica descrita para os titulares, sendo
gue cada contraparte é associada a um titular especifico. Caso uma mesma contraparte
seja consultada em relacao a outro titular, um novo apontamento serd emitido.

Para facilitar a visualizacdo, os apontamentos gerados sdo agrupados por titular e listados

na plataforma ZABIT.

9.8. SISTEMAS E FERRAMENTAS

Para assegurar o cumprimento das obrigacdes de PLD/FTP, utilizamos a Plataforma Zabit para
gestdao 360° do nosso programa de PLDFTP. O detalhamento dos mdédulos e funcionalidades da
plataforma, pode ser encontrado na apresentacao técnica da ferramenta, onde demonstramos o
monitoramento de transacdes e analise de risco, integracdo com terceiros para screening de ECs e
Beneficiarios Finais, verificacdo de listas restritivas e acesso aos Bureaus de informacdo para

avaliacao de riscos e qualificacdo de clientes.

9.9. CONHECA O SEU CLIENTE (MANUAL DE KYC - KNOW YOUR CUSTOMER)

A BRP PAY implementou processos para identificar os ECs (clientes), sejam pessoas fisicas ou
juridicas, que realizam operacdes ou mantém relacionamento comercial ativo, que por meio da uma
analise cuidadosa, coleta, andlise, classificacdo, qualificacdo, identificacdo e monitoramento, desde
o cadastro inicial até o encerramento da relacdo, assegurando a constante atualizacdo das
informacoes. O detalhamento dos procedimentos e demais diretrizes no processo de KYC estao

descritos no Manual de KYC.
PROCEDIMENTOS DE ESPECIAL ATENCAO “RED FLAG”

Alguns procedimentos mais rigorosos de analise e monitoramento de Clientes ou Parceiros os quais
devem conter a aprovacdo do Comité de PLD, Compliance e Controles Internos para inicio da
relacdo de negécio ou manutencao do relacionamento com Cliente ou Parceiro ja existente, sao

considerados como de Especial Atencao (Red Flags).
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9.10. CONHEGCA O SEU FUNCIONARIO (MANUAL DE KYE - Know Your Employee)

Os processos de verificacdo e monitoramento que garantem que os funciondrios e terceiros sigam
as diretrizes de Prevencdo a Lavagem de Dinheiro (PLD), Financiamento do Terrorismo e
Proliferacdo de Armas de Destruicdo em Massa (FTP) estdo definidos no Manual de KYE. Elagarante
gue estejam em conformidade com os padroes éticos profissionais legais para evitar fraudes e

cumprir a legislacao atual aplicavel.

9.11. CONHECA O SEU PARCEIRO (MANUAL DE KYP - Know Your Partner)

O Manual de KYP visa orientar sobre a devida diligéncia que precisa ser feita no parceiro e
acompanhar a sua jornada comercial, garantindo que esteja seguindo as normas regulatorias
estabelecidas pela legislacdo, em relacdo a qualidade dos servicos prestados, bem como 0s nossos

valores éticos, e no cumprimento das leis regulatérias vigentes.

9.12. CONHECA O SEU FORNECEDOR (MANUAL DE KYS - Know Your Supllier)

Para assegurar que se realize uma avaliacdo detalhada ao escolher e contratar seus fornecedores,
garantindo que eles estejam em conformidade com as leis, praticando condutas éticas adequadas, e
sem representarem ameacas aos negocios e sua continuidade, devido a prética de possiveis
atividades ilegais ou violagbes de direitos humanos, entre outros desvios comuns de
comportamento empresarial inadequado, criou-se o Manual de KYS, onde é aplicavel a todos os

fornecedores de produtos ou servicos, independentemente do porte ou localizacdo.

9.13. IDENTIFICAGCAO E CORRECAO DE DEFICIENCIAS NOS CONTROLES INTERNOS

A areade Compliance serd responsavel por coordenar a identificacdo e correcdo de deficiéncias nos

controles internos, e pode envolver outras areas para:

e Realizacdo de auditorias regulares para verificar se os controles internos estao sendo seguidos
corretamente;

¢ Acompanhamento constante de possiveis falhas e irregularidades;

¢ Implementar medidas corretivas com cronogramas estabelecidos para sua execucéo;

e Informar regularmente a Direcdo sobre como os controles estdo funcionando e quais ajustes

podem ser necessarios, se for o caso.
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10. PROIBICOES

Nos manuais de KYC, KYS, KYP e KYE estao definidos os segmentos restritos, as proibicoes, vedacoes

e sancdes para cada caso e segmento comercial, que devem ser seguidos rigorosamente.

E terminantemente proibido o fornecimento a terceiros e aos respectivos envolvidos, informacdes
sobre eventuais comunicagoes efetuadas em decorréncia de indicios de lavagem de dinheiro ou

financiamento ao terrorismo.

Naimpossibilidade de cumprir com a devidadiligéncia em face aos procedimentos de coleta, verificacao,
validacao, atualizacdo de informacodes cadastrais, a relacdo de negécio com o Cliente, Fornecedor,
Parceiro ou candidato a colaborador nao podera ser estabelecida, devendo todo e qualquer tipo de

operacao, que tenha sido iniciada, seja descontinuada e finalizada.

11. SANCOES

Em decorrénciade qualquer identificacdo de indicio, ou descumprimento tacito, de lavagem de dinheiro,
financiamento ao terrorismo, corrupcao, suborno ou qualquer ato ilicito, serd aplicado as sancoes
previstas no referido diploma legal, cabiveis as pessoas infratoras, dentre elas: (i) desligamento do
contrato de trabalho do Colaborador; (ii) encerramento de parceria comercial com o Parceiro; (iii)
descontinuidade da relacdo de negdcios com um Fornecedor; (iv) rescisdao do contrato de quaisquer
terceiros contratados ou prestadores de servico e, (v) clientes, como Estabelecimentos Comerciais, que
terdo suas contas bloqueadas (e bens/ativos indisponibilizados) enquanto durar o processo de apuracio
da fraude e o contrato de prestacao de servicos rescindido, além de penalidades administrativas,

criminais e até mesmo a comunicacao dessas infracdes aos 6rgios competentes, quando aplicavel.

A negligéncia e a falha voluntaria sdo consideradas descumprimento das previsdes desse documento e
dos documentos aqui referenciados, sendo passivel de aplicacdo de medidas disciplinares aqui previstas
e nos normativos internos, cédigo de ética, integridade e conduta, bem como outros que sejam

aplicaveis.
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12. DENUNCIAS E INVESTIGACAO

Nos recomendamos e incentivamos que a ocorréncia de acoes, comportamentos inadequados, sinais de
alerta de infringéncias e outras situacdes contrarias as definicdes, orientacoes e diretrizes aqui deste
documento (e suas referéncias), bem como procedimentos internos e legislacdo brasileira de
conhecimento geral, que seja de conhecimento de qualquer parte envolvida, sejam imediatamente
comunicadas para averiguacdo através do Canal de Denudncia disponivel em https://brp-

pay.com.br/canal-de-denuncias, onde todas serdo investigadas com transparéncia, ética e

imparcialidade, garantindo o sigilo no processo como um todo e apuracado adequada, resultado em

possiveis sansoes e punicdes das partes envolvidas, conforme definidos no Programa de Compliance.

13. TREINAMENTOS

Serd promovido a continua capacitacdo periddica por meio de conteldo digital, na forma de lives,
webinars, estudos de caso, cursos online especializados e/ou campanhas de divulgacao, onde o
Compliance sera responsavel por eles, que podem ser periédicos com frequéncia minima anual ou
esporadicos. Todo o conteldo programatico previsto esta disponivel no Programa de Capacitacao por
Area, onde tem a secdo especifica de PLD/FTP . Os treinamentos ficam ser registrados, incluindo a lista
de participantes, data e conteldo programatico, bem como quando aplicadas avaliacbes de

aprendizado.

14. GOVERNANGCA, ATUALIZACOES E VERIFICACOES

O presente documento e suas respectivas atualizacdes estdo em vigor a partir de sua apresentacao,

sendo certo que todos deverdo tomar ciéncia, anuindo eletronicamente.

Realizaremos verificacbes periddicas em face do cumprimento das disposicoes deste documento,
revalidando os cadastros e promovendo questiondrios de integridade, bem como forneceremos
treinamentos sobre as praticas contidas nesta Politica, e seus documentos integrantes, para garantir a
efetividade. A continua fomentacio da “cultura de controle” relativo ao monitoramento, controle e

denuncia de qualquer suspeita de violacdo das regras e normas desta Politica.
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Avaliacoes de verificacio da efetividade em face do disposto nesta Politica, serao realizadas no minimo
anualmente ou pontualmente sempre que houver alteracées na regulacdo, bem como a identificacdo e

a correcao das deficiéncias verificadas, podendo utilizar “Multiplicadores Interno de Conhecimento”.

15. CONSIDERACOES DIVERSAS

E de responsabilidade de todos os envolvidos, o conhecimento amplo de suas responsabilidades, a
compreensao dos termos deste documento e a busca constante para prevenir e detectar fraudes. Em
casos de duvidas ou esclarecimentos sobre o contetido desta Politica ou em relacado a algum assunto
especifico, a parte interessada devera entrar em contato com o Compliance ou Ouvidora, que sempre

estara com os canais de comunicacao disponiveis.

Em decorréncia de qualquer identificacdo de indicios de Lavagem de Dinheiro, Corrupcao,
Financiamento ao Terrorismo ou Atos llicitos, por parte dos Clientes, Parceiros ou Colaboradores,
devera seguir-se com o envolvimento da drea de Compliance e Operacional para o bloqueio do cadastro
suspeito até que o processo seja avaliado e, caso seja comprovado iniciar o processo de término do

relacionamento com o investigado.

16. VERSIONAMENTO, APROVACAO E VIGENCIA
Responsavel: Diretoria de Risco, Gestor de PLD/FTP, Controles Internos, RH, Tl, Juridico e Compliance.

Versao Criacio/ Alteracao Aprovacao Vigéncia Descricao
1.0 maio/2025 junho/2025 junho/2026 Inicial
1.1 (atual) setembro/2025 setembro/2025  setembro/2026 Atualizacdo do Item “8.6.”

Esta politica entrou em vigor na data de sua aprovacdo pela Diretoria Executiva, definida acima e
conforme cada versao. Serd amplamente divulgada a todos os colaboradores e partes interessadas e,
conforme o Art. 7° da Circular 3978/2020, diz que politica referida em seu art. 2°, deve ser: ‘| -
documentada; “Il - aprovada pelo conselho de administracdo ou, se inexistente, pela diretoria da instituicdo; e

“Ill - mantida atualizada.”
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