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1. Overview of clV

2. Annex 11 Clause-by-Clause Assessment

Annex 11 .
clV Compliance Summary

Section

clV facilitates risk-based validation by enabling

Risk categorization and prioritization of validation activities.
Management |Client organizations can document risk assessments using
Al-guided tools integrated into the validation lifecycle.

clVincludes features for managing user roles, permissions,
2 Personnel |and training documentation. xLM also provides training
content and supports customer SOP alignment.

Suppliers and |xLM delivers clV as a validated platform with documented
3 Service development and validation per GAMP 5. QMS
Providers documentations are available for client review.

Lif l clV supports complete lifecycle traceability from URS to
ifecycle
4 y .| Test Execution, including electronic templates, automated
Documentation . ) ) )
traceability matrices, and Al-driven documentation.

The clV platform is validated and supports the validation of
other GxP systems. The platform enables automated

5 Validation  |validation documentation creation, execution, and
traceability. Validation evidence is captured electronically
and audit-ready.
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clV Compliance Summary

clV enforces data integrity principles (ALCOA+), supports
6 Data secure record storage, and ensures accurate data
processing with tamper-evident audit trails.

A The platform allows integration of automated verification
ccurac
7 Check Y steps during validation workflows, ensuring accuracy
ecks
through Al-driven test execution and comparison features.

Data and records generated by clIV are stored securely with
configurable retention settings, supporting long-term

8 Data Storage ) . . .
archival and retrieval. Multiple export formats are available

for inspection or backup.

Electronic records generated in clV can be exported and
9 Printouts printed in formats that preserve data integrity and include
metadata such as date, time, and user actions.

clV automatically generates secure, timestamped,

) ) non-editable audit trails for all GxP-relevant operations.
10 Audit Trails ) . -
These are retained per organizational policies and support

inspection-readiness.

clV supports automated change tracking, configuration
Change and ) )
] ) management, and documentation of all changes with full
11 Configuration ) _ o
audit trail support. Changes to validation content are
Management
traceable.

Electroni The platform supports Annex 11-compliant electronic
ectronic
12 _ signatures with two-factor authentication, signature

Signatures . ) .
meaning, time/date stamps, and secure linkage to records.

While clV is not a batch release system, it supports

validation of systems that may impact batch decisions. Its
13 Batch Release ) ] _ ,
records, audit trails, and signatures are suitable for

inclusion in batch release evidence.
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. Title clV Compliance Summary
Section
Busi clVis deployed with cloud-based redundancy, disaster
usiness
14 Continuit recovery capabilities, and data integrity safeguards to
ontinui
Y ensure continuity in case of system failure.
Archiving in clV supports regulatory requirements, with
. version control, read-only storage, and access control.
15 Archiving ) ]
Archived records remain searchable and exportable for
inspection.

3. Summary of clV Alignment with Annex 11

Validated System

End-to-End Lifecycle Support

Audit and Traceability




Electronic Records and Signatures

Risk and Change Management

User and Access Control

Business Continuity and Data Integrity
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