STANDARDY OCHRONY MALOLETNICH
W JUNIORLABS SPOLKA Z 0.0.

Wstep Niniejszy dokument okresla zasady i procedury podejmowane w JuniorLabs sp. z
0.0. W celu zabezpieczenia matoletnich uczestnikdw kurséw online przed wszelkimi formami
krzywdzenia. Naczelng zasadg wszystkich dziatan podejmowanych przez pracownikow i
wspotpracownikow JuniorLabs jest dziatanie dla dobra dziecka i w jego najlepszym interesie.

§ 1. Postanowienia ogodlne i definicje

1.

Firma / Administrator: JuniorLabs spétka z 0.0. z siedzibg w: 50-443 Wroctaw
adres: ul. Gen. Antoniego Madalinskiego 85/18 wpisana do rejestru
przedsiebiorcow Krajowego Rejestru Sgdowego (KRS) pod numerem: 0001214752
NIP: 8993045494

Matoletni / Dziecko: Kazda osoba, ktora nie ukohczyta 18. roku zycia, biorgca udziat
w zajeciach organizowanych przez Firme.

Pracownik / Nauczyciel: Kazda osoba zatrudniona przez Firme (niezaleznie od
formy zatrudnienia, w tym B2B, umowa zlecenie), ktéra ma kontakt z Matoletnimi w
ramach obowigzkow stuzbowych.

Krzywdzenie: Kazde zamierzone lub niezamierzone dziatanie (lub zaniechanie)
osoby dorostej lub innego dziecka, ktére ujemnie wptywa na rozwdj fizyczny lub
psychiczny Matoletniego (przemoc fizyczna, psychiczna, seksualna, zaniedbanie,
cyberprzemoc).

Osoba Odpowiedzialna: Wyznaczony cztonek Zarzgdu lub zesp6t powotany przez
Zarzad do przyjmowania zgtoszen dotyczgcych naruszen niniejszych Standardow.
Adres kontaktowy: zgloszenia@juniorlabs.pl

§ 2. Zasady bezpiecznej rekrutacji pracownikéw

1.

2.

Firma dochowuje nalezytej starannosci w procesie weryfikacji osob zatrudnianych (w
tym wspotpracownikéw), aby zapewnic¢ bezpieczenstwo pracy z dzieémi.
Weryfikacja w Rejestrze (RSPTS): Zgodnie z obowigzujgcym prawem, przed
dopuszczeniem do pracy z dzieémi, kazdy kandydat jest weryfikowany przez Firme w
Rejestrze Sprawcow Przestepstw na Tle Seksualnym (Rejestr z dostepem
ograniczonym). Wydruk z weryfikaciji jest przechowywany w aktach
osobowych/dokumentacji wspotpracownika.

Zaswiadczenie o niekaralnosci (KRK): Kandydat zobowigzany jest dostarczy¢
aktualne zaswiadczenie z Krajowego Rejestru Karnego o niekaralnosci w zakresie
przestepstw okreslonych w art. 21 ust. 3 ustawy o przeciwdziataniu zagrozeniom
przestepczoscig na tle seksualnym.

Jesli kandydat posiada obywatelstwo inne niz polskie, sktada dodatkowo
oswiadczenia i informacje z rejestrow karnych panstwa obywatelstwa oraz panstw
zamieszkania z ostatnich 20 lat, zgodnie z wymogami ustawowymi.

§ 3. Kodeks bezpiecznych relacji (Zasady komunikacji online)



Ze wzgledu na zdalny charakter dziatalno$ci, Pracownikow obowigzujg zaostrzone rygory
dotyczgce komunikaciji elektroniczne;j:

1.

Dozwolone kanaty: Komunikacja z Matoletnim odbywa sie wytgcznie w godzinach
pracy, poprzez oficjalne narzedzia udostepnione przez Firme (platforma MS Teams,
oficjalna poczta e-mail).

Zakaz kontaktu prywatnego: Bezwzglednie zabrania sie Pracownikom: a.
Zapraszania i przyjmowania ucznidw do znajomych w prywatnych mediach
spotecznosciowych (Facebook, Instagram, TikTok, Discord itp.). b. Komunikowania
sie z uczniami poprzez prywatne komunikatory (Messenger, WhatsApp) lub prywatne
numery telefondw. c. Spotykania sie z uczniami w swiecie rzeczywistym poza
zorganizowanymi przez Firme wydarzeniami.

Zasady prowadzenia zaje¢ (Wideo): a. Nauczyciel dba o profesjonalny ubiér oraz
neutralne tto widoczne w kamerze (brak symboli obrazliwych, tresci nieodpowiednich
dla dzieci, widocznych os6b trzecich w tle). b. Nauczyciel nie moze prowadzi¢ zajeé
pod wptywem alkoholu lub srodkéw odurzajgcych. c. Nauczyciel zwraca sie do dzieci
z szacunkiem, nie uzywa wulgaryzmdw, nie stosuje przemocy stownej, nie
zawstydza, nie wysmiewa. d. Niedopuszczalne sg jakiekolwiek podteksty seksualne,
zarty o charakterze erotycznym czy prezentowanie tresci nieadekwatnych do wieku
(pornografia, drastyczna przemoc).

§ 4. Zasady bezpiecznych relacji miedzy matoletnimi (Przeciwdziatanie
Cyberprzemocy)

1.

2.

Podczas zajec online uczniowie zobowigzani sg do przestrzegania netykiety i
szacunku wobec innych uczestnikéw.

W Firmie obowigzujg nastepujgce zakazy dla uczestnikow zajec: a. Zakaz
nagrywania wizerunku innych uczestnikéw i Nauczyciela (np. robienie zrzutow
ekranu, nagrywanie telefonem ekranu komputera) i ich rozpowszechniania. b. Zakaz
wysmiewania, obrazania, spamowania na czacie ogolnym lub gtosowo. c. Zakaz
udostepniania tresci szkodliwych (linki do stron pornograficznych, violent content) na
czacie zajeciowym.

Nauczyciel ma prawo i obowigzek reagowac na niewtasciwe zachowania, w tym:
wyciszy¢ ucznia, usungé wpis z czatu, a w skrajnych przypadkach usung¢ ucznia z
lekcji i zgtosi¢ sprawe Zarzgdowi w celu kontaktu z Rodzicami.

§ 5. Zasady ochrony wizerunku i nagrywania zaje¢

1.

W celu zapewnienia bezpieczenstwa, weryfikacji jakosci nauczania oraz
umozliwienia nadrabiania zalegtosci nieobecnym uczniom, wszystkie zajecia
prowadzone przez JuniorLabs s nagrywane.

Akceptujgc Regulamin kursu, Rodzic/Opiekun wyraza zgode na nagrywanie gfosu i
wizerunku dziecka (jesli ma wtgczong kamere) w ramach grupy zajeciowe;.
Zastrzezenie techniczne: Firma doktada wszelkich staran, aby kazda lekcja byta
zarejestrowana. Firma zastrzega sobie jednak prawo, ze w wyjgtkowych sytuacjach
(np. awaria platformy, btad oprogramowania, problemy z tgczem internetowym, btad
ludzki) nagranie z konkretnych zaje¢ moze nie zostac¢ utworzone lub zachowane. W
takiej sytuacji Firma nie ponosi odpowiedzialnosci za brak dostepu do nagrania.



4.

Okres przechowywania nagran: a. Standardowo nagrania przechowywane sg
przez okres do 3 miesiecy. b. Firma zastrzega sobie prawo do archiwizaciji
wybranych nagran na dtuzszy okres wytacznie w celach wewnetrznych (szkolenie
kadry, weryfikacja standardow jakosci, cele dowodowe w przypadku incydentow).
Nagrania te nie sg upubliczniane.

Dane osobowe i wizerunek dzieci podlegaja ochronie zgodnie z RODO i Politykg
Prywatnosci Firmy.

§ 6. Procedury interwencji w przypadku podejrzenia krzywdzenia

1.

2.

Zagrozenie ze strony Pracownika: a. W przypadku podejrzenia, ze Nauczyciel
dopuszcza sie krzywdzenia dziecka (np. agresja stowna, grooming, niestosowne
propozycje), swiadek lub poszkodowany zgtasza ten fakt Osobie Odpowiedzialne;j
(Zarzadowi). b. Zarzad niezwtocznie odsuwa Pracownika od prowadzenia zaje¢ do
czasu wyjasnienia sprawy. c. Jesli podejrzenie dotyczy popetnienia przestepstwa,
Firma zawiadamia organy $cigania (Policje/Prokurature).

Zagrozenie ze strony Rodzicow/Opiekunéw (obserwowane online): a. Jesli
Nauczyciel podczas zaje¢ online zaobserwuje sytuacje sugerujgca, ze dziecko jest
krzywdzone w domu (np. widoczna przemoc fizyczna w tle, niepokojgce odgtosy,
Slady pobicia na ciele dziecka widoczne w kamerze), ma obowigzek sporzadzi¢
notatke stuzbowg i niezwtocznie przekazac¢ informacje Zarzadowi. b. Zarzad
analizuje sytuacje. W przypadkach uzasadnionych podejmuje kontakt z innymi
instytucjami (szkota, OPS) lub w skrajnych przypadkach (zagrozenie zycia/zdrowia)
zgtasza sprawe na Policje (nr 112).

Przemoc réwiesnicza (Cyberprzemoc): a. Nauczyciel reaguje na biezgco podczas
lekcji. b. W przypadku powtarzajacych sie zachowan agresywnych, Nauczyciel
zgtasza sprawe do Zarzagdu. c. Firma kontaktuje sie z Rodzicami sprawcy i ofiary w
celu wyjasnienia sytuacji i wyciggniecia konsekwenciji (zgodnie z Regulaminem
kursu).

§ 7. Zasady korzystania z Internetu i urzadzen

1.

2.

Firma zapewnia, ze wykorzystywane oprogramowanie (MS Teams) jest bezpieczne i
aktualizowane.

Ze wzgledu na specyfike dostepu (logowanie przez link jako gos¢, brak
indywidualnych kont w organizacji), system uniemozliwia uczniom nawigzywanie
prywatnej korespondencji miedzy sobg poza strukturg lekcji, co eliminuje ryzyko
nienadzorowanej komunikacji na platformie Firmy.

Pracownicy sg przeszkoleni z zasad cyberbezpieczenstwa i majg obowigzek
edukowac dzieci w tym zakresie (tzw. "momenty wychowawcze" podczas zajec IT).

§ 8. Wazne numery telefonow (Gdzie szuka¢ pomocy?)

W sytuacji zagrozenia lub potrzeby wsparcia, Matoletni oraz ich Opiekunowie mogag
skorzysta¢ z ogélnodostepnych telefonéw zaufania:

1.
2.

112 — Numer alarmowy (zagrozenie zycia lub zdrowia).
116 111 — Telefon Zaufania dla Dzieci i Mtodziezy (bezptatny, anonimowy, czynny
catg dobe).



800 12 12 12 — Dzieciecy Telefon Zaufania Rzecznika Praw Dziecka.

800 120 002 — "Niebieska Linia" — Ogolnopolskie Pogotowie dla Ofiar Przemocy w
Rodzinie.

800 100 100 — Telefon dla rodzicow i nauczycieli w sprawie bezpieczenstwa dzieci.

§ 9. Zasady przygotowania personelu do stosowania Standardow

1.

Obowiazek zapoznania sie: Przed dopuszczeniem do wykonywania obowigzkow
zwigzanych z pracg z dziec¢mi, kazdy nowo zatrudniony Pracownik (w tym
wspotpracownik) ma obowigzek zapoznac sie z niniejszymi Standardami.
Szkolenie wstepne: Firma przeprowadza wstepny instruktaz dla nowych
Pracownikéw, ktory obejmuje oméwienie zasad bezpiecznej komunikacji online,
procedur zgtaszania nieprawidtowosci oraz obstugi narzedzi (MS Teams) w sposéb
zapewniajgcy bezpieczehstwo Matoletnich. Instruktaz moze odbywacé sie w formie
szkolenia online lub udostepnienia materiatdw edukacyjnych.

Oswiadczenie: Znajomos$¢ i akceptacja Standardow jest potwierdzana przez
Pracownika podpisaniem stosownego oswiadczenia (w formie pisemnej lub
dokumentowej/elektronicznej), ktére jest dotgczane do akt osobowych lub
dokumentacji wspotpracy.

Dostepnos¢ dokumentu: Petna tres¢ Standardow jest stale dostepna dla
wszystkich Pracownikow na stronie internetowej Firmy pod adresem
www.juniorlabs.pl.

Aktualizacja wiedzy: W przypadku aktualizacji Standardow, Zarzad niezwtocznie
informuje o tym Pracownikéw i udostepnia im zmieniong tres¢ dokumentu, co moze
wigzac sie z koniecznoscig ponownego ztozenia oswiadczenia.

§ 10. Przepisy koncowe

hownh =

Niniejsze Standardy wchodzg w zycie z dniem ich ogtoszenia.

Dokument jest udostepniony na stronie internetowej Firmy.

Zarzad dokonuje przegladu i aktualizacji Standardéw co najmniej raz na dwa lata.
Kazdy Pracownik sktada oswiadczenie o zapoznaniu sie ze Standardami i
zobowigzuje sie do ich przestrzegania.



