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1. INTRODUCAO

A Tritono Capital Gestao de Recursos Ltda. (“Tritono Capital” ou “Gestora”) é uma gestora
de recursos independente constituida com foco exclusivo na gestio de Fundos de
Investimento em Participacoes (FIPs), destinados a investidores qualificados e
profissionais.

Este Manual de Compliance, Regras, Procedimentos e Controles Internos estabelece as
diretrizes, procedimentos e controles necessarios para assegurar o cumprimento das
obrigacoes regulamentares e o adequado funcionamento das atividades da Gestora, em
conformidade com a Resolucao CVM n° 21, de 25 de fevereiro de 2021, e suas alteracoes
posteriores, bem como com o Cddigo ANBIMA de Administracdo e Gestao de Recursos de
Terceiros e demais normas aplicaveis.

O presente Manual tem por objetivo estabelecer a estrutura de controles internos da
Gestora, definir responsabilidades e atribuicoes dos colaboradores, implementar
procedimentos de compliance e gestao de riscos, assegurar o cumprimento das obrigacoes
regulamentares, proteger os interesses dos investidores e da Gestora, e promover a
transparéncia e a integridade das operacoes.
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A Gestora possui credenciamento perante a CVM e aderéncia aos Codigos ANBIMA de
Autorregulacao, desenvolvendo suas atividades em conformidade com a regulamentacao
aplicavel ao mercado de capitais brasileiro.

Todos os colaboradores, prestadores de servicos e terceiros que atuem em nome da Gestora
devem conhecer e cumprir integralmente as disposicoes deste Manual, sendo obrigatoria a
assinatura de termo de ciéncia e aderéncia.

2. DEFINICOES GERAIS
Para os fins deste Manual, aplicam-se as seguintes definicoes:

Administracao de Carteiras de Valores Mobiliarios: Atividade que consiste no
exercicio profissional de atividades relacionadas, direta ou indiretamente, ao
funcionamento, & manutencao e a gestao de uma carteira de valores mobiliarios, incluindo
a aplicagdo de recursos financeiros no mercado de valores mobilidrios por conta do
investidor.

ANBIMA: Associacgao Brasileira das Entidades dos Mercados Financeiro e de Capitais.

Ativos Financeiros: Bens e direitos de qualquer natureza, valores mobiliarios e ativos
financeiros definidos pela Comissdao de Valores Mobiliarios e/ou pelo Banco Central do
Brasil.

Colaboradores: Todas as pessoas fisicas que prestam servicos a Tritono Capital, incluindo
socios, diretores, administradores, funcionarios, estagiarios e prestadores de servicos
contratados.

Comité de Compliance, Risco e PLD: Orgio colegiado permanente da Gestora
responsavel pela supervisao das atividades de compliance, gestao de riscos e prevencao a
lavagem de dinheiro, composto por membros permanentes e eventuais conforme definido
nas politicas vigentes da Gestora.

Compliance: Conjunto de disciplinas para fazer cumprir as normas legais e
regulamentares, as politicas e as diretrizes estabelecidas para o negocio e para as atividades
da instituicio ou empresa, bem como evitar, detectar e tratar qualquer desvio ou
inconformidade que possa ocorrer.

Conflito de Interesses: Situacio em que os interesses pessoais, profissionais ou
comerciais de um colaborador possam interferir ou parecer interferir com os interesses da
Gestora ou de seus investidores.
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Controles Internos: Conjunto de regras, procedimentos, diretrizes e estruturas
estabelecidas para assegurar que os objetivos da instituicdo sejam atingidos, que as
informacoes financeiras sejam confiaveis e que as leis e regulamentos sejam cumpridos.

CVM: Comissao de Valores Mobiliarios.

FIP: Fundo de Investimento em Participacoes.
Gestora: Tritono Capital Gestao de Recursos Ltda.

Informacao Privilegiada: Informacdo relevante sobre valores mobilidrios ou seus
emissores que nao tenha sido divulgada ao mercado e que seja capaz de influenciar de modo
ponderéavel a cotacdo dos valores mobilidrios ou a decisdao dos investidores.

Investidor Qualificado: Investidor que se enquadra nas defini¢oes do artigo 9°-A da
Instrucao CVM n° 539, de 13 de novembro de 2013.

Investidor Profissional: Investidor que se enquadra nas definicoes do artigo 9° da
Instrucao CVM n° 539, de 13 de novembro de 2013.

PLD/FTP: Prevencio a Lavagem de Dinheiro e ao Financiamento do Terrorismo.

Participacoes Societarias: Investimentos em quotas ou agdes de empresas,
representando participacao no capital social de sociedades empresarias.

Private Equity: Modalidade de investimento em participacoes societarias de empresas
com potencial de crescimento, envolvendo gestao ativa e estratégias de criacao de valor.

3. ABRANGENCIA

Este Manual aplica-se a todos os colaboradores da Gestora, incluindo diretores,
funcionarios, estagiarios, consultores e prestadores de servicos que tenham acesso a
informacoes da Gestora ou que atuem em seu nome.

As disposicoes deste Manual estendem-se a todas as atividades desenvolvidas pela Gestora,
especialmente a gestdao de Fundos de Investimento em Participacoes, analise de
oportunidades de investimento, due diligence de empresas-alvo, monitoramento de
investimentos, exercicio de direitos societarios, relacionamento com investidores, e demais
atividades correlatas.

A Gestora atua exclusivamente na gestao de FIPs destinados a investidores qualificados e
profissionais, ndo desenvolvendo atividades de distribui¢do de produtos de investimento ou
outras modalidades de gestao de recursos.
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4. IMPLEMENTACAO E REVISAO

A implementacao deste Manual se dara de forma imediata apds sua aprovacao pela Diretoria
da Gestora. Todos os colaboradores devem tomar conhecimento de suas disposigOes e
assinar termo de ciéncia e aderéncia.

Este Manual sera revisado anualmente ou sempre que houver alteraces na regulamentacao
aplicavel, mudancas na estrutura organizacional da Gestora, ou identificacio de
necessidades de aprimoramento nos controles internos.

As revisoes serao coordenadas pelo Diretor de Compliance e aprovadas pela Diretoria, sendo
comunicadas tempestivamente a todos os colaboradores e prestadores de servigos
relevantes.

5. RESPONSABILIDADE

Compete ao Diretor de Compliance a gestao e aplicacdo deste Manual, incluindo a
supervisdo do cumprimento de suas disposi¢des, o treinamento de colaboradores, a
investigacao de violacgoes, a elaboracao de relatérios de compliance, e a coordenacao do
Comité de Compliance, Risco e PLD.

O Comité de Compliance, Risco e PLD é responsavel pela supervisao das atividades de
compliance, gestao de riscos e PLD/FTP, analise de situacoes criticas, definicao de diretrizes
estratégicas, e aprovacdo de politicas e procedimentos relacionados as suas areas de
competéncia.

A Diretoria é responsavel pela aprovacao e revisao deste Manual, bem como pela definicao
da estratégia de compliance da Gestora e pela alocacao de recursos adequados para sua
implementacao.

Todos os colaboradores sao responsaveis por conhecer e cumprir as disposicoes deste
Manual, reportar violacbes ou suspeitas de violacgoes, e cooperar com investigacoes de
compliance.

6. ENDERECO ELETRONICO

Para comunicacgoes relacionadas a compliance, davidas sobre este Manual, ou reportes de
violacoes, deve ser utilizado o seguinte endereco eletrénico:

E-mail: compliance@tritonocapital.com.br

As comunicacoes serao tratadas com confidencialidade e investigadas adequadamente
conforme a natureza da questao reportada.


mailto:compliance@tritonocapital.com.br
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7. RISCOS DE COMPLIANCE

A Gestora identifica e monitora os seguintes riscos de compliance relacionados as suas
atividades:

7.1. Riscos Regulamentares

Descumprimento da Regulamentacao CVM: Risco de violacao das disposicoes da
Resolucdo CVM n° 21/2021 e demais normas aplicaveis a gestao de recursos, incluindo
requisitos de estrutura, controles internos, e prestacao de informacoes.

Nao Conformidade com Coédigos ANBIMA: Risco de descumprimento do Codigo
ANBIMA de Administracdo e Gestao de Recursos de Terceiros e demais coédigos de

autorregulacao aplicaveis.

Violacao de Normas de Mercado: Risco de descumprimento de normas relacionadas
ao uso de informacao privilegiada, manipulagcdo de mercado, e outras praticas vedadas.

7.2. Riscos Operacionais

Conflitos de Interesse: Risco de situagoes em que os interesses pessoais dos
colaboradores conflitem com os interesses da Gestora ou dos investidores dos FIPs.

Falhas em Controles Internos: Risco de inadequacao ou falha na implementacao de
controles internos, resultando em perdas ou viola¢Ges regulamentares.

Segregacio Inadequada de Funcoes: Risco de concentracdo inadequada de
responsabilidades ou falta de segregacao entre atividades de gestao e controle.

7.3. Riscos de Informacao

Vazamento de Informacoes Confidenciais: Risco de divulgacao inadequada de
informacoes sobre investidores, estratégias de investimento, ou empresas investidas.

Uso Inadequado de Informacio Privilegiada: Risco de utilizacdo de informacoes
privilegiadas para beneficio proprio ou de terceiros.

Falhas na Protecao de Dados: Risco de violacao da Lei Geral de Protecao de Dados
(LGPD) no tratamento de dados pessoais de investidores e colaboradores.
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7.4. Riscos de Terceiros

Prestadores de Servicos Inadequados: Risco de contratacdo de prestadores de
servicos que nao atendam aos padroes de qualidade e compliance exigidos.

Falhas de Terceirizados: Risco de falhas ou violacoes por parte de prestadores de
servicos que possam impactar a Gestora.

8. ESTRUTURA DE CONTROLES INTERNOS

8.1. Ambiente de Controle: A Gestora mantém ambiente de controle que promove a
integridade, a ética e a competéncia, estabelecendo a base para todos os outros componentes
dos controles internos.

Cultura Organizacional: A Gestora promove cultura organizacional baseada na ética,
transparéncia e cumprimento de normas, com lideranca comprometida com os mais altos
padroes de conduta.

Estrutura Organizacional: A Gestora mantém estrutura organizacional clara, com
definicao adequada de responsabilidades, autoridades e linhas de reporte.

Politicas e Procedimentos: A Gestora estabelece politicas e procedimentos abrangentes
que orientam as atividades dos colaboradores e asseguram o cumprimento de obrigacgoes.

8.2. Avaliacao de Riscos: A Gestora implementa processo sistematico de identificacao,
avaliacdo e tratamento de riscos que possam impactar o alcance de seus objetivos.

Identificacao de Riscos: Processo continuo de identificagio de riscos internos e externos
que possam afetar as atividades da Gestora.

Avaliacao de Riscos: Analise da probabilidade e impacto dos riscos identificados,
considerando a efetividade dos controles existentes.

Tratamento de Riscos: Implementacio de controles e medidas para mitigar, transferir,
aceitar ou evitar os riscos identificados.

8.3. Atividades de Controle: A Gestora estabelece atividades de controle em todos os
niveis organizacionais e para todos os processos criticos.

Controles Preventivos: Controles projetados para prevenir a ocorréncia de eventos
indesejados, incluindo aprovacoes, autorizacoes e segregacao de funcoes.
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Controles Detectivos: Controles projetados para identificar eventos indesejados ap6s sua
ocorréncia, incluindo reconciliacoes, revisdes e monitoramento.

Controles Corretivos: Controles projetados para corrigir eventos indesejados
identificados, incluindo ac¢Ges corretivas e planos de melhoria.

8.4. Informaciao e Comunicacao: A Gestora assegura que informacoes relevantes sejam
identificadas, capturadas e comunicadas de forma tempestiva e adequada.

Sistemas de Informacao: Sistemas adequados para captura, processamento e reporte de
informacoes necessérias para as atividades da Gestora.

Comunicacao Interna: Canais efetivos de comunicacao interna para assegurar que todos
os colaboradores recebam informacgoes necessarias.

Comunicacdo Externa: Processos adequados para comunicacdo com investidores,
reguladores e outros stakeholders externos.

8.5. Monitoramento: A Gestora implementa atividades de monitoramento para avaliar a
efetividade dos controles internos ao longo do tempo.

Monitoramento Continuo: Atividades de monitoramento incorporadas aos processos
regulares da Gestora.

Avaliacoes Independentes: Avaliacoes periddicas da efetividade dos controles internos
por parte de auditores internos ou externos.

Deficiéncias e Ac¢oes Corretivas: Processo para identificacdo, comunicacio e correcao
de deficiéncias nos controles internos.

9. CONTROLES INTERNOS E COMPLIANCE

9.1. Funcao de Compliance: A funcao de compliance da Gestora ¢é exercida pelo Diretor
de Compliance, que atua de forma independente e reporta-se diretamente a Diretoria.

Independéncia: O Diretor de Compliance mantém independéncia funcional em relacio as
atividades operacionais de gestao de investimentos.

Recursos Adequados: A Gestora assegura que a funcao de compliance disponha de
recursos humanos, tecnologicos e financeiros adequados.

Acesso a Informacoes: O Diretor de Compliance tem acesso irrestrito a todas as
informacbes necessarias para o exercicio de suas funcoes.
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9.2. Responsabilidades de Compliance

Desenvolvimento de Politicas: Elaboracao e atualizagdo de politicas e procedimentos
de compliance.

Monitoramento: Monitoramento continuo do cumprimento de normas regulamentares e
politicas internas.

Treinamento: Desenvolvimento e implementacdo de programas de treinamento em
compliance.

Investigacao: Investigacao de violacoes ou suspeitas de violacoes de normas e politicas.

Reporte: Elaboracao de relatérios periddicos sobre atividades de compliance para a
Diretoria.

Coordenacao do Comité: Coordenacio das atividades do Comité de Compliance, Risco e
PLD, incluindo convocacao de reunides, elaboracio de pautas, e acompanhamento da
implementacdo de decisoes.

Apresentacdao ao Comité: Apresentacio regular de relatorios e situagdes relevantes ao
Comité para analise e deliberacao.

9.3. Programa de Compliance: A Gestora mantém programa abrangente de compliance
que inclui:

Cédigo de Etica: Estabelecimento de padrdes éticos e de conduta para todos os
colaboradores.

Politicas Especificas: Desenvolvimento de politicas especificas para areas de risco,
incluindo conflitos de interesse, informacao privilegiada, e investimentos pessoais.

Controles de Acesso: Implementacao de controles de acesso a informacoes confidenciais
e sistemas criticos.

Monitoramento de Transacoes: Monitoramento de transacOes e atividades para
identificacao de irregularidades.

Canal de Denuncias: Estabelecimento de canal confidencial para reporte de violagdes ou
suspeitas.



TRITONO
CAPITAL

10. SEGREGACAO ESTRUTURAL E DE FUNCOES

10.1. Principios de Segregacao: A Gestora implementa adequada segregacao de
atribuicoes e funcoes para prevenir conflitos de interesse e assegurar a efetividade de
controles adequados, considerando sua estrutura enxuta.

Segregaciao entre Gestao e Controle: Separacao clara entre atividades de gestdo de
investimentos e atividades de controle e compliance.

Segregaciao de Responsabilidades: Distribuicdo adequada de responsabilidades para
evitar concentracao excessiva de poder.

Supervisao Independente: Implementacao de mecanismos de supervisao independente
para atividades criticas.

Segregacio Funcional: Adocdao de regras e procedimentos para evitar conflito de
interesses nas atividades desenvolvidas pelos colaboradores da Gestora em atividades nao
relacionadas ao seu core business, sujeita a Politica de Segregacdo de Atividades e
Confidencialidade.

10.2. Estrutura Organizacional

Diretoria: Composta pelo Diretor Presidente e Diretor de Compliance, com
responsabilidades claramente definidas.

Diretor Presidente: Responsavel pela gestdo de investimentos, relacionamento com
investidores, e decisoes estratégicas.

Diretor de Compliance: Responsavel por compliance, controles internos, gestao de
riscos, e relacionamento regulatorio.

Comité de Gestao de Recursos: 06rgao responsavel por discutir cenérios
macroeconomicos e setoriais, avaliar oportunidades de investimento, analisar riscos e

fornecer subsidios para as decisoes de alocacao de recursos dos fundos geridos pela Gestora.

Comité de Compliance: Orgio colegiado permanente responséavel pela supervisio das
atividades de compliance, gestao de riscos e prevencao a lavagem de dinheiro

10.3. Controles de Segregacao

Controles de Acesso: Implementagdo de controles de acesso baseados em fungdes e
responsabilidades.

10
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Aprovacoes Cruzadas: Estabelecimento de processos de aprovacao que envolvam
multiplas pessoas.

Revisoes Independentes: Implementacao de revisdes independentes para atividades
criticas.

Documentaciao: Manutencdo de documentacdo adequada de responsabilidades e
autorizacoes.

11. GOVERNANCA
11.1. Estrutura de Governanca: A Gestora adota estrutura de governanca adequada ao
seu porte e complexidade, assegurando supervisao efetiva das atividades e tomada de

decisOes transparente.

Assembleia de Sécios: Orgao maximo de decisdo da Gestora, responsavel por decisdes
estratégicas e aprovacao de politicas fundamentais.

Diretoria: Orgido executivo responsavel pela gestio das atividades da Gestora e
implementacao das decisdes da Assembleia de Sécios.

11.2. Responsabilidades da Diretoria

Estratégia: Definicdo da estratégia de negocios e de investimentos da Gestora.
Politicas: Aprovacao de politicas e procedimentos internos.

Supervisao: Supervisao das atividades da Gestora e monitoramento de performance.
Compliance: Assegurar o cumprimento de obrigacGes regulamentares e contratuais.
Gestao de Riscos: Supervisao da gestao de riscos da Gestora.

11.3. Tomada de Decisoes

Decisoes de Investimento: Processo estruturado para anélise e aprovacdo de
investimentos dos FIPs.

DecisOes Operacionais: Processos adequados para tomada de decisdes operacionais do
dia a dia.

Decisoes Estratégicas: Processo formal para decisoes estratégicas que afetem o
direcionamento da Gestora.

11
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11.4. Transparéncia e Prestacao de Contas

Relatorios Gerenciais: Elaboracio de relatérios gerenciais regulares para
acompanhamento de performance.

Comunicacao com Investidores: Manutencao de comunicacao regular e transparente
com investidores dos FIPs.

Prestacao de Contas: Prestacdo de contas adequada sobre atividades e resultados da
Gestora.

11.5. Comité de Compliance, Risco e PLD

Composicao: O Comité sera composto pelos seguintes membros permanentes:

° Diretor de Compliance, Risco e PLD (Coordenador)

° Diretor Presidente

° Membros da Equipe de Compliance, Risco e PLD selecionados pelo Diretor de
Compliance

Funcionamento: O Comité se reunira sempre que necessario, com quoérum minimo de 2
(dois) membros permanentes, sendo obrigatéria a presenca do Coordenador. As
deliberacoes serao tomadas por maioria dos membros permanentes presentes, com registro
em ata. O Diretor de Gestdo nao tera poder de voto em matérias estritamente de compliance.

Atribuicoes: Sao atribuicoes do Comité:

(D Supervisionar a implementacao e o cumprimento das politicas e procedimentos de
compliance, risco e PLD/FTP;

(IT)  Analisar e deliberar sobre situacoes de conflito de interesse;

(IIT) ~ Aprovar e revisar periodicamente as politicas e manuais da Gestora;

(IV)  Analisar os relatorios de compliance, risco e PLD/FTP;

(V)  Deliberar sobre a aplicacao de sancoes em casos de violacbes graves;

(VI) Avaliar e aprovar a contratacao de prestadores de servicos criticos;

(VII) Acompanhar a evolucao do ambiente regulatério e propor ajustes nas politicas
internas;

(VIII) Supervisionar o programa de treinamentos em compliance, risco e PLD/FTP.

Independéncia: O Comité atua de forma independente em relacao as areas de negocio,

reportando-se diretamente a Diretoria Executiva. O Coordenador do Comité possui
autonomia para convocar reunioes extraordinarias.

12
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12. POLITICA DE CONFIDENCIALIDADE

12.1. Principios de Confidencialidade: A Gestora reconhece a importancia da protegao
de informacoes confidenciais e implementa controles adequados para assegurar sua
confidencialidade, integridade e disponibilidade. Além dos parametros aqui definidos, os as
regras e procedimentos destinados a assegurar o sigilo de informacoes esta contido na

Politica de Seguranca Cibernética e Protecao de Dados.

Classificacio de Informacoes: Todas as informacoes sdo classificadas conforme seu
nivel de confidencialidade e criticidade.

Acesso Baseado em Necessidade: Acesso a informacgoes confidenciais é concedido
apenas com base na necessidade profissional.

Protecao Adequada: Implementacao de controles fisicos, 16gicos e administrativos para
protecao de informacoes.

12.2. Tipos de Informacoes Confidenciais

Informacoes de Investidores: Dados pessoais, financeiros e de investimento dos
cotistas dos FIPs.

Estratégias de Investimento: Informacoes sobre estratégias, critérios e processos de
investimento da Gestora.

Informacoes de Empresas Investidas: Dados financeiros, estratégicos e operacionais
das empresas em que os FIPs investem.

Informacoes Privilegiadas: Informacbes materiais nao publicas sobre empresas
investidas ou potenciais investimentos.

12.3. Controles de Confidencialidade

Acordos de Confidencialidade: Todos os colaboradores e terceiros assinam acordos de
confidencialidade.

Controles de Acesso: Implementacado de controles de acesso fisico e l6gico a informacoes
confidenciais.

Treinamento: Treinamento regular sobre protecao de informagoes confidenciais.

Monitoramento: Monitoramento de acesso e uso de informacoes confidenciais.

13
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13. PREVENCAO A LAVAGEM DE DINHEIRO
13.1. Programa de PLD/FTP: A Gestora mantém programa robusto de prevencao a
lavagem de dinheiro e ao financiamento do terrorismo, em conformidade com a legislacao

aplicavel.

Politicas e Procedimentos: Estabelecimento de politicas e procedimentos especificos
para PLD/FTP.

Conhecimento de Investidores: Implementacdo de procedimentos rigorosos de
conhecimento de investidores (KYClient).

Monitoramento de Operacoes: Monitoramento sistematico de operacoes para
identificagao de atividades suspeitas.

Comunicacdo as Autoridades: Procedimentos para comunicacdo de operacoes
suspeitas as autoridades competentes.

Supervisao pelo Comité: O programa de PLD/FTP é supervisionado pelo Comité de
Compliance, Risco e PLD, que avalia sua efetividade e determina aprimoramentos quando
necessario.

13.2. Conhecimento de Investidores (KYClient)

Identificacao: Verificacao da identidade dos investidores através de documentos oficiais.

Qualificacao: Confirmacao da qualificacao dos investidores conforme regulamentacao
aplicavel.

Origem de Recursos: Verificacdo da origem licita dos recursos a serem investidos.
Perfil de Risco: Avaliacdo do perfil de risco de PLD/FTP de cada investidor.
13.3. Monitoramento de Operacoes

Operacoes Atipicas: Identificacido e analise de operacoes que fujam do padrao normal
dos investidores.

Operacoes Suspeitas: Identificacdo de operagdes que possam caracterizar lavagem de
dinheiro ou financiamento ao terrorismo.

Registros e Controles: Manutencao de registros adequados de todas as operacoes
monitoradas.

14
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Comunicacao: Comunicacao tempestiva de operacoes suspeitas ao COAF.

14. CONHECIMENTO DE INVESTIDORES E CONTRAPARTE

14.1. Procedimentos de Conhecimento: A Gestora implementa procedimentos
abrangentes de conhecimento de investidores e terceiros, adequados ao perfil de

investidores qualificados e profissionais dos FIPs.

Due Diligence de Investidores: Processo estruturado de anéalise e verificacdo de
informacoes dos investidores.

Documentaciao Obrigatoéria: Coleta e verificacio de documentacdo necessaria para
conhecimento adequado.

Atualizacao Periddica: Atualizacao regular das informacgoes de investidores e terceiros.

Arquivo de Documentos: Manutencio de arquivo organizado de toda a documentacio
coletada.

14.2. Critérios de Aceitacao

Investidores Qualificados: Verificacio do enquadramento como investidor qualificado
conforme regulamentacao.

Investidores Profissionais: Verificacdo do enquadramento como investidor profissional
conforme regulamentacao.

Origem de Recursos: Confirmacao da origem licita dos recursos a serem investidos.

Adequacao ao Perfil: Verificacdo da adequacao do investidor ao perfil e estratégia dos
FIPs.

14.3. Monitoramento Continuo

Acompanhamento de Investidores: Monitoramento continuo do perfil e atividades dos
investidores.

Identificacido de Mudancas: Identificacio de mudancas significativas no perfil ou
situacdo dos investidores.

Acoes Corretivas: Implementacao de acoes corretivas quando necessario.
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Relatorios: Elaboracao de relatorios periddicos sobre o perfil da base de investidores.
14.4 Conhecimento e Controle de Contrapartes (KYCounterparty)

Principio Geral: A Gestora nao se eximira de realizar o controle de contrapartes para
qualquer que seja o ativo e/ou o seu ambiente de negociacao. Este controle aplica-se a todas
as operacoes realizadas pelos fundos sob gestdo, independentemente do tipo de ativo,
mercado ou ambiente de negociacgao.

Definicao de Contraparte: Para fins desta politica, considera-se "contraparte" qualquer
pessoa fisica ou juridica que:

° Seja parte em operacoes de compra, venda ou transferéncia de ativos dos fundos
geridos;

° Atue como intermediaria em operacoes dos fundos (corretoras, distribuidoras,
consultores);

° Seja fornecedora de servicos essenciais relacionados as operacoes dos fundos;

° Participe de operacdes societdrias envolvendo as empresas investidas (socios,
acionistas, investidores estratégicos);

° Seja parte em acordos de acionistas, contratos de investimento ou desinvestimento;
) Atue como compradora potencial em processos de saida (exit) dos investimentos.

Procedimentos de Due Diligence de Contrapartes: A Gestora implementard os
seguintes procedimentos de conhecimento de contrapartes (Know Your Counterparty -
KYO):

1. Identificacdo e Qualificacao:

) Coleta de documentos de identificacao (RG, CPF, CNPJ, contrato social);

° Verificacao de poderes de representacao e procuracoes;

° Identificacao de beneficiarios finais (pessoas fisicas que detém controle efetivo);

° Verificacao de vinculos com Pessoas Politicamente Expostas (PPE).

2. Analise de Reputacio e Historico:

° Consulta a bases de dados publicas e privadas;

° Verificagao de processos judiciais, administrativos e regulatorios;

° Analise de noticias negativas (negative news screening);

° Consulta a listas restritivas nacionais e internacionais (san¢oes, PEPs, terrorismo).
3. Avaliacao de Risco:

° Classificagdo de risco da contraparte (baixo, médio, alto) com base em critérios
objetivos;

° Consideracao de fatores como jurisdicao, setor de atuagdo, estrutura societaria
complexa;
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) Identificacdo de red flags (sinais de alerta) que possam indicar risco de lavagem de
dinheiro.

4. Origem dos Recursos:

) Quando aplicavel, verificacdo da origem dos recursos utilizados pela contraparte na
operacao;

° Analise de compatibilidade entre o patrimonio declarado e a operacao proposta;

° Solicitacao de declaracao de origem licita dos recursos.

5. Monitoramento Continuo:

° Atualizacao periodica das informacoes cadastrais das contrapartes recorrentes;

° Monitoramento de mudancas significativas na estrutura ou controle da contraparte;
° Reavaliacdo de risco em caso de eventos relevantes (processos, san¢oes, mudanca de

controle).

Aplicacao em Operacoes de FIPs: Considerando a natureza das operagdes em Fundos
de Investimento em Participacoes, a Gestora aplicard os controles de contrapartes
especialmente nas seguintes situacoes:

° Aquisicao de Participacoes: Due diligence dos vendedores (socios atuais, fundadores,
investidores anteriores);

° Operacoes Societarias: Andlise de novos sbcios que ingressem nas empresas
investidas;

° Desinvestimentos (Exit): Due diligence de compradores potenciais (investidores
estratégicos, fundos concorrentes, compradores corporativos);

° Operacoes de Mercado Secundario: Quando aplicavel, controle de contrapartes em
negociacoes de cotas dos fundos;

° Prestadores de Servicos: Due diligence de assessores financeiros, juridicos e outros

intermediarios envolvidos nas operacoes.

Responsabilidades: O Diretor de Compliance, Risco e PLD é responsavel por:

) Coordenar o processo de due diligence de contrapartes;

° Aprovar ou vetar operagdes com base na anélise de risco da contraparte;

° Manter registros atualizados das analises realizadas;

) Reportar ao Comité de Compliance, Risco e PLD situacoes de alto risco ou red flags
identificados;

) Comunicar as autoridades, conforme aplicavel, sobre operacoes suspeitas

envolvendo contrapartes.

Documentacao e Registros: Todas as analises de contrapartes serdo documentadas e
arquivadas, incluindo:

° Formulario de cadastro da contraparte;
° Documentos de identificacao coletados;
° Relatorio de due diligence com anélise de risco;
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° Aprovacao ou rejeicao da operacdao com a contraparte;
° Evidéncias de consultas realizadas (bases de dados, listas restritivas).

A documentacao sera mantida por prazo minimo de 5 (cinco) anos apds o encerramento do
relacionamento com a contraparte, em conformidade com a legislacdo de PLD/FT.

Integracao com Prestadores de Servicos: A Gestora podera utilizar servicos de
terceiros especializados (bureaus de crédito, plataformas de compliance, consultorias) para
auxiliar no processo de due diligence de contrapartes, sem prejuizo da responsabilidade final
da Gestora pela analise e decisao. Quando as operagoes forem intermediadas por instituicoes
financeiras autorizadas (corretoras, bancos de investimento), a Gestora considerara os
controles de PLD/FT ja realizados por essas instituicoes, mas nao se eximira de realizar sua
propria anélise de risco da contraparte final da operacao.

Recusa de Operacoes: A Gestora se reserva o direito de recusar operacdOes com
contrapartes que:

° Nao fornecam informacoes suficientes para o processo de due diligence;

° Apresentem alto risco de lavagem de dinheiro ou financiamento do terrorismo;
° Constem em listas restritivas ou apresentem impedimentos regulatérios;

) Nao atendam aos padrdes de integridade e reputacio estabelecidos pela Gestora.

A recusa serd documentada e comunicada ao Comité de Compliance, Risco e PLD.

15. POLITICA DE RATEIO DE OPORTUNIDADES

15.1. Principios de Rateio: A Gestora adota critérios objetivos e transparentes para rateio
de oportunidades de investimento entre os FIPs sob sua gestao, assegurando tratamento
equitativo.

Equidade: Tratamento equitativo de todos os FIPs na distribuicao de oportunidades.
Transparéncia: Critérios claros e transparentes para rateio de oportunidades.
Documentacio: Documentacao adequada de todas as decisoes de rateio.

Supervisao: Supervisao adequada do processo de rateio pelo Diretor de Compliance e pelo
Comité de Compliance, Risco e PLD, que pode determinar ajustes nos critérios quando
necessario.

15.2. Critérios de Rateio

Estratégia de Investimento: Adequacao da oportunidade a estratégia especifica de cada
FIP.
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Ticket Minimo e Maximo: Consideracao dos limites de investimento de cada FIP.

Disponibilidade de Recursos: Disponibilidade de recursos para investimento em cada
FIP.

Diversificacao: Consideracao dos objetivos de diversificacao de cada FIP.
Timing: Consideracao do timing adequado para cada FIP.
15.3. Processo de Rateio

Identificacdo de Oportunidades: Processo estruturado para identificacio e analise de
oportunidades.

Avaliacao de Adequacao: Avaliacao da adequacao de cada oportunidade aos FIPs.
Decisao de Rateio: Processo formal para decisdo sobre rateio de oportunidades.
Documentacao: Documentacao detalhada das razoes para cada decisdo de rateio.
Comunicacao: Comunicacao adequada das decisdes aos investidores quando relevante.
15.4. Soft Dollar

Regra Geral: A Gestora, como norma geral, proibe a realizacdo de acordos de Soft Dollar.
Excecoes: O recebimento de Soft Dollar é aceitavel em excecoes, desde que
cumulativamente: (a) nao afete a capacidade de decisao e a neutralidade da Gestora; (b) nao
seja imposta nenhuma obrigacao de reciprocidade; (c) os beneficios sejam direta ou
indiretamente revertidos aos fundos geridos; e (d) no caso de corretoras, os valores sejam
justificados pelo montante das comissdes pagas.

Processo de Aprovaciao: Cabera ao Diretor de Compliance, Risco e PLD a
responsabilidade por autorizar previamente o recebimento de Soft Dollar, mediante analise
documentada.

15.5. Best Execution

Compromisso: A Gestora se compromete a assegurar a melhor execucao (best execution)

de ordens para os fundos sob sua gestdo, considerando as caracteristicas especificas dos
FIPs.
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Principios Fundamentais: Na avaliacao e selecao de prestadores de servicos, a Gestora
segue os seguintes principios: (i) rigorosa observancia do dever fiduciario; (ii) capacidade
reconhecida de execucao e liquidacao; (iii) custo-beneficio; e (iv) minimizacao de situacoes
de conflito de interesses.

Aplicacao em FIPs: A melhor execucdo envolve a selecao de assessores financeiros e
juridicos com expertise, negociacao de termos adequados e avaliacao criteriosa de custos de
transacao.

16. POLITICA DE CERTIFICACAO

16.1. Requisitos de Certificacdo: A Gestora assegura que todos os profissionais em
atividades elegiveis possuam certificacoes adequadas conforme exigéncias da ANBIMA.

Identificacio de Atividades Elegiveis: Mapeamento de todas as atividades que
requerem certificacao.

Certificacoes Necessarias: Identificacdo das certificaces necessarias para cada
atividade.

Cronograma de Adequacao: Estabelecimento de cronograma para adequacao de
profissionais.

Monitoramento: Monitoramento continuo do status de certificagoes.
16.2. Gestao de Certificacoes
Controle de Validade: Controle rigoroso das datas de validade das certificacGes.

Educacao Continuada: Acompanhamento do cumprimento de requisitos de educacao
continuada.

Renovacoes: Processo para assegurar renovacao tempestiva de certificagoes.
Registros: Manutencao de registros atualizados de todas as certificacGes.
16.3. Treinamento e Desenvolvimento

Programas de Treinamento: Desenvolvimento de programas de treinamento para
preparagao para certificacoes.

Apoio Financeiro: Politica de apoio financeiro para obtencido e manutencao de
certificacoes.
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Desenvolvimento Profissional: Incentivo ao desenvolvimento profissional continuo
dos colaboradores.

17. PLANO DE CONTINUIDADE DE NEGOCIOS

Coordenador de Contingéncia: O Diretor de Compliance, Risco e PLD atuara como
Coordenador de Contingéncia, sendo responsavel por avaliar a gravidade da situacao,
decidir pela ativacdo do Plano, coordenar as acdes de resposta e comunicar todos os
envolvidos.

Situacoes de Ativacao: O Plano podera ser ativado em situacoes como: (i) Desastres
Naturais; (ii) Pandemias ou Crises de Satide Publica; (iii) Falhas Tecnolbgicas Graves; (iv)
Auséncia de Pessoal Critico; (v) Interrupcao de Servicos Essenciais de terceiros.

Prazo de Normalizacao: Serd de responsabilidade do Coordenador de Contingéncia
assegurar que as operacoes criticas da Gestora (acesso a sistemas, comunicacdo com
prestadores, cumprimento de obrigacoes regulatorias) voltem a normalidade no mesmo dia
atil em que ocorrer a ativacdo do Plano. Para situacoes de maior complexidade, o
Coordenador devera estabelecer um plano de recuperagdo com prazos realistas e comunicar

a Diretoria.

Testes e Revisao: O Plano de Continuidade sera testado anualmente para verificar sua
eficacia, e os resultados serdo documentados e utilizados para aprimoramento continuo.

18. GESTAO DE RISCOS

18.1. Framework de Gestao de Riscos: A Gestora implementa framework abrangente
de gestao de riscos adequado as suas atividades de gestao de FIPs.

Identificacao de Riscos: Processo sistematico para identificacdo de todos os tipos de
riscos.

Avaliacao de Riscos: Metodologia para avaliacao da probabilidade e impacto dos riscos.

Tratamento de Riscos: Estratégias para mitigacdo, transferéncia, aceitacdo ou
eliminacao de riscos.

Monitoramento: Monitoramento continuo dos riscos e efetividade dos controles.
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18.2. Tipos de Riscos Gerenciados

Riscos de Mercado: Riscos relacionados a variacoes nos precos de ativos e condicoes de
mercado.

Riscos de Crédito: Riscos relacionados a capacidade de pagamento de devedores e
contrapartes.

Riscos de Liquidez: Riscos relacionados a capacidade de liquidar posicoes quando
necessario.

Riscos Operacionais: Riscos relacionados a falhas em processos, pessoas, sistemas ou
eventos externos.

Riscos de Compliance: Riscos relacionados ao descumprimento de normas
regulamentares ou politicas internas.

18.3. Controles de Riscos

Limites de Exposicao: Estabelecimento de limites adequados para diferentes tipos de
exposicao.

Diversificacao: Politicas de diversificacao para reducao de concentracao de riscos.
Monitoramento: Sistemas de monitoramento continuo de exposic¢oes e riscos.
Relatoérios: Elaboracao de relatorios regulares sobre riscos para a Diretoria.

Supervisao pelo Comité: Os controles de riscos sao supervisionados pelo Comité de
Compliance, Risco e PLD, que avalia sua adequacao e efetividade, podendo determinar
ajustes quando necessario.

19. SEGURANCA DA INFORMACAO E TESTES PERIODICOS

19.1. Principios de Seguranca da Informacao: A Gestora mantém politica de
seguranca cibernética e protecdo de dados com intuito de preserva o sigilo de dados
confidenciais de investidores, empresas investidas e informacoes estratégicas, com foco
especial em informac6es mantidas em meio eletronico. A politica baseia-se nos principios
de confidencialidade, integridade, disponibilidade, conformidade regulatoria e melhoria
continua.

19.2. Programa de Testes Periodicos de Seguranca: A Gestora implementa
programa de testes periodicos de seguranca para sistemas de informac6es confidenciais,
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abrangendo todos os dispositivos e sistemas utilizados por so6cios, administradores,
colaboradores e funcionarios.

19.2.1. Periodicidade dos Testes

Testes Anuais:

Auditoria completa de seguranca da informacao

Revisao de politica de seguranca e procedimentos

Avaliacao de conformidade com LGPD e regulamentacdo CVM
Analise de efetividade dos controles implementados

Testes Semestrais:

Testes de vulnerabilidade de sistemas e aplicacoes

Varredura de vulnerabilidades em sistemas de armazenamento em nuvem
Analise de configuracoes de seguranca

Revisao de permissoes de acesso a sistemas e arquivos

Avaliacao de politicas de senha e autenticacao

Testes Trimestrais:

Testes de backup e recuperagiao de dados

Validacao de integridade de backups armazenados
Verificacdo de tempo de recuperagdo (RTO) e ponto de recuperacao (RPO)
Testes de restauracao de arquivos criticos

Verificacdo de controles de acesso a sistemas e plataformas
Revisao de logs de acesso e atividades suspeitas
Atualizacao de listas de usuérios autorizados

Verificacao de atualizacoes de seguranca instaladas
Monitoramento de tentativas de acesso nao autorizado
Monitoramento Continuo:

Monitoramento de antivirus e antimalware em tempo real
Alertas de seguranca automaticos

Verificacao automatica de atualizacoes de seguranca
Monitoramento de firewall e sistemas de protecao

19.2.2. Escopo dos Testes
Os testes de seguranca abrangem:

Sistemas de Armazenamento em Nuvem:

) Google Drive, Google Workspace, Microsoft OneDrive, SharePoint
° Dropbox e outras plataformas de armazenamento

° Sistemas de backup em nuvem

° Plataformas de compartilhamento de arquivos
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Sistemas de Comunicacao:

° E-mail corporativo

° Sistemas de mensagens instantaneas corporativas
° Plataformas de videoconferéncia

° Telefonia corporativa

Plataformas de Gestdo e Controle:

° Planilhas e modelos proprietarios em Excel
Sistemas de controle de investimentos
Plataformas de anéalise financeira

Sistemas de gestao de documentos
Ferramentas de modelagem e valuation

Sistemas de Prestadores de Servicos:
Plataformas do administrador fiduciario

Sistemas do custodiante

Portais de escrituracao

Sistemas de contabilidade terceirizada

Outras plataformas de prestadores criticos

Dispositivos de Sécios, Administradores, Colaboradores e Funcionarios:
Notebooks corporativos

Computadores desktop

Smartphones corporativos ou pessoais utilizados para atividades da Gestora
Tablets utilizados para acesso a sistemas corporativos

Dispositivos de armazenamento externo

Infraestrutura de Rede:

° Rede Wi-Fi corporativa

° Roteadores e equipamentos de rede

) Firewalls e sistemas de protecao

° VPN (Virtual Private Network) quando utilizada

19.2.3. Tipos de Testes Realizados

Testes de Vulnerabilidade: Identificacao de falhas de seguranca em sistemas e aplicacgoes,
varredura automatizada de vulnerabilidades conhecidas, andlise de configuracoes
inadequadas, identificacao de software desatualizado, e relatorio de vulnerabilidades por
criticidade.

Testes de Controle de Acesso: Verificacao de permissoes de usuarios em sistemas e arquivos,
identificacao de acessos desnecessarios ou excessivos, revisao de usuarios inativos, validacao
de segregacao de funcGes, e testes de autenticacao multifator.
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Testes de Backup e Recuperacao: Validacao de integridade de backups realizados, testes de
restauracao de arquivos individuais e completa de sistemas, verificacdo de tempo de
recuperacao e ponto de recuperacao, e testes de recuperacao em ambiente alternativo.

Testes de Resposta a Incidentes: Simulacao de cenarios de violacao de seguranca, testes de
procedimentos de contencao e mitigacao, validacdo de comunicacdo em situacoes de crise,
e avaliacao de tempo de resposta a incidentes.

Testes de Conscientizacdo: Avaliacio de comportamento de usuarios e identificacao de
necessidades de treinamento adicional.

Testes de Criptografia: Verificacao de criptografia de discos rigidos, validacao de criptografia
de comunicacoes, testes de criptografia de backups, e verificacdo de protecdo de arquivos
sensiveis.

19.2.4. Responsabilidades

Diretor de Compliance, Risco e PLD: Coordenar o programa de testes peridodicos de
seguranca, aprovar o cronograma anual de testes, revisar relatorios de testes realizados,
acompanhar implementacao de agoes corretivas, reportar ao Comité de Compliance sobre
resultados dos testes, e comunicar a Diretoria vulnerabilidades criticas identificadas.

Prestadores de Servicos de TI: Executar os testes técnicos de seguranca conforme
cronograma, elaborar relatorios detalhados de vulnerabilidades identificadas, recomendar
acoOes corretivas e melhorias, implementar correcoes aprovadas pela Gestora, e manter
documentacao técnica atualizada.

Diretoria: Aprovar recursos necessarios para o programa de testes, revisar relatérios de
testes de seguranca, tomar decisdes sobre investimentos em seguranca, e supervisionar
implementacao de acoes corretivas criticas.

Todos os Colaboradores: Participar de testes de conscientizagdo, reportar imediatamente
incidentes de seguranca identificados, cooperar com testes e auditorias de seguranca,
manter dispositivos corporativos atualizados e protegidos, e cumprir politicas de seguranca
estabelecidas.

19.2.5. Documentacao e Registros: Todos os testes de seguranca sao documentados e
os registros mantidos por prazo minimo de 5 anos, incluindo cronograma de testes com
planejamento anual e registro de testes realizados, relatérios técnicos detalhados de cada
teste com vulnerabilidades identificadas e classificacdo de criticidade, planos de acao
corretiva com priorizagao e prazos, evidéncias de implementacao de corregoes, e relatorios
gerenciais trimestrais para a Diretoria com indicadores de seguranca.
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19.3. Controles de Acesso e Seguranca de Dispositivos

19.3.1. Dispositivos Corporativos: Todos os dispositivos corporativos utilizados por
socios, administradores, colaboradores e funcionarios devem atender aos seguintes
requisitos minimos de seguranca:

Criptografia de Disco: Criptografia completa de disco rigido obrigatéria em todos os
dispositivos que armazenam informagoes da Gestora, com verificacao semestral de status de
criptografia.

Protecao contra Malware: Antivirus corporativo instalado e atualizado automaticamente,
varredura em tempo real ativa, varredura completa semanal agendada, e protecao contra
ransomware.

Firewall e Atualizacoes: Firewall do sistema operacional ativo, atualizagoes automaticas de
sistema operacional ativadas, instalacao de patches de seguranca criticos em até 7 dias, e
verificacdo mensal de software desatualizado.

Autenticacdo: Senhas fortes obrigatorias (minimo 12 caracteres com letras maiudsculas,
minusculas, nimeros e simbolos), autenticacao de dois fatores obrigatoria para sistemas
criticos, bloqueio automatico de tela ap6s 10 minutos de inatividade, e proibicdo de
compartilhamento de credenciais.

Controle de Acesso Fisico: Protecao fisica de dispositivos, procedimento de bloqueio remoto
em caso de perda ou roubo, possibilidade de limpeza remota de dados corporativos, e
registro de dispositivos corporativos com niimero de série e responsavel.

19.3.2. Politica BYOD (Bring Your Own Device): Quando colaboradores utilizarem
dispositivos pessoais para atividades da Gestora, devem atender aos mesmos requisitos de
seguranca dos dispositivos corporativos, incluindo separacdo de dados pessoais e
corporativos, criptografia de dados corporativos, autenticacao forte para acesso a sistemas
da Gestora, e aceitacao de possibilidade de limpeza remota apenas de dados corporativos.

Restricoes aplicaveis incluem proibicao de armazenamento de informacoes confidenciais em
dispositivos pessoais nao protegidos, obrigatoriedade de uso de aplicativos corporativos
para comunicacao sensivel, e proibicao de uso de redes Wi-Fi publicas sem VPN para acesso
a sistemas corporativos.

19.3.3. Acesso Remoto: Acesso remoto a sistemas da Gestora deve seguir controles
especificos, incluindo uso obrigatério de VPN quando aplicavel, autenticacdo multifator
para conexao VPN e acesso a sistemas em nuvem, monitoramento de conexdes e acessos
remotos, e logs de acesso remoto mantidos por 12 meses.
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Para trabalho remoto, aplicam-se orientacoes especificas incluindo proibicao de uso de
computadores compartilhados ou publicos, uso de conexoes seguras, e protecao fisica de
documentos impressos em ambiente doméstico.

19.4. Gestao de Incidentes de Seguranca

19.4.1. Definicao de Incidente de Seguranca: Considera-se incidente de seguranca
qualquer evento que comprometa ou possa comprometer a confidencialidade, integridade
ou disponibilidade de informacdes da Gestora, incluindo acesso nao autorizado a
informacoes confidenciais, vazamento de dados, perda ou roubo de dispositivos, alteracao
ndo autorizada de dados, indisponibilidade de sistemas criticos, infeccdo por virus ou
malware, e tentativas de phishing bem-sucedidas.

19.4.2. Processo de Resposta a Incidentes: O processo de resposta a incidentes
compreende:

Identificacdo e Classificacdao: Deteccao do incidente, classificacao de criticidade (critica, alta,
meédia, baixa), acionamento imediato do Diretor de Compliance para incidentes criticos ou
altos, e documentacao inicial do incidente.

Contencdo e Mitigacdo Imediata: Isolamento de sistemas afetados, bloqueio de acessos
comprometidos, mudanca de senhas quando aplicavel, desconexao de dispositivos
infectados da rede, e ativacdo de backups para restauracao quando necessario.

Investigacdo e Anélise: Analise de causa raiz do incidente, identificacdo de extensdo do
comprometimento, coleta de evidéncias técnicas, avaliacao de impacto, e determinacao de
responsabilidades.

Comunicacdo: Comunicacdo imediata a Diretoria para incidentes criticos, avaliacao de
necessidade de comunicacao a investidores afetados, comunicacao a ANPD quando aplicavel
conforme LGPD, comunicacao a autoridades reguladoras quando exigido, e comunicacao a
prestadores de servicos afetados.

Implementacdo de Medidas Corretivas: Correcdo de vulnerabilidades que permitiram o
incidente, implementacao de controles adicionais para prevencao, atualizacao de politicas e
procedimentos, treinamento adicional de colaboradores quando aplicavel, e melhoria de
sistemas de deteccao e resposta.

Documentacio e Licoes Aprendidas: Relatorio completo do incidente com cronologia
detalhada, analise de efetividade da resposta, identificacio de melhorias necessarias,
atualizacdo de procedimentos de resposta a incidentes, e compartilhamento de licoes
aprendidas com a equipe.
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19.4.3. Prazos de Resposta

Incidentes Criticos (vazamento de dados, ransomware, acesso nao autorizado a sistemas
criticos): Contencao imediata (até 1 hora), comunicacdo a Diretoria imediata (até 2 horas),
investigacao inicial (até 24 horas), e plano de acao (até 48 horas).

Incidentes Altos (tentativa de phishing bem-sucedida, perda de dispositivo): Contencao (até
4 horas), comunicacao a Diretoria (até 24 horas), investigacao (até 3 dias uteis), e plano de
acao (até 5 dias tteis).

Incidentes Médios e Baixos: Tratamento conforme cronograma regular de seguranga, com
documentacao e analise em até 10 dias tuteis.

19.5. Treinamento e Conscientizacao

19.5.1. Programa de Treinamento: Todos os colaboradores recebem treinamento
periodico sobre seguranca da informacao:

Treinamento Inicial (na admissdo): Politicas de seguranca da informacao da Gestora, boas
praticas de seguranca, identificacdo de tentativas de phishing e engenharia social,
procedimentos de resposta a incidentes, e responsabilidades individuais.

Treinamento Anual (todos os colaboradores): Atualizacdo sobre novas ameacas e tipologias
de ataques, revisdo de politicas e procedimentos, casos praticos e licoes aprendidas,
simulac¢ao de cenarios de incidentes, e avaliacao de conhecimento.

Treinamento Especifico (para funcoes criticas): Diretor de Compliance recebe treinamento
em gestdo de incidentes e conformidade LGPD. Equipe de TI recebe treinamento em
resposta técnica a incidentes e testes de seguranca. Todos recebem treinamento sobre
protecao de informaco6es confidenciais de investidores.

19.5.2. Campanhas de Conscientizacao: A Gestora realiza campanhas periodicas de
conscientizacdo incluindo e-mails mensais com dicas de seguranca, alertas sobre novas
ameacas identificadas, lembretes sobre boas praticas, divulgacao de resultados de testes de
conscientizacdo, simulacdo trimestral de e-mails de phishing, avaliacdo de taxa de cliques
em links suspeitos, e feedback individual para colaboradores que falharam nos testes.

19.6. Conformidade com LGPD: A Gestora mantém conformidade com a Lei Geral de
Protecao de Dados em todas as atividades de tratamento de dados pessoais, aplicando os
principios de finalidade, adequacao, necessidade, transparéncia e seguranca. A Gestora
respeita os direitos dos titulares de dados incluindo confirmacdo de existéncia de
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tratamento, acesso aos dados pessoais, correcao de dados, anonimizacao ou eliminacao de
dados, portabilidade de dados, e informacao sobre compartilhamento de dados.

As medidas de seguranca para protecao de dados pessoais incluem criptografia de dados
sensiveis, controles de acesso baseados em necessidade, anonimizacdo quando possivel,
registro de operacoes de tratamento, e avaliacdo de impacto a protecao de dados quando
aplicavel.

19.7. Referéncia a Politica Especifica: Além das regras previstas neste Manual, os
procedimentos técnicos e operacionais detalhados de seguranca cibernética e protecao de
dados estao estabelecidos na Politica de Seguranca Cibernética e Protecao de Dados , que
complementa e detalha as diretrizes desta secdo. Tal Politica aborda de forma aprofundada
arquitetura de seguranca de sistemas e redes, procedimentos técnicos de testes de
seguranca, gestdo de vulnerabilidades e patches, seguranca de aplicacoes e
desenvolvimento, continuidade de negocios e recuperacao de desastres, conformidade com
regulamentacoes de prote¢ao de dados, e outros aspectos técnicos de seguranca cibernética.

19.8. Revisao e Atualizacdo: A politica de seguranca da informacdo é revisada
anualmente ou sempre que houver mudancas significativas em sistemas ou infraestrutura,
identificacdo de novas ameacas ou vulnerabilidades, incidentes de seguranca relevantes,
mudancas na regulamentacao aplicavel, ou recomendacoes de auditorias ou testes de
seguranca. A revisdo é coordenada pelo Diretor de Compliance, com apoio de prestadores
de servicos de TI, e aprovada pela Diretoria.

20. DISPOSICOES GERAIS

20.1. Vigéncia: Este Manual entra em vigor na data de sua aprovacao pela Diretoria e
permanece valido até sua revogacao ou substituicao por versao atualizada.

20.2. Atualizacoes: Este Manual sera atualizado sempre que necessario para refletir
mudancas na regulamentacao, na estrutura da Gestora, ou nas melhores praticas de
mercado.

20.3. Treinamento: Todos os colaboradores devem receber treinamento adequado sobre
as disposicoes deste Manual e suas atualizagoes.

O processo de treinamento inicial dos colaboradores da Tritono Capital ocorre no momento
de sua admissao e tem como objetivo assegurar o conhecimento adequado das politicas
internas, da regulamentacdo aplicivel e das responsabilidades associadas as funcdes
desempenhadas.

O treinamento inicial abrange, no minimo:
1) apresentacao da estrutura organizacional da gestora;
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(i1) leitura e explicacao das politicas internas vigentes, incluindo, entre outras, as
politicas de controles internos, gestao de riscos, compliance e prevencao a lavagem de
dinheiro;

(iii)  orientacoes sobre conduta ética, confidencialidade das informacées e prevencao de
conflitos de interesse.

Adicionalmente, a Tritono Capital mantém programa de reciclagem periddica, realizado, no
minimo, anualmente, ou sempre que houver alteracoes relevantes na regulamentacao ou nas
politicas internas. O programa de reciclagem consiste em sessoes internas de atualizacao,
comunicados formais e revisdes dirigidas das politicas aplicaveis, sendo conduzido pelo
Diretor de Compliance ou por profissional por ele designado.

O controle do treinamento inicial e reciclagem é feito por meio de um sistema proprietario
que inclui um checklist das obrigagoes de leitura e adesdo as politicas vigentes no inicio das
atividades de cada colaborador, assim como as reciclagens periodicas.

A participacao dos colaboradores nos treinamentos iniciais e nas reciclagens periddicas é
registrada e arquivada em meio eletronico, com indicacdo da data, conteido abordado e
participantes.

20.4. Sancoes: O descumprimento das disposicoes deste Manual pode resultar em
medidas disciplinares, incluindo adverténcia, suspensao ou desligamento, conforme a
gravidade da violacao.

20.5. Casos Omissos: Casos omissos ou situacoes nao previstas neste Manual devem ser
submetidos ao Diretor de Compliance para analise inicial. Casos de maior complexidade ou
relevancia devem ser levados ao Comité de Compliance, Risco e PLD para deliberacao.

20.6. Integracao com Outras Politicas: Este Manual deve ser lido em conjunto com
outras politicas internas da Gestora, incluindo o Cédigo de Etica, politicas especificas de
gestao de riscos, e demais documentos regulatorios.

Aprovado pela Diretoria da Tritono Capital Gestao de Recursos Ltda.
Sao Paulo, Janeiro de 2026

Daniel Teruo Famano Guilherme Maitto Caputo
Diretor Presidente Diretor de Compliance
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