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1. INTRODUCAO

A Politica de Segregacao de Atividades e Confidencialidade da Tritono Capital Gestao de
Recursos Ltda. (“Tritono Capital” ou “Gestora”) visa estabelecer as orientacOes necessarias
para garantir as devidas segregacoes de atividades e a confidencialidade necessaria ao
atendimento das fun¢oes da Gestora, em conformidade com o artigo 28, incisos I e II, da
Resolucao CVM n° 21/2021.

Por intermédio deste instrumento, visa-se o atendimento integral e ininterrupto as
normas, politicas e regulamentacoes vigentes, promovendo a transparéncia na conducao
dos negocios, a salvaguarda da confidencialidade das informagoes outorgadas pelos
investidores, a eliminacao de conflitos de agéncia entre os diversos atores da entidade,
evitando ganhos pessoais indevidos por meio da criacdo de condicOes artificiais de
mercado ou da manipulacao e uso de informacao privilegiada.

Esta politica foi desenvolvida para o cumprimento das obrigacoes estabelecidas pelas
Instrucoes da Comissao de Valores Mobiliarios, especialmente a Resolucado CVM n°
21/2021, pela legislacao aplicavel e demais praticas nacionais e internacionais aplicadas a
politica de compliance, considerando as especificidades da gestdo de Fundos de
Investimento em Participacgoes.

A Gestora reconhece que a adequada segregacao de atividades e a manutencdo da
confidencialidade sdo elementos fundamentais para a protecdo dos investidores e a
integridade do mercado de capitais, especialmente no contexto de investimentos em
participacoes societarias onde o acesso a informacoes privilegiadas é frequente.
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2. ABRANGENCIA
Esta politica é aplicavel a todos os administradores, colaboradores, estagiarios,
terceirizados e prestadores de servicos envolvidos com negocios e atividades da Gestora,

bem como aos socios controladores da Gestora.

A politica abrange todas as atividades desenvolvidas pela Gestora, incluindo:

. Gestao de Fundos de Investimento em Participacoes
. Analise de oportunidades de investimento

. Due diligence de empresas-alvo

. Monitoramento de investimentos

. Exercicio de direitos societarios

. Relacionamento com investidores

. Atividades de compliance e controles internos

. Gestao de riscos

. Outras atividades correlatas

A aplicacao desta politica estende-se também as informacdes e atividades relacionadas a
empresas investidas, potenciais investimentos, estratégias de investimento, informacgoes de
investidores e demais dados confidenciais sob responsabilidade da Gestora.

3. IMPLEMENTACAO E REVISAO

3.1. Implementacao: A implementacao desta politica se dara de forma imediata apés a
aprovacao da Diretoria e sera comunicada a todos os colaboradores e prestadores de
servicos relevantes.

3.2. Revisao: Esta politica sera revisada anualmente ou sempre que houver mudancas
significativas nos negocios ou na regulacao. O planejamento de compliance e controles

internos é efetuado anualmente, com o objetivo de revisar e atualizar todos os
procedimentos, codigos, manuais e politicas da Gestora.

3.3. Relatério Anual: A revisao desta politica coincidira com a entrega do Relatorio
Anual de Controles Internos e Cumprimento da Resolu¢do CVM n° 21/2021, no prazo legal
estabelecido.

3.4. Revisoes Extraordinarias: RevisOes extraordinarias desta politica poderao
ocorrer em caso de situagOes imprevistas e/ou mudancas significativas e repentinas,
também com vistas a apurar a permanéncia da conformidade.

Deficiéncias de controles internos detectadas devem ser relatadas para as éareas
responsaveis por tais controles e reportadas a Diretoria.
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4. RESPONSABILIDADES

4.1. Diretor de Compliance: Compete ao Diretor de Compliance a gestao e a aplicagao
desta politica, incluindo:

. Supervisao do cumprimento das diretrizes estabelecidas

. Monitoramento da efetividade dos controles de segregacao
. Investigacao de potenciais violagoes

. Treinamento de colaboradores

. Comunicacao com 6rgaos reguladores

. Elaboracao de relatorios de compliance

4.2. Diretoria: A Diretoria é responsavel por:

. Aprovar e revisar esta politica

. Assegurar recursos adequados para implementagao

. Tomar decisoes sobre conflitos de interesse

. Supervisionar a efetividade dos controles

. Comunicar-se com stakeholders sobre questdes de compliance

4.3. Colaboradores: Todos os colaboradores devem:

. Conhecer e cumprir as diretrizes desta politica
. Reportar potenciais conflitos de interesse

. Manter confidencialidade de informacgoes

. Participar de treinamentos obrigatorios

. Cooperar com investigacoes de compliance

4.4. Esclarecimentos: Este documento nao detalha necessariamente todas as situacoes
passiveis de ocorréncia no dia a dia dos negdcios. Quaisquer duvidas deverao ser remetidas
ao Diretor de Compliance.

5. ENDERECO ELETRONICO
Em conformidade com o artigo 16, inciso II, da Resolucado CVM n° 21/2021, este
documento estara disponivel no site da Gestora (www.tritonocapital.com.br) quando em

funcionamento.

Para comunicacoes relacionadas a esta politica, dividas ou reportes de violagoes, deve ser
utilizado o seguinte endereco eletrénico:

E-mail: compliance@tritonocapital.com.br

As comunicacgoes serdo tratadas com confidencialidade e investigadas adequadamente
conforme a natureza da questao reportada.


http://www.tritonocapital.com.br/
mailto:compliance@tritonocapital.com.br
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6. SEGREGACAO DE COMPLIANCE

6.1. Independéncia do Compliance: O Diretor de Compliance atua em funcoes de
supervisao, controle e conformidade, em area funcionalmente segregada daquelas
utilizadas para a operacionalizacio dos negbcios da Gestora. E considerado profissional
“behind all barriers”, na forma das melhores praticas vigentes, sob quem recai o dever legal
de zelar pela perfeita segregacao de atividades da entidade.

6.2. Autonomia Funcional: A Gestora atua com a premissa de que a funcdo de
compliance deve ser completamente independente, de modo que nao haja interferéncia no
trabalho desenvolvido. A segregacao funcional do Diretor de Compliance e demais 6rgaos
da entidade é garantida pela Gestora, fornecendo meios para que possa agir de modo
independente, fiscalizar qualquer tipo de conduta impropria e com poderes para vedar a
realizacao de determinados negocios.

6.3. Estrutura de Reporte: O Diretor de Compliance reporta-se diretamente a
Diretoria, mantendo independéncia em relacido as atividades operacionais de gestao de
investimentos. Esta estrutura assegura que questoes de compliance sejam tratadas com a
devida prioridade e independéncia.

6.4. Acesso a Informacoes: O Diretor de Compliance tem acesso irrestrito a todas as
informacgoes necessarias para o exercicio de suas fungoes, incluindo:

. Documentos de investimentos

. ComunicacgOes internas e externas

. Registros de transacoes

. Informacées de due diligence

. Dados de monitoramento de investimentos

. Outras informacoes relevantes para compliance

7. CHINESE WALL E SEGREGACAO DE FUNCOES

7.1. Conceito de Chinese Wall: A Gestora implementa barreiras informacionais
(“Chinese Wall”) para prevenir o fluxo inadequado de informacoes confidenciais entre
diferentes areas e atividades, especialmente considerando o acesso a informacoes
privilegiadas inerente a gestao de FIPs.

7.2. Segregacao Fisica e Loégica: Embora a Gestora mantenha estrutura enxuta,
implementa controles adequados de segregacao:

Segregaciao Fisica: - Controles de acesso a documentos fisicos - Armazenamento seguro
de informacoes confidenciais - Restricbes de acesso a areas sensiveis - Controles de
visitantes e terceiros
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Segregacao Logica: - Controles de acesso a sistemas de informacao - Perfis de usuario
diferenciados - Logs de acesso e auditoria - Criptografia de dados sensiveis

7.3. Segregacao de Funcoes: A Gestora implementa adequada segregacao de funcoes
considerando sua estrutura:

Gestao vs. Compliance: - Separacdo entre atividades de investimento e controle -
Independéncia na avaliacdo de compliance - Processos de aprovacao diferenciados -
Reportes independentes

Front Office vs. Back Office: - Terceirizacao de atividades de back office - Controles
sobre prestadores de servicos - Reconciliagdes independentes - Monitoramento de
atividades terceirizadas

7.4. Controles de Informacao: Lista de Insiders: - Manutencao de lista de pessoas com
acesso a informacgoes privilegiadas - Controles especificos para cada investimento -
Monitoramento de transacoes pessoais - Restri¢oes de negociacao quando aplicavel

Compartimentalizacao: - Acesso a informagoes baseado em “need to know” - Projetos
com codinomes quando apropriado - Controles especificos para cada deal - Documentacao
de acessos e autorizacoes

7.5. Utilizacao de Ambientes Fisicos e Espacos Compartilhados

A Gestora assegura que todas as suas atividades sejam realizadas em ambientes que
garantam a seguranca e a confidencialidade das informacdes, sejam eles escritorios
dedicados ou espacos em ambientes compartilhados, como coworkings.

Independentemente do local fisico de trabalho, aplicam-se as seguintes regras:

Ambientes Restritos: As atividades da Gestora devem ser realizadas exclusivamente em
ambientes fisicos restritos aos seus colaboradores, sem acesso de terceiros nao
autorizados. Isso inclui escritérios privativos, salas de reunidao dedicadas ou outras areas
de acesso controlado.

Proibicdo de Espacos Comuns: E vedada a realizacio de atividades sensiveis, discussdes
sobre investimentos, reunides confidenciais ou o manuseio de documentos sigilosos em
espacos comuns de ambientes compartilhados, tais como areas de café, lounges ou
recepgOes abertas.

Controle de Acesso: Quando em ambientes compartilhados, a Gestora utilizara
exclusivamente salas ou escritorios que permitam o controle de acesso, preferencialmente
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por meio de reserva prévia que garanta o uso exclusivo do espaco durante o periodo de
utilizacao.

Seguranca da Informacdo: Os colaboradores devem garantir a seguranca de seus
equipamentos (laptops, celulares) e documentos, aplicando bloqueio de tela sempre que se
ausentarem e utilizando fones de ouvido para chamadas confidenciais. A impressao de
documentos sensiveis em impressoras compartilhadas deve ser evitada.

Esta politica se aplica a qualquer modalidade de trabalho, seja em sede proépria, filial,
escritério compartilhado (coworking) ou trabalho remoto, visando sempre a prote¢ao das
informacoes da Gestora e de seus clientes.

8. CONFLITOS DE INTERESSES

8.1. Identificacdo de Conflitos: A Gestora mantém processo sistematico de
identificacao de conflitos de interesse, incluindo:

Conflitos Pessoais: - Investimentos pessoais dos colaboradores - Relacionamentos
familiares ou pessoais - Atividades profissionais externas - Interesses financeiros diretos
ou indiretos

Conflitos Institucionais: - Relacionamentos com empresas investidas - Prestadores de
servicos comuns - Investidores com interesses conflitantes - Oportunidades de
investimento concorrentes

8.2. Atividades de Colaboradores Alheias a Gestora: A Gestora estabelece regras e
procedimentos para assegurar que atividades profissionais, académicas ou pessoais de seus
colaboradores, nao relacionadas a Gestora, sejam conduzidas de forma a nao gerar
conflitos de interesse, nao comprometer suas responsabilidades fiduciarias e nao
prejudicar a dedicacao necesséaria as suas funcoes.

8.2.1. Principios Gerais de Atividades Externas:

Dedicacao Prioritaria: Todos os colaboradores devem ter dedicacdo prioritaria as
atividades da Gestora. Atividades externas sao permitidas, desde que nao comprometam a
atencao, a disponibilidade e a qualidade do trabalho exigidas para o pleno funcionamento
da Gestora.

Natureza das Atividades Permitidas: Sao permitidas atividades externas de natureza
conexa, complementar e nao conflitante com as atividades da Gestora, incluindo atividades
académicas, pro-bono, participacdo em conselhos ou comités de entidades nao
concorrentes e atividades em entidades de classe.
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Limite de Dedicacdo: A dedicacio de tempo a atividades externas nao deve, em conjunto,
exceder 10% da carga horaria profissional total do colaborador, salvo aprovacao expressa e
justificada da Diretoria, ap6s analise do Comité de Compliance.

8.2.2. Segregacao de Atividades Externas: Para prevenir conflitos e o uso indevido
de recursos, a Gestora impoOe as seguintes regras de segregacao:

Segregacao Fisica e de Ambiente: Nenhuma atividade externa deve ser desempenhada nos
ambientes fisicos (escritorios, salas de reunido) ou virtuais (sistemas, redes, e-mails
corporativos) da Gestora.

Segregacdo Funcional e de Recursos: E vedada a utilizacio de quaisquer recursos materiais
(computadores, telefones, impressoras) ou informacionais (softwares, bases de dados,
informacdes confidenciais) da Gestora para a realizacao de atividades externas.

Segregacao Sistémica e de Relacionamento: Nenhuma entidade na qual um colaborador
exerca atividade externa poderd prestar servicos, fornecer produtos ou figurar como
contraparte da Gestora ou dos fundos sob sua gestdo, salvo em condicoes de mercado
estritas, com total transparéncia e ap6s aprovacao prévia do Comité de Compliance.

8.2.3. Procedimento de Avaliacao e Aprovacao Prévia: Qualquer atividade externa
remunerada ou que possa gerar potencial conflito de interesse deve ser submetida a anéalise
e aprovacao prévia do Comité de Compliance, Risco e PLD. O colaborador deve fornecer
informacgoes detalhadas sobre a natureza da atividade, a entidade envolvida, o tempo de
dedicacao estimado e os potenciais riscos de conflito. O Comité avaliara a solicitacdo com
base nos principios desta politica e emitira parecer formal, que sera arquivado.

8.2.4. Gestao de Potenciais Conflitos Identificados: Caso seja identificado um
potencial conflito de interesse, atual ou potencial, entre a atividade externa de um
colaborador e os interesses da Gestora ou de seus clientes, o Comité de Compliance
determinara as medidas necessarias para mitiga-lo ou elimina-lo, que podem incluir:

- Estabelecimento de barreiras de informacao adicionais;

- Restricoes a participacdo do colaborador em determinadas decisoes de
investimento;

- Desinvestimento de posi¢oes pessoais; e

- Como medida final, a proibicdo do exercicio da atividade externa conflitante
enquanto perdurar o vinculo com a Gestora.

8.3. Declaracao de Conflito de Interesses

Processo de Declaracao: - Declaracdo inicial na admissdo - Atualizacbes anuais
obrigatérias - Comunicacao imediata de mudancas - Formularios padronizados
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Avaliacao e Tratamento: - Andlise de cada situacdo declarada - Implementacao de
controles especificos - Monitoramento continuo - Revisao periddica de medidas adotadas

8.4. Gestao de Conflitos
Medidas Preventivas: - Politicas claras de prevencao - Treinamento regular de
colaboradores - Controles automatizados quando possivel - Cultura de transparéncia e

ética

Medidas Corretivas: - Investigacdo de violagdes - Implementacgio de ac¢des corretivas -
Sancoes disciplinares quando apropriado - Melhoria de controles e processos

9. POLITICA DE CONFIDENCIALIDADE

9.1. Objetivo e Aplicacao. Esta secao estabelece diretrizes para protecao de informacoes
confidenciais da Gestora, seus investidores e empresas investidas, aplicando-se a todos os
colaboradores, prestadores de servicos e terceiros com acesso a informacoes da Gestora.

9.2. Definicoes

Informacao Confidencial: - Estratégias de investimento - Informacodes sobre
investidores - Dados financeiros de empresas investidas - Informacgoes de due diligence -
Documentos contratuais - Outras informac6es nao publicas

Informacao Privilegiada: - InformacGes materiais nao divulgadas sobre empresas
investidas - Dados sobre operacdes em andamento - Informacoes sobre estratégias de
saida - Outros fatos relevantes nao publicos

9.3. Diretrizes de Confidencialidade

Principios Gerais: - Todas as informacoes da Gestora sao consideradas confidenciais
por padrao - Acesso baseado em necessidade profissional - Proibicao de uso para beneficio

pessoal - Manutencao de confidencialidade ap6s término do vinculo

Controles de Acesso: - Classificacdo de informacdes por nivel de confidencialidade -
Controles de acesso fisico e 16gico - Monitoramento de acessos - Trilhas de auditoria

9.4. Controles e Barreiras

Controles Fisicos: - Acesso restrito a instalacbes - Armazenamento seguro de
documentos - Controles de impressao e copia - Descarte seguro de informacoes



| ' TRITONO
CAPITAL

Controles Logicos: - Senhas robustas e autenticacdo multifator - Criptografia de dados
sensiveis - Controles de acesso a sistemas - Backup seguro de informacoes

Controles Administrativos: - Politicas e procedimentos claros - Treinamento regular
de colaboradores - Acordos de confidencialidade - Monitoramento de compliance

9.5. Seguranca Cibernética

Protecao de Sistemas: - Firewall e sistemas de detec¢ao de intrusdo - Antivirus e anti-
malware atualizados - Atualizacoes regulares de segurancga - Monitoramento de ameacas

Protecao de Dados: - Backup regular e seguro - Criptografia de dados em transito e em
repouso - Controles de acesso granulares - Politicas de retencao de dados

Resposta a Incidentes: - Plano de resposta a incidentes de seguranca - Equipe de
resposta designada - Procedimentos de contencdo e recuperacdo - Comunicacdo com
autoridades quando necessario

9.6. Testes de Seguranca

Testes Regulares: - Testes e Avaliacoes Periddicas de vulnerabilidade e Revisao de
controles de acesso, conforme detalhamento feito no Manual de Compliance.

Melhoria Continua: - Implementacio de correcdes identificadas - Atualizacdo de
politicas e procedimentos - Treinamento baseado em resultados - Monitoramento de
efetividade

9.7. Comunicaciao Externa

Principios: - Comunicacido apenas de informacoOes autorizadas - Aprovacao prévia para
divulgacoes - Consisténcia nas mensagens - Protecao de informac6es confidenciais

Canais Autorizados: - Porta-vozes designados - Canais oficiais de comunicacao -
Procedimentos para imprensa - Comunicacdo com reguladores

9.8. Violacoes e Sancoes

Investigacao: - Processo formal de investigacao - Preservacao de evidéncias - Entrevistas
com envolvidos - Documentac¢ao adequada

Sancoes: - Medidas disciplinares proporcionais - Ac¢des corretivas - Comunicagdo a
autoridades quando necessario - Melhoria de controles

10
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10. DISPOSICOES GERAIS

10.1. Vigéncia. Esta politica entra em vigor na data de sua aprovacao pela Diretoria e
permanece valida até sua revogacao ou substituicao por versao atualizada.

10.2. Treinamento.Todos os colaboradores devem receber treinamento sobre esta
politica, incluindo:

. Conceitos de segregacao de atividades
. Identificacdo de conflitos de interesse

. Protecao de informacoes confidenciais
. Procedimentos de reporte

. Consequéncias de violagoes

10.3. Monitoramento. O cumprimento desta politica é monitorado através de:

. Revisoes periodicas de controles
. Testes de efetividade

. Auditoria interna e externa

. Indicadores de performance

. Relatorios de compliance

10.4. Integracao com Outras Politicas. Esta politica deve ser lida em conjunto com:

. Cbdigo de Etica e Conduta

. Manual de Compliance

. Politica de Investimentos Pessoais
. Politica de Gestao de Riscos

. Outras politicas internas relevantes

10.5. Atualizac¢oes. Esta politica sera atualizada conforme necessario para refletir:

. Mudancas na regulamentacao

. Evolucao das melhores praticas

. Licoes aprendidas de incidentes

. Feedback de stakeholders

. Mudancas na estrutura da Gestora

10.6. Responsabilidade Individual. Cada colaborador é responsavel por:

. Conhecer e cumprir esta politica

. Reportar violagoes ou suspeitas

. Manter confidencialidade de informacoes
. Participar de treinamentos

. Cooperar com investigacoes

11
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10.7. Casos Omissos. Situacoes nao previstas nesta politica devem ser submetidas ao
Diretor de Compliance para analise e orientacao, sempre considerando os principios de
segregacao, confidencialidade e protecao dos investidores.

10.8. Documentaciao. Todas as atividades relacionadas a esta politica devem ser
adequadamente documentadas, incluindo:

. Declaracgoes de conflito de interesse
. Investigacoes de violacoes

. Treinamentos realizados

. Testes de controles

. Acoes corretivas implementadas

Aprovado pela Diretoria da Tritono Capital Gestao de Recursos Ltda.
Sao Paulo, Janeiro de 2026

Daniel Teruo Famano Guilherme Maitto Caputo
Diretor Presidente Diretor de Compliance
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