Polityka Prywatnosci
Elevare sp. z 0.0.
z 1 grudnia 2025 r.

Wstep

Niniejsza Polityka prywatnosci tj. polityka przetwarzania danych osobowych ma zastosowanie do
przetwarzania danych osobowych oséb

e bedacych Uzytkownikami strony internetowej oraz
e odwiedzajacych strone internetowa,
e odwiedzajacych konta mediéw spotecznosciowych Administratora

Niniejsza Polityka prywatnosci okresla, w jaki sposdb, dlaczego i na jakiej podstawie prawnej
Administrator przetwarza dane osobowe osoby, ktérej dane dotyczg oraz w jaki sposdb chroni prawo
do prywatnosci tej osoby.

Administrator przetwarza dane osobowe zgodnie z aktualnie obowigzujgcymi przepisami prawa, w tym
Rozporzadzeniem Parlamentu Europejskiego i Rady UE 2016/679 z 27 kwietnia 2016 r. w sprawie
ochrony oséb fizycznych w zwigzku z przetwarzaniem danych osobowych i w sprawie swobodnego
przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (dalej: ,RODO”), ustawa z dnia 10 maja
2018 r. o ochronie danych, a takze ustawg z dnia 12 lipca 2024 r. Prawo komunikacji elektronicznej.

Stosowane definicje.
W niniejszej Polityce stosuje sie nastepujace definicje:

® Administrator — podmiot, ktéry decyduje o celu i sSrodkach przetwarzania danych, w niniejszej
Polityce rozumie sie przez to Elevare spoétka z ograniczong odpowiedzialnoscig z siedziba
w Poznaniu (60-623) przy ul. Podlaskiej 15, wpisang do Rejestru Przedsiebiorcow Krajowego
Rejestru Sadowego, sad rejestrowy: Sgd Rejonowy Poznan Nowe Miasto i Wilda w Poznaniu, VIII
Wydziat Gospodarczy Krajowego Rejestru Sgdowego, KRS: 0001118326, NIP: 7822942950,
REGON: 529230259, o kapitale zaktadowym 100 000,00 zt.

e Dane osobowe — wszelkie informacje pozwalajace zidentyfikowaé osobe fizyczng (,,0sobe, ktorej
dane dotycza”), w tym m.in. jej dane identyfikacyjne, adresowe i kontaktowe.

e Panstwo trzecie - panstwo spoza Unii Europejskiej UE i Europejskiego Obszaru Gospodarczego
(EOG);

e Podmiot przetwarzajgcy — Procesor — Podmiot, ktory przetwarza dane osobowe w imieniu i na
zlecenie Administratora.

e Stronainternetowa - strona internetowa dostepna pod adresem www.elevare.com.pl, za pomoca,
ktérej Uzytkownik moze: przegladaé zawartos¢ strony internetowej, zapisac sie na newsletter,
skontaktowac sie z Administratorem przy uzyciu dostepnych danych kontaktowych lub formularzy
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kontaktowych widniejgcych na stronie, a takze skorzysta¢ z ustug sSwiadczonych przez

Administratora.

e Ustugi — ustugi oferowane przez Administratora, polegajgce na wymianie pomiedzy walutami

wirtualnymi i sSrodkami pfatniczymi oraz wymianie pomiedzy walutami wirtualnymi.

e Uzytkownik — osoba fizyczna, ktdra korzysta z ustug dostepnych na stronie internetowej, osoba

zainteresowana lub osoba odwiedzajgca Strone Internetows.
Kontakt z Administratorem.
Z Administratorem mozna skontaktowac sie w nastepujgce sposoby:
e listownie —ul. Podlaska 15, 60-623 Poznan
e telefonicznie — +48760701396
e za posrednictwem poczty elektronicznej — contact@elevare.com.pl

Z Inspektorem Ochrony Danych mozna skontaktowac sie w nastepujgce sposoby:

e listownie —ul. Podlaska 15, 60-623 Poznan z dopiskiem: ,,Inspektor ochrony danych”,
® za posrednictwem poczty elektronicznej — contact@elevare.com.pl

Sposoby pozyskiwania danych osobowych.

Dane osobowe gromadzone bezposrednio od oséb, ktdrych dane dotyczg, tj. poprzez:

wypetnienie formularza z danymi kontaktowymi podczas sktadania zapytania przez formularz na
stronie,

wypetnienie formularza zapisu na newsletter,

podanie Danych osobowych do przygotowania, zawarcia umowy i realizacji umowy dostepnymi
drogami kontaktu,

podanie Danych osobowych w ramach procedury weryfikujacej Uzytkownika (KYC - Know Your
Customer lub KYB - Know Your Business) prowadzonej przez Administratora, zgodnie z
obowigzujgcymi przepisami ustawy z dnia 01 marca 2018 r. o przeciwdziataniu praniu pieniedzy i
finansowaniu terroryzmu,

podanie Danych osobowych w celu przestania naleznych srodkéw pienieznych badz
kryptoaktywow.

Dane osobowe gromadzone od stron trzecich — o ile jest to dozwolone na gruncie obowigzujacych
przepisOw prawa oraz regulacji, takich jak:

Uzytkownik biznesowy, z ktorym osoba, ktérej Dane osobowe dotyczg jest powigzana,

dostawcy pfatnosci lub innych ustug ptatniczych,

z publicznych baz danych, takich jak odpowiednia Izba Handlowa, Centralny Rejestr Beneficjentow
Rzeczywistych / Rejestr stuzgcy przejrzystosci (lub inny odpowiednik), wyszukiwania w Google i
inne (wiarygodne i niezalezne) Zrddta. Administrator moze rowniez otrzymywad tego typu
publiczne informacje za posrednictwem dostawcow ustug stron trzecich.

publiczne dane w zakresie informacji o transakcjach od dostawcow ustug.



Dane osobowe gromadzone automatycznie, na przyktad - za kazdym razem, gdy wchodzisz w interakcje

ze Strong internetowg Administratora. Do danych zbieranych automatycznie naleza:

informacje na temat tego, jak uzyskiwany jest dostep do Ustug Administratora i jak korzysta sie z
Ustug Administratora, czyli dane takie jak adres IP Uzytkownika,

kiedy i jak dtugo odwiedzana jest Strong Internetowg, ktére podstrony sg odwiedzane w ramach
Strony internetowej, w ktdre linki Uzytkownik klika oraz informacje techniczne (np. rodzaj
przegladarki i system operacyjny).

Zakres przetwarzanych Danych osobowych.

Zakres przetwarzanych Danych osobowych zostat ograniczony do niezbednego minimum:

a) Uzytkownikow korzystajgcych z e Strony Internetowe]j oraz Ustug Administratora:

Informacje identyfikacyjne i kontaktowe: adres e-mail, imiona i nazwiska, numer telefonu oraz
numer identyfikacyjny, np. PESEL.

Dane demograficzne i osobiste: data urodzenia, obywatelstwo, kraj urodzenia, status rezydencji.
Dane dokumentéw tozsamosci: szczegdty z dowodu osobistego, paszportu, karty pobytu lub
innego dokumentu (numer, seria, data waznosci, miejsce i kraj wydania).

Dodatkowe informacje: wizerunek (przechwycony na zdjeciu lub wideo) w celu weryfikacji
Uzytkownika i stosowania srodkéw bezpieczenstwa finansowego (wideoweryfikacja).

Lokalizacja i aktywnos¢: petny adres zamieszkania (ulica, numer budynku/mieszkania, kod
pocztowy, miasto, kraj), dane z rachunkdéw za media oraz informacje o prowadzonej dziatalnosci
gospodarczej, zrédtach srodkdéw finansowych.

Historia logowan i transakcji: rejestrowane sg dane dotyczace udanych i nieudanych préb
logowania, a takze szczegoty transakcji w ramach swiadczonych Ustug.

Aspekty zwigzane z bezpieczenstwem i przeciwdziataniem przestepczosci: dane zbierane na
potrzeby zwalczania oszustw i przeciwdziatania praniu pieniedzy, w tym informacje ptatnicze
wykorzystywane do weryfikacji transakcji.

Dane firmowe (dla Uzytkownikéw biznesowych): oprécz powyzszych informacji, przetwarzane sg
dane dotyczace formy prowadzonej dziatalnosci, nazwy firmy, numeru NIP, numeru
rejestracyjnego, numeru REGON, kraju prowadzenia dziatalnosci, daty zatozenia, adresu strony
internetowej, a takze informacje o cztonkach zarzadu, beneficjentach rzeczywistych oraz
udziatowcach (w tym struktura i liczba udziatow).

b) Dane osdb odwiedzajgcych Strone Internetowg — w szczegdlnosci adres IP, dane transakcji, adres

c)

wpfaty i wypfaty, informacje o komputerze lub urzgdzeniu mobilnym, czestotliwosé, czas, system
operacyjny, typ przegladarki, typ urzadzenia, unikalny numer identyfikacyjny urzadzenia,
identyfikacyjne pliki cookie, opcjonalnie dane formularzy, dane dotyczgce wydajnosci, pliki cookie
stron trzecich.

Dane oséb zainteresowanych Ustugami - osoby kontaktujgce sie z Administratorem przesytajg swoje
dane wskazane w wiadomosci jak np. imie, nazwisko, adres e-mail.
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d)

e)

f)

Dane wskazane w formularzach kontaktowych Iub kontakt za posrednictwem danych
udostepnionych na stronie Internetowe;j - adres e-mail numer telefonu, adres poczty elektronicznej,
imie, ewentualne inne dane podane dobrowolnie przez osobe, ktérej dane dotycza.

Osoby dokonujace zapisu do Newslettera — imie oraz adres e-mail.

Dane w zakresie przygotowania, zawarcia i realizacji umowy z Administratorem oraz swiadczenia
Ustug przez Administratora: imie i nazwisko, adres zamieszkania, numer dowodu osobistego, PESEL
- podanie tych Danych osobowych jest warunkiem przygotowania, zawarcia lub realizacji umowy,
podanie ich jest dobrowolne jednak brak ich podania moze prowadzi¢ do mozliwosci
przygotowania, zawarcia lub realizacji umowy.

W ramach wprowadzania nowych funkcji i Ustug oraz zmian w obowigzujacych przepisach prawnych,

Administrator moze poprosi¢ Uzytkownika o dostarczenie dodatkowych informacji. W takim przypadku

przekazana zostanie osobna informacja o celach, zakresie i podstawach prawnych dodatkowego

przetwarzania Danych osobowych. Jesli bedzie to niezbedne niniejsza Polityke Prywatnosci moze

podlegac takze aktualizacji.

Cele przetwarzania Danych osobowych.

Administrator przetwarza dane osobowe, gdy jest to dopuszczone obowigzujgcymi przepisami prawa,

w tym w celu:

przygotowania i realizacji zawartej umowy, ktérej osoba, ktérej dane dotyczg jest strong, a takze
realizacji uprawnien z niej wynikajgcych (niezgodnos$¢ z umowa, odstgpienie od umowy, etc.) oraz
Swiadczenie Ustug na rzecz tej osoby oraz podjecia dziatan na zgdanie osoby, ktérej dane dotycza,
w tym udzielenia odpowiedzi na pytania zadane poprzez $rodki komunikacji elektronicznej lub w
celu obstugi korespondencji przesytanej pocztg tradycyjng — przetwarzanie to odbywa sie na
podstawie art. 6 ust. 1 lit b) RODO tj. przetwarzanie jest niezbedne do wykonania umowy, ktérej
strong jest osoba, ktérej dane dotyczg, lub do podjecia dziatarn na zgdanie osoby, ktérej dane
dotyczg, przed zawarciem umowy;

wypetnienia obowigzku prawnego cigzgcego na Administratorze, np. zgodnie z ustawg o
przeciwdziataniu praniu pieniedzy oraz finansowaniu terroryzmu, ustawg o rachunkowosci,
Ordynacjg podatkowa — przetwarzanie odbywa sie na podstawie art. 6 ust. 1 lit. c) RODO tj.
przetwarzanie jest niezbedne do wypetnienia obowigzkdw prawnych natozonych na
Administratora;

wysyfania zaméwionych informacji marketingowych (w tym marketingu wtasnych produktow i
Ustug Administratora) drogg elektroniczng na podany przez Uzytkownika adres e-mail w tym celu
- przetwarzanie odbywa sie na podstawie zgody Uzytkownika, zgodnie z art. 6 ust. 1 lit a) RODO
oraz art. 398 ustawy z dnia 12 lipca 2024 r. Prawo komunikacji elektronicznej tj. na podstawie
udzielonej zgody;

poprawy jakosci Ustug swiadczonych przez Administratora oraz dostosowaniu ustug do potrzeb
Uzytkownikdw, czy tez udzielenie odpowiedzi na Panstwa zgdania, zwiekszenie efektywnosci
strony internetowej i Ustug, zapewnienie bezpieczestwa strony internetowej, wysytka
newslettera, na podstawie art. 6 ust. 1 lit. f) RODO, tj. w celu realizacji prawnie uzasadnionych
intereséw Administratora lub osoby, ktérej dane dotycza.

dochodzenia praw i roszczen przez Administratora lub osobe, ktérej dane dotyczg, na podstawie
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VII.

2.

3.

art. 6 ust. 1 lit f) RODO tj. w celu realizacji prawnie uzasadnionych interesow Administratora lub
osoby, ktérej dane dotycza.

Podanie Danych osobowych przez Uzytkownikédw wskazane w ramach punktéw 1, 2, 4, 5 powyzej —
jest dobrowolne, ale niezbedne do skorzystania z Ustug Administratora sSwiadczonych za
posrednictwem Strony internetowej w tym do zawarcia odpowiednich umoéw. Czes$¢ danych zbierana
jest na podstawie odrebnych przepiséw, ktére majg zastosowanie do Administratora w tym w
szczegolnosci przepisy ustawy z dnia 01 marca 2018 r. o przeciwdziataniu praniu pieniedzy i
finansowania terroryzmu, w celu zapewnienia bezpieczenstwa finansowego.

Odbiorcy Danych osobowych.

Administrator moze ujawniaé i udostepniac niezbedne Dane osobowe podmiotom trzecim w oparciu
0 pisemne umowy powierzenia przetwarzania Danych osobowych. Podmiotami przetwarzajgcymi
moga by¢ szczegdlnosci takie podmioty, jak: firmy Swiadczace ustugi informatyczne, firmy audytorskie,
biura rachunkowe, kancelarie prawne, podmioty swiadczace outsourcing pracownikéw, podmioty
oferujgce oprogramowanie do obstugi Uzytkownika, podmioty Swiadczace ustugi poczty internetowe;j
oraz gromadzenia, analizowania i archiwizowania danych, podmioty $wiadczace ustugi hostingowe
serweréw. Podmioty przetwarzajgce podlegajg zobowigzaniom umownym dotyczgcym wdrozenia
odpowiednich technicznych i organizacyjnych srodkéw bezpieczeristwa w celu zabezpieczenia Danych
osobowych Uzytkownikdéw oraz przetwarzania tych Danych osobowych zgodnie z instrukcjami
Administratora.

Administrator moze udostepniaé¢ Dane osobowe stronom trzecim, ktére przetwarzajg je dla wtasnych
celéw (i nie kwalifikuje sie ich do Podmiotéw przetwarzajacych, lecz do ,,Innych Administratorow”) w
Scisle okreslonych okolicznosciach:

e Administrator dzieli sie Danymi osobowymi, jezeli jest to wymagane oraz w zakresie wymaganym
w celu przestrzegania obowigzujgcych (europejskich lub polskich) przepiséw i regulacji, w tym do
wspierania Urzedu Komisji Nadzoru Finansowego (UKNF) lub (innych) odpowiednich organdow
nadzorczych, organdéw Scigania oraz, jesli to konieczne, do pomocy w zwalczaniu oszustw i innych
rodzajéw naduzyé, w zakresie przewidzianym przez prawo.

® Administrator jest prawnie zobowigzany do uwzglednienia (niektérych) Danych osobowych
Uzytkownika w ramach administracji finansowej, ktéra musi by¢ udostepniona krajowemu
organowi podatkowemu. Organ podatkowy bedzie przetwarza¢ te Dane osobowe zgodnie ze
swoimi wtasnymi zasadami polityki prywatnosci.

e Gdy dokonywana jest ptatnosci kartg ptatniczg, Administrator zobowigzany jest udostepni¢ Dane
osobowe, w tym imie i nazwisko, adres i numer karty, instytucjom finansowym, takim jak
Mastercard lub Visa.

e Jesli Administrator stanie sie przedmiotem sprzedazy, fuzji lub innej transakcji, moze udostepnié
réowniez posiadane Dane osobowe organizacji, z ktdrg planuje podpisanie stosownej umowy.

e Gdy Administrator zostanie zobowigzany do przeprowadzenia audytu lub zdecyduje sie na jego
przeprowadzenie, moze udostepni¢ rowniez Dane osobowe profesjonalnym audytorom.

® W przypadku skomplikowanych kwestii prawnych, Administrator moze oddelegowac sprawe do
prawnikéw zewnetrznych lub do kancelarii prawnych. Administrator moze rowniez udostepnic
Dane osobowe profesjonalnym doradcom prawnym tych podmiotow.

Ponadto, Administrator udostepnia Dane osobowe, jezeli jest to wymagane oraz w zakresie
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VIII.

wymaganym w celu przestrzegania obowigzujgcych (europejskich lub polskich) przepiséw i regulacji,
w tym do wspierania Urzedu Komisji Nadzoru Finansowego (UKNF) lub (innych) odpowiednich
organow nadzorczych, organdw $cigania, organom podatkowym oraz, jesli to konieczne, do pomocy w
zwalczaniu oszustw i innych rodzajéw naduzyé, w zakresie przewidzianym przez prawo.

Profilowanie i zautomatyzowane podejmowanie decyzji.

Profilowaniem jest dowolna forma zautomatyzowanego przetwarzania danych osobowych, ktéra
polega na wykorzystaniu Danych osobowych do oceny niektérych czynnikéw osobowych osoby
fizycznej, w szczegdlnosci do analizy lub prognozy sytuacji ekonomicznej Uzytkownika, wiarygodnosci,
zachowania, lokalizacji lub przemieszczania sig;

Dane osobowe nie bedg podlegaty Profilowaniu i zautomatyzowanemu podejmowaniu decyzji.
Okres przetwarzania Danych osobowych.

Administrator przetwarza Dane osobowe przez okres nie dituzszy, niz jest to niezbedne do realizacji
celéw przetwarzania i dozwolone przez przepisy prawa. Po zrealizowaniu celu przetwarzania, Dane
osobowe podlegajg usunieciu lub nieodwracalnej anonimizacji, o ile pozwalajg na to przepisy prawa.
W zaleznosci od podstawy prawnej przetwarzania Danych osobowych moga istnie¢ rézne okresy
przechowywania Danych osobowych.

Okres przetwarzania Danych osobowych jest uzalezniony od celu, dla ktérego Dane osobowe zostaty
zebrane i wynosi w celu, ponizej znajduje sie przyktadowa lista okreséw przechowywania Danych
osobowych (lista ta nie jest wyczerpujgca):

e zawarcia i realizacja umowy o $wiadczenie ustug - przez okres niezbedny do udokumentowania
wykonanej umowy, - 5 lat, liczac od korica roku kalendarzowego, w ktérym uptynat termin
ptatnosci podatku, na podstawie art. 112 ustawy z dnia 11 marca 2004 r. o podatku od towardw i
ustug, w zwigzku z art. 70 ustawy z dnia 29 sierpnia 1997 r. - Ordynacja podatkowa,

e informacje pozyskane w ramach procesu weryfikacji Uzytkownika (KYC - Know Your Customer lub
KYB - Know Your Business) tak dtugo, jak dtugo Uzytkownik pozostaje zwigzany z Administratorem
umowgq oraz przez dodatkowe 5 lat, zgodnie z wymogami ustawy z dnia 01 marca 2018 r. o
przeciwdziataniu praniu pieniedzy i terroryzmowi.

e w celu wysytania informacji handlowych drogg elektroniczng (newsletter) i/lub zatozenia Konta na
Stronie Internetowej — do czasu odwotania zgody, bez wptywu na zgodnos¢ przetwarzania,
ktérego dokonano przed jej odwotaniem,

® przez okres niezbedny do udzielenia odpowiedzi na pytanie zadane przez formularz kontaktowy
lub drogg telefoniczng, ale nie dtuzej niz przez 6 miesiecy, o ile osoba nie zdecyduje sie zawrzeé
umowy z Administratorem,

e w celu dochodzenia roszczen, na podstawie ustawy z art. 118 ustawy z dnia 23 kwietnia 1964 r. -
Kodeks cywilny. Jezeli przepis szczegdlny nie stanowi inaczej, termin przedawnienia wynosi szes¢
lat, a dla roszczen o Swiadczenia okresowe oraz roszczen zwigzanych z prowadzeniem dziatalnosci
gospodarczej — trzy lata.
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Przekazywanie Danych osobowych poza Europejski Obszar Gospodarczy (EOG).

W niektorych przypadkach Administrator korzysta z ustug réznych dostawcéw IT, partnerow
biznesowych, konsultantow itp. z Panistw trzecich, ktorzy w razie potrzeby mogg uzyskaé dostep do
Danych osobowych, mimo Zze takie Dane osobowe zasadniczo nie sg przechowywane we
wspomnianych Paristwach trzecich. W takim przypadku, dostawcy IT, partnerzy itp. sg objeci umowami
o przetwarzaniu lub udostepnianiu Danych, z ktérych wynika, ze przetwarzajg oni Dane osobowe
wytgcznie zgodnie z RODO i przepisami o ochronie danych obowigzujagcymi w panstwach UE.
Administrator wybiera przede wszystkim dostawcow/partneréw, ktérzy przetwarzajg Dane osobowe
w krajach UE/EOG, w drugiej kolejnosci dostawcdw w krajach, ktére znajdujg sie na liscie bezpiecznych
Panstw trzecich Komisji Europejskiej, a wyfacznie w razie potrzeby pozostatych dostawcéw w innych
Panstw trzecich.

Jesli Administrator przekazuje Dane osobowe stronom w krajach, odnosnie do ktérych Komisja
Europejska stwierdzita, ze dany kraj zapewnia odpowiedni poziom ochrony, Administrator opiera sie
na decyzji Komisji Europejskiej okreslajgcej odpowiedni poziom ochrony, zgodnie z art. 45 RODO.
Jesli Administrator przekazuje Dane osobowe stronom znajdujgcym sie w USA, moze zwracaé sie do
podmiotéw certyfikowanych zgodnie z ramami prawnymi ochrony danych UE-USA, stosujac art. 45
RODO.

Jesli przekazuje Dane osobowe do innych Panistw trzecich, moze polegac¢ na standardowych klauzulach
umownych Komisji Europejskiej (znanych réwniez jako SCC) lub wigzgcych zasadach korporacyjnych
partnera biznesowego (znanych réwniez jako BCR) wraz z wdrozeniem odpowiednich uzupetniajgcych
zabezpieczen, lub weryfikowac lokalne przepisy w celu zapewnienia, ze Dane osobowe otrzymajg
zasadniczo réwnowazny poziom ochrony do poziomu gwarantowanego w obrebie UE/EOG; w
sytuacjach, gdy takie przekazywanie bedzie niezbedne, podstawg prawng jest art. 46 RODO.
Administrator moze przekazywaé Dane osobowe podmiotom spoza UE/EOG na podstawie
konkretnych wytgczen okreslonych w art. 49 RODO, na przyktad art. 49 ust. 1 lit. e) RODO, jezeli
przekazanie jest niezbedne do ustalenia, dochodzenia lub obrony roszczenia prawnego.

Srodki bezpieczeristwa.

Administrator przechowuje i zabezpiecza Dane osobowe zgodnie z zasadami okreslonymi w
obowigzujgcych przepisach prawa. Administrator podejmuje odpowiednie srodki w celu:

e zapewnienia ochrony Danych osobowych przed utratg, nieuprawnionym dostepem,
wykorzystaniem, zniszczeniem, modyfikacjg lub ich ujawnieniem,

e zapewnienia odpowiednich zabezpieczen technicznych i organizacyjnych,
ochrony Danych osobowych stosownie do poziomu ryzyka i szczegdlnych kategorii Danych
osobowych.

Biorgc pod uwage aktualny stan technologii, koszty, charakter, zakres, kontekst i cele operacji
przetwarzania, jak rowniez prawa i wolnosci osdb fizycznych, dziatania te bedy obejmowaé w
szczegblnosci pseudonimizacje i szyfrowanie Danych osobowych, $rodki zapewniajgce poufnosc,
integralnosé, dostepnos¢ i odpornos¢, srodki przywracania Danych osobowych oraz procedury
regularnego testowania i oceny skutecznosci srodkow bezpieczenstwa.



Xil. Prawa osdb, ktorych Dane osobowe dotycza.

1. Osobom, ktérych Dane osobowe dotyczg przystuguje prawo:

e dostepu do tresci Danych osobowych, w tym otrzymania bezptatnie pierwszej kopii tresci danych
osobowych,

e dopoprawiania Danych osobowych, ktére sg nieprawidtowe, nieprawdziwe lub zostaty zmienione,
o usuniecia Danych osobowych, o ile nie obowigzujg inne przepisy prawa, ktdre zobowigzujg
Administratora do archiwizacji Danych osobowych przez okreslony czas,
do przenoszenia Danych osobowych,
do odwotania zgody na przetwarzanie Danych osobowych - jesli podstawg tego przetwarzania byta
zgoda osoby, ktérej dane dotycza. Odwotanie zgody nie ma wptywu na zgodnos$¢ przetwarzania,
ktérego dokonano przed jej wycofaniem,

e do wniesienia sprzeciwu na przetwarzanie Danych osobowych — z przyczyn zwigzanych ze
szczegOlng sytuacjg wobec przetwarzania dotyczgcych Danych osobowych opartego na art. 6 ust.
1lit. ) lub f) RODO, a takze prawo do ograniczenia przetwarzania,

e do kontroli przetwarzania Danych osobowych i informacji na temat tego, kto jest administratorem
Danych osobowych, a takze uzyskania informacji o celu, zakresie i sposobie przetwarzania Danych
osobowych, tresci tych Danych osobowych, Zrédle Danych osobowych, a takie sposobie
udostepniania, w tym o odbiorcach lub kategoriach odbiorcéw danych,

2. W celu realizacji prawa do informacji, dostepu do tresci Danych osobowych, ich poprawiania, a takze
innych praw, mozna skontaktowac sie z Administratorem na zasadach opisanych w niniejszej Polityce.

3. Osoba, ktdérej dane dotycza ma takie prawo do wniesienia skargi do Urzedu Ochrony Danych
Osobowych (UODO), jesli przetwarzanie danych narusza przepisy RODO. Skarga moze zosta¢ wniesiona
w formie elektronicznej lub tradycyjnej na adres: Urzad Ochrony Danych Osobowych, ul. Stawki 2, 00-
193 Warszawa.

4. Jesli miejsce zamieszkania osoby, ktdrej dane dotyczg lub miejsce domniemanego naruszenia znajduje
sie w innym panstwie cztonkowskim niz Polska lub jest z nim powigzane, zazwyczaj mozna réwniez
ztozy¢ skarge do organu ochrony danych osobowych w tym panstwie cztonkowskim. Osoba, ktérej
dane dotyczg ma zawsze mozliwos$¢ wniesienia sprawy do sadu.

XIil. Dane osobowe 0séb ponizej 18 roku zycia.

Ustugi Administratora nie sg skierowane do oséb ponizej osiemnastego (18) roku zycia. Jezeli masz mniej niz
18 lat, nie mozesz korzysta¢ z Ustug Administratora ani przekazywaé¢ nam swoich Danych osobowych. W
przypadku powziecia przez Administratora informacji, ze przetwarzane sg Dane osobowe osoby ponizej 18 roku
zycia, niezwtocznie takie dane osobowe zostang usuniete. W razie podejrzen posiadania przez Administratora
tego typu Danych osobowych, niezbedny jest kontakt z Administratorem.

XIV. Postanowienia koncowe

W przypadku zmiany obowigzujgcej Polityki prywatnosci, w szczegdlnosci gdy beds tego wymagaty
zastosowane rozwigzania techniczne lub zmiany przepiséw prawa w zakresie prywatnosci osdb, ktorych dane
dotycza, wprowadzone zostang odpowiednie modyfikacje do niniejszej Polityki Prywatnosci (RODO), ktére
beda obowigzywaty po uptywie 14 dni od ich opublikowania na Stronie internetowej. Jesli zmiany w sposobie
przetwarzania Danych osobowych beda miaty indywidualny i znaczacy wptyw na dang osobe, Administrator
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podejmie odpowiednie kroki w celu powiadomienia jej o zmianach, aby umozliwi¢ jej skorzystanie z
przystugujacych jej praw.



