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Mensagem do Diretor Presidente | Multipagamentos

Bem-vindos a Politica de Relacionamento com Terceiros.

Na Multipagamentos, nosso crescimento sustentavel depende da confianga que cultivamos
em cada interagao. Esta Politica de Relacionamento com Terceiros traduz, de forma pratica,
0 NOSsO compromisso com ética, transparéncia e responsabilidade; em especial no que diz
respeito a seguranga da informagao, protegcao de dados (LGPD), conformidade regulatéria e
integridade nas relagdes com fornecedores, parceiros e drgdos publicos.

Esperamos que todos os colaboradores e terceiros conhegam e cumpram integralmente
estas diretrizes. Isso inclui a formalizagdo adequada de contratos, a observancia de niveis de
servico e controles de seguranga, a cooperagdao em processos de due diligence e auditorias,
e o respeito as nossas Politicas anticorrupgéo e de PLD/FT. Essas medidas nao sdo apenas
exigéncias legais: elas refletem quem somos e o padrao de exceléncia que desenvolvemos
para o mercado.

Reafirmamos que a alta administragao patrocina e apoia a implementagao desta Politica.
Contamos com cada pessoa da nossa cadeia de valor para identificar e mitigar riscos, zelar

pela confidencialidade e pelo uso adequado de ativos.

Convido vocé a ler atentamente o documento e incorporar essas praticas ao seu dia a dia. E
assim, juntos, que garantimos relagdes integras, valor agregado e conformidade.

Boa leitura!

José Tadeu Bijos
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Abrangeéncia

Esta Politica aplica-se a todos os colaboradores, administradores e demais pessoas vinculadas a
Multipagamentos, incluindo empregados, terceirizados, diretores, gerentes, coordenadores, estagiarios,
membros de Comités, bem como a qualquer outra parte interessada que, direta ou indiretamente,
mantenha relacionamento com a empresa.

Para fins desta Politica, sédo considerados "Terceiros” todos aqueles que mantém relagcao ou interagéo
com a Multipagamentos em nome proprio ou em representacao de terceiros, tais como:

. Clientes e usudrios de produtos, plataformas e servigos da Multipagamentos;
. Fornecedores de bens, insumos e solugdes tecnoldgicas;
. Prestadores de servicos, incluindo consultores, correspondentes, representantes comerciais,

auditores e parceiros logisticos;

. Autoridades publicas, érgédos e entidades governamentais em qualquer nivel federativo; e

. Parceiros de negdcios, inclusive institui¢des financeiras, empresas coligadas, controladas ou

controladoras.

Objetivo

Garantir que todas as relagdes mantidas pela Multipagamentos, bem como por seus colaboradores
e representantes, com Terceiros, sejam conduzidas de forma ética, transparente e em conformidade
com os principios internos da empresa, as normas legais e regulatdrias aplicaveis e os padrdes de
integridade, seguranga da informacé&o e protec¢ado de dados que norteiam suas atividades.

Siglas, abreviagoes e definicoes

ABNT / NBR

BACEN
COBIT 2019

Compliance

CSF (NIST CSF)
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Associacdo Brasileira de Normas Técnicas; "NBR" identifica a norma brasileira (ex.: ABNT
NBR ISO/IEC 27002).

Banco Central do Brasil (o texto usa "BACEN" e menciona "Resolugao BACEN").

Framework de governanca de TI.

Conformidade com legislacdo, regulamentagdes, normas e procedimentos, externos e
internos, e com os principios corporativos que garantem as melhores praticas de mercado
e de Governanga Corporativa.

Cybersecurity Framework do NIST CSF (v1.1).



DD
(Due Diligence)

DPA

ESG

Governanga

KYS / KYP
LGPD

Parceiro

PCI DSS (v4.0)

PLD/FT

Risco

SAC

SLA

Terceiros
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Questionario/avaliacdo de integridade, riscos e aderéncia de terceiros.

Data Processing Agreement (acordo de tratamento de dados pessoais).

Ambiental, Social e Governanca.

Conjunto de agdes que visam o fortalecimento dos controles dos processos internos
por meio da adog¢do de medidas voltadas para a ética e compliance de forma a evitar a
ocorréncia de atos ilicitos e posturas inadequadas.

Know Your Supplier / Know Your Partner (controles minimos de conhecimento do terceiro).

Lei Geral de Protecdo de Dados (Lei 13.709/2018).

Pessoa juridica com quem se deseja estabelecer relacionamento formal de colaboragdo
para o alcance de objetivos mutuos de negdcios, por meio de projetos especificos, como
o desenvolvimento de novos produtos, otimizagdo de produtos existentes, entrada em
novos mercados ou a oferta de solugdes integradas para clientes.

Padrédo de Seguranga de Dados da IndUstria de Cartées de Pagamento.

Prevencdo a Lavagem de Dinheiro e ao Financiamento do Terrorismo.

Possiveis acontecimentos que podem ou ndo ocorrer (incerteza), e que se ocorrerem
podem impedir ou atrapalhar o alcance dos objetivos de uma organizagao ou de um
processo de negdcio especifico.

Servigo de Atendimento ao Consumidor.

Service Level Agreement (nivel de servigo contratual).

Para fins desta Politica, definimos como Terceiros as seguintes partes interessadas:
Clientes, Fornecedores, Prestadores de Servigos, Parceiros e Governo.



Papéis e responsabilidades

Alta Direcao

. Assegurar que esta Politica, bem como suas diretrizes e controles associados, estejam alinhados
a estratégia corporativa e aos valores éticos da organizagao.

. Promover e fortalecer uma cultura organizacional que incentive relagdes éticas, transparentes e
responsaveis, rejeitando condutas inadequadas e assegurando a integridade das interagdes.

. Demonstrar comprometimento ativo com a gestdo do relacionamento com Terceiros,
promovendo 0s recursos, o apoio institucional e o patrocinio necessarios.

. Aprovar revisdes e atualizagdes desta Politica, garantindo sua adequagéo continua as normas
legais, regulatdrias e técnicas aplicaveis.

. Zelar pela prestacgdo de contas, assegurando que os resultados das avaliagdes de terceiros e os
planos de mitigacéo de riscos sejam reportados e acompanhados de forma sistematica.

Governanga

. Atuar em conjunto com as areas para condugdo de processos de due diligence de
terceiros, avaliando riscos, bem como a aderéncia aos requisitos de integridade e as diretrizes
desta Politica.

. Apoiar as areas envolvidas em auditorias, assegurando a disponibilizagdo das evidéncias e o
cumprimento dos requisitos técnicos e de compliance aplicaveis.

. Promover a integragdo das informacgdes de risco e compliance de terceiros com os
demais instrumentos de governanga, garantindo a rastreabilidade e a gestdo continua dos
relacionamentos externos.

Gestor do Contrato | Terceiro

. Acompanhar e gerenciar os servigos prestados pelos fornecedores sob sua responsabilidade.

. Avaliar o desempenho dos fornecedores conforme critérios e procedimentos definidos nos
normativos internos.

. Manter o relacionamento operacional com os fornecedores, assegurando a qualidade e a
conformidade das entregas.

. Adotar medidas administrativas cabiveis, conforme regras internas, em caso de
descumprimento contratual.
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Colaborador

Cumprir integralmente as diretrizes e regras estabelecidas nesta Politica no exercicio de suas
fungdes, bem como na execucgéo de suas atividades e processos.

Atuar com ética, diligéncia e transparéncia em todas as interagées com Terceiros, zelando pela
imagem e integridade da organizagéo.

Comunicar imediatamente a &rea de Governanga ou Canal de Denudncias qualquer
indicio de descumprimento, conflito de interesses ou conduta inadequada relacionada
ao relacionamento com Terceiros.

Terceiros

Cumprir integralmente as diretrizes desta Politica, bem como as normas legais, regulatdrias e
contratuais aplicaveis as suas atividades.

Adotar conduta ética, transparente e integra em todas as interagées com colaboradores,
representantes e parceiros da Multipagamentos.

Zelar pela confidencialidade e seguranga da informacao, observando as boas praticas.

. Cooperar com auditorias, avaliagdes de conformidade e processos de due diligence, fornecendo
informacdes e evidéncias quando solicitadas.

. Comunicar, imediatamente, a Multipagamentos qualquer ocorréncia que possa representar risco
de integridade, incidente de seguranga e violagéo de dados pessoais.

Diretrizes Gerais

FORNECEDORES, PARCEIROS E PRESTADORES DE SERVICOS

1.1. Critérios para selegdo e avaliagdo de fornecedores, parceiros e prestadores de servicos

A selecao e avaliagdo de fornecedores, parceiros e prestadores de servigos seguem critérios definidos
em normativo interno especifico, observando principios de transparéncia, integridade, seguranca da
informacéo e gestéo de riscos.

Em linhas gerais, aplicam-se as seguintes diretrizes para fornecedores, parceiros e prestadores de
servigos da Multipagamentos:
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. S3o classificados conforme sua relevancia operacional, tecnoldgica e financeira para o negécio.

. Poderdo, a critério da Multipagamentos, ser submetidos a procedimentos de due diligence,
a fim de avaliar riscos de regularidade e consisténcia documental, cadastral, exposicdo legal,
de integridade, reputacionais, de conformidade, de seguranca da informagéo, socioambientais,
financeiros, de governanca e de relacionamento com a administragéo publica.

. Caso sejam identificadas pendéncias, inconsisténcias ou ndo conformidades, estas deveréo
ser sanadas, preferencialmente, antes da homologagéo ou contratagdo ou ao longo do contrato
firmado.

. Somente terceiros homologados poderéao participar de processos de cotagao ou contratacao de

produtos e servicos.

. Os fornecedores homologados estardo sujeitos a avaliagdes periddicas de due diligence,
conduzidas pela area de Governanca.

1.2. Monitoramento (auditoria | inspecéo | fiscalizagdo)

Os terceiros poderdo ser submetidos a auditorias, inspeg¢des ou verificagdes de conformidade, internas
ou externas, realizadas pela Multipagamentos ou por terceiros por ela designados, para fins de avaliagao
de riscos e atendimento a requisitos legais, regulatdrios e contratuais.

Para tanto, aplicam-se as seguintes diretrizes:

. As auditorias poderdo abranger aspectos financeiros, contratuais, de integridade,
segurancadainformacdoeprotegaodedados,conformeoniveldecriticidadedofornecedor, parceiroou
prestador de servigo.

. O terceiro deverd garantir acesso as informagdes, registros e evidéncias necessdrias a
verificagdo, inclusive as dependéncias fisicas quando pertinente e previamente comunicado.

. O prazo de notificagdo para realizacdo de auditorias serd, no minimo, de até
15 (quinze) dias Uteis, salvo casos excepcionais que demandem atuagao imediata (por exemplo,
incidentes de seguranca, denuncias ou exigéncias regulatdrias).

. Sempre que possivel, as auditorias e inspegdes serdo agendadas e realizadas de forma
colaborativa, buscando minimizar impactos operacionais.

. Constatadas ndo conformidades ou fragilidades, o fornecedor, parceiro ou prestador
de servigco deverd apresentar plano de acéo corretivo, com prazos e responsaveis, sujeito
a validagéo da area de Governanca.

. A Multipagamentos podera reavaliar a manutengdo da homologagdo caso o fornecedor ndo
implemente as agdes corretivas no prazo definido.
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1.3. Gestdo dos contratos

Todos os contratos firmados com fornecedores, parceiros e prestadores de servicos deverdao ser
formalizados por instrumento escrito, observando os modelos e procedimentos definidos pela area
Juridica.

Os contratos devem conter, no minimo:

. Definicao clara dos servicos e responsabilidades das partes.
. Escopo, prazos e condi¢des comerciais (inclusive SLA, quando aplicavel).
. Clausulas de confidencialidade, integridade e seguranga da informagéao, compativeis com o PClI

DSS e com a LGPD.

. Compromisso de cumprimento das Politicas Internas, por favor da Multipagamentos, em especial
a Politica de Prevencdo a Lavagem de Dinheiro e Financiamento ao Terrorismo, Politica
de Compliance, Politica de Canal de Denuncia, Politica de Privacidade e Protecdo de Dados,
Politica de Seguranca Cibernética e Politica de Segurancga da Informacéo.

. Regras sobre subcontratagdo e corresponsabilidade.
. Clausulas de compliance e anticorrupgéo, com previsdo de rescisdo em caso de descumprimento.
. Clausula de auditoria e acesso as informagdes, permitindo a verificagdo de conformidade a

qualquer tempo, mediante prévia comunicagao.

Os contratos com fornecedores, parceiros e prestadores de servigos devem ser gerenciados durante
todo o seu ciclo de vida, incluindo acompanhamento da execucéo, avaliacdo de desempenho, controle
de vigéncia e revalidacao de riscos.

1.4. Atualizacdo de dados cadastrais

Terceiros homologados pela Multipagamentos devem manter suas informacgdes cadastrais, societarias,
fiscais e de contato sempre atualizadas.

O descumprimento da obrigacdo de atualizagao podera ensejar suspensao temporaria dahomologacao,
bloqueio de pagamentos ou rescisdo contratual, conforme a gravidade do caso.

GOVERNO E AUTORIDADES PUBLICAS

O relacionamento da Multipagamentos com autoridades governamentais, érgaos publicos e agentes
estatais, nacionais ou estrangeiros, deve ser pautado pelos principios da transparéncia, legalidade,
boa-fé e integridade.

E expressamente vedada qualquer prética que possa ser interpretada como tentativa de influenciar
indevidamente decisdes ou obter vantagens indevidas perante a Administragao Publica.
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2.1. Documentos oficiais

. Todo documento, comunicagdo ou correspondéncia oficial proveniente de drgéo
ou entidade publica, que produza efeito juridico ou exija manifestacdo formal da
Multipagamentos, tais como portarias, resolu¢des, editais, notificagdes, oficios,
autos de infragdo, intimagbes ou multas, deverd ser imediatamente encaminhada a
area Juridica, por meio dos canais internos.

. Compete a drea Juridica a andlise da demanda, a definicdo das providéncias cabiveis e a
coordenagao das respostas institucionais junto as autoridades competentes.

. Nenhum colaborador, prestador de servico, fornecedor, parceiro ou &rea interna
podera responder diretamente a autoridades publicas sem o envolvimento da area Juridica
ou sem autorizagdo expressa da Alta Administracao.

2.2. Monitoramento (inspecéo | fiscalizagdo)

. Qualquer  solicitagdo  de  monitoramento,  fiscalizagdo, inspecdo, diligéncia  ou
visita técnica realizada por orgdos reguladores, fiscalizadores ou de controle, deverd
ser imediatamente comunicada a area Juridica e, quando aplicavel, a Alta Administragao.

. Caberd a area Juridica centralizar as tratativas, orientar as areas envolvidas e garantir que as
respostas sejam prestadas de forma tempestiva, completa e transparente.

. Durante inspegbes ou fiscalizagdes presenciais, os colaboradores, prestadores
de servico, fornecedores e parceiros deverdo cooperar de forma respeitosa e diligente,
fornecendo informagdes somente mediante orientacdo da drea Juridica e dentro dos limites
legais e contratuais.

. Qualquer registro, relatério ou comunicagéo oficial resultante da inspecdo deverd ser arquivado
pela area Juridica, que mantera o histérico das interagbes com érgaos publicos.

Conduta com terceiros

Conformidade com Leis e Regulamentos

. Os terceiros devem cumprir integralmente as leis, regulamentos e normas aplicéveis ao
relacionamento com a Multipagamentos, inclusive aquelas que possam gerar responsabilizagdo
solidaria ou reffexa.

. A Multipagamentos repudia fraude, suborno e corrupgdo e exige que seus Terceiros
adotem controles para prevenir, detectar e reportar condutas ilicitas por seus colaboradores e
subcontratados, comunicando imediatamente a empresa qualquer suspeita.
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Respeito ao Individuo e Direitos Humanos

. E obrigatéria a manutengdo de ambiente de trabalho respeitoso e livre de discriminagéo (género,
raga, cor, etnia, orientagao sexual, nacionalidade, religiao, classe, etc.) e assédio (moral e sexual).

. E vedado o uso de trabalho infantil, trabalho escravo ou andlogo ao escravo em toda cadeia de
valor.

Seguranca do Trabalho, Qualidade de Vida e Meio Ambiente

. Os Terceiros devem cumprir a legislacdo socioambiental e de Seguranga e Saude do Trabalho
aplicavel as suas atividades e as obrigagdes contratuais assumidas.

. Devem reportar as autoridades competentes irregularidades exigidas por norma, minimizar
impactos e riscos socioambientais e assegurar uso de EPl sempre que a atividade assim o exigir.

Protecdo e uso adequado de Ativos e Informagdes da Multipagamentos

. O acesso a ativos (hardware, software, e-mail, redes, credenciais, instalagdes) e informacdes
serd limitado ao estritamente necessario e exclusivamente para a execugao do contrato.

. E proibido utilizar ativos da empresa para fins ndo relacionados a prestac¢do do servico, salvo
autorizagao prévia e por escrito.

. Perda, furto, roubo, apropriagdo indevida ou uso indevido de ativos/informagdes deve
ser imediatamente comunicado ao Gestor do Contrato.

. Sistemas, dispositivos e contas concedidos pela Multipagamentos podem ser monitorados
e auditados a qualguer tempo.

. Quando houver tratamento de dados de pagamento, aplicam-se os requisitos PCI DSS; para
dados pessoais, aplicam-se a LGPD e os instrumentos contratuais (DPA e Aditivos).

Propriedade Intelectual e Confidencialidade

. Entregdveis produzidos por Terceiros no ambito do contrato (entregaveis, relatdrios, cédigos,
documentos) pertencem a Multipagamentos, salvo previsdo expressa em contrario.

. E vedado copiar, transmitir ou divulgar informacées confidenciais/proprietarias da
Multipagamentos sem autorizagao prévia do responsavel pelo contrato.
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Midias Sociais e Comunicagao Publica

. Terceiros ndo devem se identificar como parte da Multipagamentos em redes sociais ou
comunicagdes publicas sem autorizagdo prévia.

. Nunca divulgar informacdes confidenciais sobre a empresa, seus clientes, fornecedores,
prestadores de servigo ou parceiros.

. N&o publicar documentos, imagens, videos ou dudios internos sem permissao expressa.

Responsabilidade ESG (Ambiental, Social e Governancga)

. A Multipagamentos estimula praticas ESG na cadeia de valor. Terceiros devem cumprir
obrigacdes legais e regulatdrias, prover ambiente de trabalho seguro e saudavel, evitar impactos
ambientais e praticar boa governanca.

Conflitos de Interesse

. Terceiros devem evitar conflitos de interesses reais, potenciais ou aparentes e comunicar
previamente quaisquer situagdes de conflito antes da contratagdo ou assim que identificadas.

. S&o exemplos, ndo exaustivos, de conflitos de interesses:

- Atuar simultaneamente para concorrente da Multipagamentos afetando a imparcialidade.
- Aproveitar oportunidades de negécio da empresa para beneficio préprio.

- Interferir em processos de selegédo envolvendo amigos e parentes.

- Utilizar informagéao n&o publica para obter vantagens.

- Receber beneficios indevidos decorrentes do acesso a informacgdes/relacionamentos;

Oferecer presentes e patrocinios a colaboradores em desacordo com esta e demais Politicas da
Multipagamentos.

Brindes, Presentes, Hospitalidades e Patrocinios

. E vedado oferecer, prometer, solicitar ou receber vantagem indevida.

. Brindes e hospitalidades somente sdo admitidos quando modestos, eventuais, de natureza
institucional, sem expectativa de contrapartida e desde que ndo ultrapassem o valor de
RS 150,00 (cento e cinquenta reais).

. Itens acima do limite interno ou que possam afetar a imparcialidade devem ser recusados (ou
tratados conforme orientagao da drea de Governanga, Riscos e Compliance).

. Participagdes em eventos e treinamentos patrocinados por Terceiros exigem anadlise prévia e
devem seguir as demais diretrizes em normativos da empresa.
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Praticas Anticorrupcao

A Multipagamentos cumpre a Lei 12.846/2013 (Lei Anticorrupgdo) e nao tolera suborno,
fraude, pagamento de facilitagdo ou qualquer ato contrdrio a administragao publica, nacional ou
estrangeira.

. Terceiros devem cumprir integralmente as leis anticorrupg¢éo e reportar imediatamente qualquer
violagdo ou suspeita por meio dos canais oficiais.

Prevencao a Lavagem de Dinheiro e Financiamento do Terrorismo (PLD/FT)

. Independentemente do enquadramento regulatdrio atual, a Multipagamentos adota postura
preventiva contra PLD/FT.

. Terceiros ndo devem praticar atos destinados a ocultar ou dissimular a origem, natureza
ou propriedade de bens e valores, e devem cooperar com solicita¢des legitimas de informacgdes
da empresa e autoridades.

. Sempre que aplicavel ao servigo prestado, poderao ser exigidos controles minimos de KYS / KYP.

Subcontratacao e Cadeia de Fornecimento

A Subcontratagdo dependera de anuéncia prévia da Multipagamentos e repasse integral das
obrigac¢des dessa Politica, incluindo confidencialidade, LGPD e PCI DSS (quando aplicavel).

O Terceiro responde pelos atos de seus subcontratados perante a Multipagamentos.

Notificacao de Incidentes e Cooperagao

. Terceiros devem notificar imediatamente a Multipagamentos sobre incidentes de seguranca,
vazamento de dados, descumprimentos contratuais e situagdes de risco a integridade.

. Devem cooperar com verificagcdes, auditorias ou solicitagdes de autoridades, fornecendo
informacdes e evidéncias de forma tempestiva e completa.

Consequéncia pelo descumprimento
. O descumprimento desta e das demais se¢des desta Politica pode resultar em adverténcia,

exigéncia de plano de agao, suspensao da homologacao, bloqueio de pagamentos, rescisao
contratual e comunicagdo as autoridades competentes, conforme a gravidade.
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Gestao de Consequéncias e Canal de Denuncias

Finalidade e alcance

O Canal de Denuncias da Multipagamentos é também destinado aos Terceiros para relato de forma
andénima ou identificada de condutas que violem o Programa de Compliance e Integridade e todas as
normas internas e legislagdo vigente.

Canais de reporte

Link para acesso ao canal de denuncias: https://multicomnet.factorialhr.com.br/complaints

Compromisso de protecao

A Multipagamentos garante a confidencialidade de todo o processo e néo tolera qualquer retaliagdo ao
denunciante de boa-fé, sob nenhuma hipdtese.

Objetivos da investigagcao

As investigagdes buscam esclarecer os fatos, mitigar riscos, identificar melhorias e proteger a reputagéo
da Multipagamentos e de seus colaboradores. Os controles para condugao das investigagdes, conflitos
de interesses, medidas disciplinares, transparéncia e confidencialidade; seguem os direcionamentos da
Politica de Canal de Denuncia da empresa.
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Canais de comunicacgao

CANAL DE DENUNCIA

Link: https://multicomnet.factorialhr.com.br/complaints

PROTECAO DE PRIVACIDADE DE DADOS

E-mail: si@multipagamentos.tech

SUPORTE TECNICO

E-mail: atendimento@multipagamentos.tech
Atendimento: 24x7

WhatsApp: (21) 97506 5359

Atendimento: de segunda-feira a sexta-feira, das 8:00 as 18:00.

E-mail: suporte@multipagamentos.tech

Atendimento: 24x7

RELACIONAMENTO COM O CLIENTE

E-mail: atendimento@multipagamentos.tech

Atendimento: de segunda-feira a sexta-feira, das 8:00 as 18:00.

OUVIDORIA E SAC
Atendimento: de segunda-feira a sexta-feira, das 8:00 as 18:00.

Telefone: (21) 9 7506 5359
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Disposicoes finais

INTEGRAGCAO NORMATIVA

Esta Politica deve ser observada em conjunto com os demais instrumentos normativos e orientativos adotados
pela Multipagamentos, incluindo Politicas, regimentos, cédigos etc. Em caso de conflito, prevalecerd o instrumento
mais especifico aplicavel ao tema.

GOVERNANCGCA, REVISAO E ATUALIZAGAO

Com o objetivo de garantir transparéncia e tratamento adequado de informagdes, esta Politica serd revisada
sempre que necessario ou, no minimo, em ciclo periddico definido pela Multipagamentos. A Alta Administragéo
é responsavel por sua andlise, aprovagao e alteragdo. Qualquer revisao deve indicar nimero de versao e data de
vigéncia.

COMUNICAGAO DE DIVULGAGAO

As revisdes e atualizagdes serdo comunicadas internamente aos colaboradores e divulgadas publicamente nos
canais oficiais da Multipagamentos, quando aplicavel.

ESCLARECIMENTOS

As duvidas quanto a interpretagao e aplicagdo desta Politica devem ser direcionadas a area de Governanga, Riscos
e Compliance, responsavel por orientar as areas envolvidas e manter os registros de versdes vigentes.

VIGENCIA

Esta Politica entra em vigor na data de sua aprovagéo pela Alta Administragdo e permanecera valida até que seja
formalmente revisada e substituida.
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Referéncias

Lein.12.846/2013 (Lei Anticorrupgao): responsabiliza empresas por atos contra a Administragao Publica.

Lei n. 13.709/2018 (Lei Geral de Prote¢do de Dados): define principios e regras para tratamento de
dados pessoais exigindo cldusulas contratuais especificas com terceiros e operadores de dados.

Lei n. 14.133/2021 (Nova Lei de Licitagdes e Contratos Administrativos): prevé Politicas de prevengéo a
fraudes e irregularidades.

Resolugdo Bacen n. 80/2021: define a necessidade de estrutura de compliance, com Politicas formais,
segregacao de funcdes, reporte a Alta Administragdo e alinhamento a estratégia institucional.

Resolugdo Bacen n. 150/2021: estabelece a estrutura minima de gestdo de riscos, controles internos e
continuidade de negdcios.

Resolugao Bacen n. 489/2024: dispde sobre requisitos de seguranca cibernética, governanga de
tecnologia e planos de continuidade.

ABNT NBR ISO/IEC 27002:2022: define o conjunto de controles de seguranca da informagao aplicdveis a
pessoas, processos e tecnologia.

ABNT NBR ISO/IEC 27036-2:2014: estabelece requisitos de seguranga no relacionamento com terceiros.

ABNT NBR ISO/IEC 27001:2022: define como estruturar, implementar e monitorar um Sistema de
Gestdo de Segurancga da Informagdo com base em riscos, controles e auditoria continua.

ABNT NBR ISO/IEC 31000:2018: estrutura os principios e diretrizes para gerenciamento de riscos
corporativos e de terceiros.

. COBIT 2019: fornece diretrizes para governanga de TI, alinhando tecnologia, controles internos e
objetivos estratégicos.

NIST Cybersecurity Framework (CSF) v1.1: estrutura de referéncia para gestao de riscos cibernéticos.

PCI DSS v4.0: padrédo obrigatério para empresas que armazenam, processam ou transmitem dados de
cartao de pagamento.

NLILT
Ay FacameNnTOS



