ZASADY PRZEPROWADZANIA WERYFIKACJI AML/CFT
PRZEZ FENIGE S.A.

§ 1 [Definicje]

10.

11.

Terminy uzyte w tresci niniejszego dokumentu, pisane duzg literg, w liczbie pojedynczej, jak i ich
odpowiedniki w liczbie mnogiej, maja nastepujace znaczenia:

Fenige — Fenige S.A. z siedzibg w Warszawie, przy ul. Promiennej 38/1, 03-672 Warszawa,
wpisang do rejestru przedsiebiorcéw Krajowego Rejestru Sgdowego, prowadzonego przez XIV
Wydziat Gospodarczy Sgdu Rejonowego dla m. st. Warszawy, pod numerem KRS: 0001057371,
posiadajgca NIP: 1182092036, REGON: 146693435, adres e-mail: contact@fenige.pl, posiadajgca
status krajowej instytucji ptatniczej i nadzorowana przez Komisje Nadzoru Finansowego (Rejestr
UKNF: [IP42/2017), instytucja obowigzana zgodnie z Ustawg AML/CFT do przeprowadzania
Procesu AML/CFT oraz $wiadczaca ustuge wykonywania Transakcji zlecanych w Serwisie.

Klient — zarejestrowany uzytkownik Serwisu: bedacy osobg fizyczng powyzej 18 roku zycia, ktory
przeszedt pozytywnie Proces AML/CFT i ktéry moze zleca¢ w Serwisie wykonywanie Transakgc;ji.
Partner — wiasciciel lub operator Serwisu lub tez dostawca zewnetrznego narzedzia
(oprogramowania) do weryfikacji KYC zintegrowanego z Serwisem, do ktérego serwis
przekierowuje Potencjalnego Klienta i Klienta.

Potencjalny Klient — zarejestrowany uzytkownik Serwisu: bedacy osobg fizyczng powyzej 18 roku
zycia, ktéry zamierza przejsc lub jest w trakcie przechodzenia Procesu AML/CFT, aby moc zlecac
w Serwisie wykonywanie Transakc;ji.

Proces AML/CFT — przeprowadzany bezposrednio przez Fenige lub przez Partnera na zlecenie
Fenige proces identyfikacji, weryfikacji i oceny ryzyka Potencjalnego Klienta lub Klienta zgodnie z
regulacjami dotyczgcymi przeciwdziatania praniu pieniedzy i finansowaniu terroryzmu; proces ten
obejmuje weryfikacje danych osobowych Potencjalnych Klientéw i Klientéw z informacjami
pozyskanymi z zewnetrznych zrédet.

Regulamin C2C - Regulamin ustug Transakcji Card-to-Card, BLIK-to-Card, Account-to-Card oraz
Card-to-Account (umowa o pojedynczg transakcje) udostepniany Klientowi w Serwisie do akceptaciji
przed zleceniem wykonania kazdej Transakcji.

RODO - rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016
r. w sprawie ochrony osob fizycznych w zwigzku z przetwarzaniem danych osobowych i w sprawie
swobodnego przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (ogodlne rozporzadzenie
o ochronie danych).

Serwis — serwis internetowy lub aplikacja mobilna, za posrednictwem ktérego Klient moze ztozy¢
Zlecenie ptatnicze wykonania Transakcji przekazywane do Fenige i ktéry dziata zgodnie z
dotyczgcym go regulaminem swiadczenia ustug drogg elektroniczng.

Transakcja — Transakcja Card-to-Card, Transakcja BLIK-to-Card, Transakcja Account-to-Card lub
Transakcja Card-to-Account, bedgca ustugg ptatnicza przekazu pienieznego, szczegotowo
zdefiniowana w Regulaminie C2C.

Ustawa AML/CFT — ustawa z dnia 1 marca 2018 roku o przeciwdziataniu praniu pieniedzy oraz
finansowaniu terroryzmu.

Zasady Weryfikacji AML/CFT — niniejsze Zasady przeprowadzania weryfikacji AML/CFT przez
Fenige S.A.

§ 2 [Przedmiot i cel Zasad Weryfikacji AML/CFT]

1.

Przedmiotem niniejszych Zasad Weryfikacji AML/CFT, udostepnianych przez Fenige, jest okreslenie
zasad i warunkow przeprowadzania Procesu AML/CFT w stosunku do Potencjalnego Klienta i
Klienta, bezposrednio przez Fenige lub przez Partnera na zlecenie Fenige, jak rowniez okreslenie
momentu nawigzania i rozwigzania przez Fenige z Klientem stosunkéw gospodarczych.

Koniecznos¢ przeprowadzenia Procesu AML/CFT wynika z obowigzujgcych Fenige przepiséow
prawa. Dzieki przeprowadzeniu Procesu AML/CFT Klient nie musi przech odzi¢ weryfikacji
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tozsamosci przed kazdym zleceniem wykonania Transakcji w Serwisie, z zastrzezeniem § 4 ust. 2
Zasad Weryfikacji AML/CFT.

§ 3 [Proces AML/CFT w stosunku do Potencjalnego Klienta]

1. Fenige realizuje Proces AML/CFT w stosunku do Potencjalnego Klienta zgodnie z obowigzujgcymi
regulacjami dotyczgcymi przeciwdziatania praniu pieniedzy i finansowaniu terroryzmu, a w
szczegolnosci zgodnie z Ustawg AML/CFT.

2. Potencjalny Klient dziatajgc we wlasnym imieniu bedzie mégt zleca¢ Transakcje w Serwisie jedynie
pod warunkiem wczesniejszego zaakceptowania niniejszych Zasad Weryfikacji AML/CFT i
pozytywnym przejsciu Procesu AML/CFT.

3. W celu przeprowadzania Procesu AML/CFT Potencjalny Klient zobowigzany jest do przekazania
Fenige lub Partnerowi dziatajacemu na zlecenie Fenige poprzez Serwis lub poprzez zewnetrzne
narzedzie (oprogramowanie) KYC Partnera, do ktérego przekieruje go Serwis:

a) kopii swojego waznego dokumentu tozsamosci (dowodu osobistego, paszportu, karty
pobytu),

b) swojego wizerunku w postaci zdjecia lub nagrania,

c) danych, o ktérych mowa w § 5 ust. 2 Zasad Weryfikacji AML/CFT,

d) innych dokumentéw, danych lub informacji (w tym odpowiedzi na pytania), ktére okaza sie
niezbedne do przeprowadzenia Procesu AML/CFT

- zgodnie z instrukcjami zamieszczonymi w Serwisie lub w zewnetrznym narzedziu

(oprogramowaniu) KYC Partnera.

4. Fenige lub Partner moga rowniez kontaktowac sie z Potencjalnym Klientem w celu przeprowadzenia
Procesu AML/CFT za pomocg podanego przez niego adresu e-mail.

5. Potencjalny Klient zobowigzuje sie do przekazywania w trakcie Procesu AML/CFT wylgcznie
prawdziwych, aktualnych, kompletnych i doktadnych dokumentéw, danych i informacji oraz jak
najszybszego powiadamiania o wszelkich zmianach w tym zakresie kontaktujgc sie w tym celu z
Fenige poprzez adres e-mail customer-support@fenige.pl.

6. Potencjalny Klient jest tez zobowigzany zadba¢ o odpowiednie o$wietlenie oraz czytelnos$¢ danych
podczas wykonywania zdje¢ lub nagran.

7. Weryfikacja tozsamosci Potencjalnego Klienta odbywa sie w sposéb automatyczny z
wykorzystaniem oprogramowania obejmujgcego techniki biometryczne lub dodatkowo w sposob
manualiny.

8. Partnerzy moga okresla¢ w swoim zewnetrznym narzedziu (oprogramowaniu) KYC dodatkowe lub
bardziej szczegdétowe zasady weryfikacji, ktérych akceptacja przez Potencjalnego Klienta jest
niezbedna do przeprowadzenia Procesu AML/CFT.

9. Wraz z przeprowadzaniem Procesu AML/CFT Fenige tworzy profil Potencjalnego Klienta w swojej
bazie danych, w ktérej dane Potencjalnego Klienta sg szczegdlnie chronione i nie podlegajg
samodzielnej edycji przez Potencjalnego Klienta.

10. Informacja o wyniku Procesu AML/CFT udostepniana jest w Serwisie lub w zewnetrznym narzedziu
(oprogramowaniu) KYC Partnera.

11. Pozytywny wynik Procesu AML/CFT oznacza nawigzanie stosunkéw gospodarczych przez Fenige
z Potencjalnym Klientem (ktéry od tego momentu staje sie Klientem Fenige), polegajgcych na
umozliwieniu mu statego zlecania wykonywania Transakcji w Serwisie poprzez aktywacje jego
profilu w bazie danych Fenige.

12. Jezeli Potencjalny Klient nie przejdzie pozytywnie Procesu AML/CFT, np. w wyniku podania
fatszywych danych lub niedostarczenia wymaganych dokumentéw, danych lub informacji (co
oznacza brak mozliwosci zastosowania wszystkich srodkéw bezpieczenstwa finansowego wobec
Potencjalnego Klienta) lub tez jezeli Potencjalny Klient zostanie zidentyfikowany na listach
sankcyjnych, Fenige nie nawigzuje z nim stosunkéw gospodarczych, o ktérych mowa w ustepie
poprzedzajgcym, na podstawie art. 41 ust. 1 pkt 1 Ustawy AML/CFT.

§ 4 [Proces AML/CFT w stosunku do Klienta]

1. Fenige realizuje Proces AML/CFT w stosunku do Klienta zgodnie z obowigzujgcymi regulacjami
dotyczgcymi przeciwdziatania praniu pieniedzy i finansowaniu terroryzmu, a w szczegodlnosci
zgodnie z Ustawg AML/CFT.
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Fenige uprawniona jest w dowolnie wybranym przez siebie momencie, a w szczegdlnosci w
ustalonych przez siebie cyklach, do przeprowadzania ponownych lub uzupetniajgcych Procesow
AML/CFT w stosunku do Klienta. Uzupetniajacy Proces AML/CFT moze polegac np. na poproszeniu
Klienta o dostarczenie jego nowego waznego dokumentu tozsamos$ci w momencie, kiedy jego
dotychczasowy dokument tozsamosci stracit wazno$¢.

W czasie przeprowadzania ponownego lub uzupetniajgcego Procesu AML/CFT w stosunku do
Klienta, mozliwos¢ zlecania przez niego Transakcji w Serwisie moze nie by¢ mozliwa.

W trakcie przeprowadzania ponownego lub uzupetniajgcego Procesu AML/CFT zastosowanie majg
w stosunku do Klienta, na takich samych zasadach jak w stosunku do Potencjalnego Klienta,
postanowienia § 3 ust. 3-9 Zasad Weryfikacji AML/CFT.

Jezeli Klient nie przejdzie pozytywnie Procesu AML/CFT lub jezeli Klient zostanie zidentyfikowany
na listach sankcyjnych, Fenige rozwigzuje z nim stosunki gospodarcze, o ktérych mowa w ustepie
§ 3 ust. 10 Zasad Weryfikacji AML/CFT, na podstawie art. 41 ust. 1 pkt 4 Ustawy AML/CFT.

§ 5 [Ochrona danych osobowych]

1.

Administratorem danych osobowych Potencjalnych Klientow i Klientow jest Fenige. Fenige
przetwarza dane osobowe zgodnie z przepisami z zakresu ochrony danych osobowych, w tym
RODO oraz Ustawy AML/CFT jako instytucja obowigzana.

Podanie danych osobowych przez Potencjalnego Klienta i Klienta w zakresie niezbednym do
przeprowadzenia Procesu AML/CFT, w tym:

a) imienia i nazwiska;

b) obywatelstwa;

c) numeru Powszechnego Elekironicznego Systemu Ewidencji Ludnosci (PESEL) lub daty
urodzenia — w przypadku gdy nie nadano numeru PESEL, oraz panstwa urodzenia,

d) serii i numeru dokumentu stwierdzajgcego tozsamos¢ osoby;

e) adresu zamieszkania — w przypadku posiadania tej informacji przez Fenige;

f) adresu email;

g) pozostatych danych zawartych w dokumencie tozsamosci (dowodzie osobistym,
paszporcie, karcie pobytu);

h) wizerunku (dana biometryczna);

i) informacji o sytuacji zawodowej;

j) informacji o planowanych Transakcjach;

k) innych danych, ktére okazg sie niezbedne do przeprowadzenia Procesu AML/CFT

- jest dobrowolne, ale jest warunkiem koniecznym do przejscia Procesu AML/CFT.

Fenige wyznaczyta inspektowa ochrony danych, z ktérym mozna skontaktowac sie pod adresem e-
mail: iod@fenige.pl w sprawach dotyczgcych przetwarzania danych osobowych przez Fenige.
Fenige przetwarza dane osobowe Potencjalnych Klientow i Klientéw w celu:

a) realizacji obowigzkéw prawnych w zwigzku z koniecznoscig stosowania odpowiednich
srodkow bezpieczenstwa finansowego oraz realizacji innych obowiazkéw okreslonych w
Ustawie AML/CFT (na podstawie art. 6 ust. 1 lit. c RODO oraz na podstawie art. 9 ust. 2 lit.
a RODO - w zakresie danych biometrycznych);

b) ustalenia, dochodzenia lub obrony przed roszczeniami — na podstawie prawnie
uzasadnionego interesu Fenige, jakim jest korzystanie z powyzszych uprawnien (art. 6 ust.
1 lit. f RODO).

Dane osobowe Potencjalnych Klientow i Klientow moga by¢ przekazywane Partnerowi oraz
upowaznionym organom panstwowym na podstawie powszechnie obowigzujgcych przepiséw
prawa.

Dane osobowe Potencjalnych Klientow i Klientéw moga podlegac¢ profilowaniu w rozumieniu RODO
w celu stosowania przez Fenige obowigzkéw natozonych na nig Ustawg AML/CFT.
Zautomatyzowane przetwarzanie dotyczy w takim przypadku osoby Klienta i zlecanej przez niego
Transakcji w Serwisie. Konsekwencja profilowania moze by¢ odmowa lub wstrzymanie wykonania
Transakcji, zablokowanie mozliwos$ci zlecania wykonywania Transakcji w przyszto$ci oraz ztozenie
odpowiednich zawiadomien do organéw panstwowych przewidzianych w Ustawie AML/CFT.
Kazda osoba, ktérej dane osobowe przetwarza Fenige, ma prawo dostepu do dotyczacych jej
danych, prawo ich sprostowania, poprawiania, zgdania ograniczenia przetwarzania, przeniesienia,
usuniecia, wniesienia sprzeciwu wobec ich dalszego przetwarzania przez Fenige, a w przypadku
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10.

wyrazenia zgody na przetwarzanie danych do jej wycofania w dowolnym momencie bez wptywu na
zgodnos¢ z prawem przetwarzania, ktérego dokonano na podstawie zgody przed jej wycofaniem,
piszgc w tym celu na adres e-mail: jod@fenige.pl. Wykonywanie powyzszych praw nie moze
jednakze wplyng¢ na prawa i obowigzki Fenige okreslone w ust. 4 b) niniejszego paragrafu.

Dane osobowe przetwarzane sg w niezbednym zakresie dla celéw zapobiegania praniu pieniedzy i
finansowania terroryzmu przez okres wynikajacy z obowigzujacych przepiséw prawa oraz w
niezbednym zakresie do ustalenia, dochodzenia lub obrony przed roszczeniami przez okres
przedawnienia roszczen wynikajgcych z niniejszych Zasad Weryfikacji AML/CFT oraz przez okres
trwania toczgcego sie postepowania.

Kazda osoba, ktorej dane osobowe przetwarza Fenige, ma prawo wniesienia skargi dotyczace;j
przetwarzania jej danych przez Fenige do organu nadzorczego zajmujgcego sie ochrong danych
osobowych — Prezesa Urzedu Ochrony Danych Osobowych.

Pozostate informacje na temat ochrony danych osobowych, a takze na temat zasad
wykorzystywania plikow cookies zawiera polityka prywatnosci Fenige dostepna na stronie
https://www.fenige.com/pl.

§ 6 [Obowiagzywanie Zasad Weryfikacji AML/CFT]

1.

2.

3.

4.

Stosunki gospodarcze nawigzane pomiedzy Fenige a Klientem na podstawie niniejszych Zasad

Weryfikacji AML/CFT obowigzujg Fenige i Klienta przez czas nieoznaczony.

Klient jest uprawniony do wypowiedzenia Fenige Zasad Weryfikacji AML/CFT w kazdym czasie ze

skutkiem natychmiastowym, poprzez:

a) wystanie z adresu e-mail uzywanego przez niego podczas przechodzenia Procesu AML/CFT
o$wiadczenia o wypowiedzeniu wiadomoscig e-mail na adres: customer-support@fenige.pl;

b) wystanie oswiadczenia o wypowiedzeniu w formie pisemnej (papierowej) na adres: Fenige S.A.
ul. Promienna 38/1, 03-672 Warszawa;

- co skutkuje rozwigzaniem stosunkow gospodarczych Fenige z Klientem z inicjatywy Klienta.
Fenige jest uprawniona do wypowiedzenia Klientowi Zasad Weryfikacji AML/CFT w kazdym czasie
ze skutkiem natychmiastowym, w przypadku:

a) gdy Fenige nie moze zastosowac jednego ze srodkoéw bezpieczenstwa finansowego lub gdy
Klient bedzie figurowat na listach sankcyjnych;

b) w przypadku podania przez Klienta nieprawdziwych albo niezgodnych ze stanem faktycznym
danych, w przypadku braku aktualizacji tych danych, a takze w przypadku postuzenia sie
dokumentami sfatszowanymi, przerobionymi, podrobionymi lub poswiadczajgcymi nieprawde;

c) w przypadku podejmowania przez Klienta dziatah lub czynnosci sprzecznych z powszechnie
obowigzujgcymi przepisami prawa, w tym w szczegolnosci podejrzenia dokonania lub zamiaru
dokonania oszustwa podczas zlecania wykonania transakcji ptatniczej;

d) w przypadku uzyskania przez Fenige informacji pochodzgcej od organéw panstwowych o
popetnieniu lub podejrzeniu popetnienia przez Klienta przestepstwa z wykorzystaniem Serwisu;

e) jezeli obowigzek wypowiedzenia Zasad Weryfikacji AML/CFT przez Fenige wynika z przepiséw
prawa lub regulacji organizacji ptatniczych;

- co skutkuje rozwigzaniem stosunkéw gospodarczych Fenige z Klientem z inicjatywy Fenige.

Fenige moze wypowiedzie¢ Klientowi Zasady Weryfikacji AML/CFT poprzez:

a) wystanie oswiadczenia o wypowiedzeniu w formie elektronicznej na podany przez Klienta w
Serwisie adres e-mail; lub

b) wystanie oswiadczenia o wypowiedzeniu w formie pisemnej (papierowej) na podany przez
Klienta w Serwisie adres zamieszkania.

§ 7 [Zmiany Zasad Weryfikacji AML/CFT]

1.

Fenige jest uprawniona do zmiany Zasad Weryfikacji AML/CFT jedynie z nastepujgcych waznych

przyczyn:

a) w przypadku zmiany stanu prawnego, skutkujgcej koniecznoscig wprowadzenia zmian w
Zasadach Weryfikacji AML/CFT,

b) w przypadku wydania orzeczenia przez sad powszechny lub administracyjny albo wydania
decyzji, zalecenia, stanowiska, rekomendacji lub innego wiagzacego Fenige aktu przez organ
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administracji publicznej, skutkujgcego konieczno$cig wprowadzenia zmian w Zasadach
Weryfikacji AML/CFT;,
c) w celu poprawienia i uskutecznienia przez Fenige Procesu AML/CFT lub bezpieczenstwa i
ochrony danych osobowych.
Fenige ma réwniez prawo do korygowania btedéw stylistycznych, niescistosci w numeraciji lub
usuwania niejasnosci, niescistosci i btedéw logicznych w Zasadach Weryfikacji AML/CFT.
Brak zgody Klienta na zmiange Zasad Weryfikacji AML/CFT oznacza rozwigzanie stosunkow
gospodarczych Fenige z Klientem.

§ 8 [Postanowienia koncowe]

1.

Brak nawigzania przez Fenige stosunkéw gospodarczych z Potencjalnym Klientem, jak i

rozwigzanie stosunkoéw gospodarczych z Klientem na podstawie niniejszych Zasad Weryfikac;ji

AML/CFT sprawia, ze Fenige nie moze takiemu Potencjalnemu lub bytemu Klientowi swiadczyc¢

ustug ptatniczych, w tym wykonywac zleconych przez niego transakcji ptatniczych.

Proces AML/CFT jest bezptatny dla Klienta i Potencjalnego Klienta.

Zasady i warunki zlecania wykonywania Transakcji w Serwisie oraz pozostate powigzane z

wykonywaniem Transakcji kwestie okresla Regulamin C2C udostepniony w Serwisie.

Niniejsze Zasady Weryfikacji AML/CFT podlegajg prawu polskiemu. W sprawach nieuregulowanych

w Zasadach Weryfikacji AML/CFT zastosowanie majg powszechnie obowigzujgce przepisy

polskiego prawa, a w szczegoélnosci Ustawy AML/CFT.

Jesli jakiekolwiek postanowienia Zasad Weryfikacji AML/CFT okazg sie z jakiegokolwiek powodu

niewazne lub nieskuteczne w catosci lub w czesci, pozostate warunki i postanowienia Zasad

Weryfikacji AML/CFT pozostajg w mocy.

Z zastrzezeniem przepisow bezwzglednie obowigzujgcych, sgdem wiasciwym do rozpatrywania

sporow powstatych w zwigzku z Zasadami Weryfikacji AML/CFT jest:

a) w sprawach z Klientami niebedgcymi konsumentami sad miejscowo witasciwy dla siedziby
Fenige,

b) w sprawach z Klientami bedgcymi konsumentami sgd miejscowo witasciwy dla miejsca
zamieszkania konsumenta, a w przypadku kiedy powddztwo kierowane jest przeciwko Fenige
réwniez sgd miejscowo wiasciwy dla siedziby Fenige.

Wersja Zasad Weryfikacji AML/CFT obowigzujgca od dnia: 20.03.2025 r.
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